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The above contributors propose some content for section 6 of TR33.812, “Functionality”, to describe the life cycle of MIDs and contents of a typical downloadable MID.
This is a new sub-section, so revision marks are not used.
6. Functionality
Editor's note: This chapter focuses on needed functionality of the solutions for the different architectural alternatives including network impacts and impacts on the USIM/ISIM application. It will be defined later if this chapter needs to be before the architecture alternatives.

* start of new text*

6.1 General

In order to ensure that the issues in the sections of the present document on “use cases” and “identified issues and initial considerations” are adequately addressed, it is assumed that any operational ecosystem will be equipped with the following features and security counter-measures.
6.2 Lifecycle of MIDs
MIDs should be able to exist in any one of the following lifecycle states: 

· Installed: an instance of a MID has been created and has an entry in the M2ME's registry 

· Activated: an instance of the MID is authorised for operational use. 
· Selected: this state marks the commencement of a session with a MID. Only an activated MID can be selected.

· De-selected: this state marks the cessation of a session with a MID.
· Blocked: an instance of a MID has been temporarily de-activated and is not available for use. An example of this is when the status of an application-specific PIN becomes "blocked", as described in [TS102 221]. Unblocking of a MID causes it to be restored to the Activated state.
· Retired: an instance of a MID is permanently unavailable for use, but is still instantiated in the M2ME. An example of this is where a credential is permanently deleted but some executable components (i.e. MID Engines) of the MID that are used by other applications are still active.
· Deleted: a MID is permanently removed from the M2ME's memory. Deletion may be applied to a MID that is in any of the above lifecycle states.
6.2 Contents of a Typical Downloadable MID
A  typical downloadable MID would include credentials, executables (including algorithms and a system of files and access control mechanisms) and data (e.g. file contents, security policy, etc).

It is possible that the sensitive objects within the MID package could be encrypted.
The PS and M2ME could conduct a protocol conversation prior to provisioning a MID, to see which parts of the MID are already available in the TrE. This is particularly true if MIDs are to be shared in the TrE.
Some standardisation of MID packaging will be necessary, so as to avoid proprietary implementation by different M2ME ES and DP-PS. OMA DM. Liberty Alliance protocols such as Advanced Client could be suitable candidates.
* end of new text*

