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1
Opening of the meeting

The SA WG3 Chairman, Valtteri Niemi opened the 51st meeting of SA3 hosted by NAF in Vancouver, Canada and welcomed the delegates.
Adrian Escott gave a welcoming speech on behalf of NAF.
2
Agreement of the agenda and meeting objectives

	S3-080301
	Draft Agenda for SA WG3 meeting #51
	SA WG3 Chairman
	Agenda
	Approved


The draft agenda S3-080301 was introduced by the SA WG3 Chairman.

Meeting objectives:

· Primary objective is still to finalize SAE/LTE and Common IMS work for Rel-8;

· Secondary objective is trying to finish other work items for Rel-8;

· Third objective is to progress our study items.

There were no comments and the draft agenda and objectives were approved.

2.1
IPR Call Reminder

The chairman made the following call for IPRs, and asked ETSI members to check the latest version of ETSI's policy available on the web server:

	The attention of the delegates to the meeting of this Technical Specification Group was drawn to the fact that 3GPP Individual Members have the obligation under the IPR Policies of their respective Organizational Partners to inform their respective Organizational Partners of Essential IPRs they become aware of.

The delegates were asked to take note that they were thereby invited:.

- to investigate whether their organization or any other organization owns IPRs which were, or were likely to become Essential in respect of the work of 3GPP.

- to notify their respective Organizational Partners of all potential IPRs, e.g., for ETSI, by means of the IPR Statement and the Licensing declaration forms (http://webapp.etsi.org/Ipr/).


3
Assignment of input documents

The allocation of documents to their respective agenda items was reviewed and the document list was updated accordingly.

Document orders on the single subjects in the agenda were provided.

4
Meeting Reports

4.1
Approval of the report of SA3#50
	S3-080302
	Report from SA3#50
	SA WG3 Secretary
	Input Report
	Approved


S3-080302 report of SA3#50 was presented.
Actions:

AP-49-01: Valtteri Niemi to check with Frank Quick on status of specifications under joint control of SA3 and TR-45 AHAG.
Frank Quick has been notified by the Chairman. The action point is closed, but some feedback from TR-45 AHAG is needed. A new AP will be opened.

AP-51-01: Valtteri Niemi to ask feedback from TR-45 AHAG.
AP-50-01: Colin Blanchard to provide information about usage of TLS for NDS purposes in TISPAN
Completed. 11 April an email was sent an email to the list providing the information.
AP-50-02: Rajavelsamy Rajadurai to update CR on 43.020 updating references for SA3#51.
Completed, S3-080448 is addressing this.
AP-50-03: Colin Blanchard to provide more information on corporate device management
Completed, an email completing the action point had been sent to the list on 11 April.
AP-50-04: Mike Meyerstein to try and align the SA1 TR terminology where possible in M2M study
The study TR is being brought forward; the AP is closed, but the alignment has to be kept in mind.
AP-50-05: Alec Brusilovsky to convey the decision of SA3 on media security to ITU-T.
Completed. ITU-T still needs a written reply. S3-080468 is the draft reply LS.
There was an editorial comment which was applied and the report was approved.

4.2
Report from SA#39
	S3-080303
	Report from SA#39 Plenary
	SA WG3 Chairman
	Input Report
	Noted


The Chairman Valtteri Niemi presented S3-080303 on the report from SA Plenary #38. Noted.
4.3
Report from SA3-LI
Berthold Wilhelm gave a verbal report. The SA3-LI meeting is the following week in, also held in Vancouver. An email approval process will follow on the SA3 list on the output CRs of the meeting.
5
Reports and Liaisons from other groups

3GPP
	S3-080331
	LS on Release 8 non-essential SAE features
	TSG SA
	LS_in
	Noted


Valtteri Niemi presented the LS.

It was questioned whether the case of dual radio has to support dual SIM functioning. It was concluded that this remains for the group to decide and was not treated by SA.

It was pointed out that the LS should be sent to SA3-LI for information as the information on provision of the cell ID in Rel-8 is relevant.
IETF
Media security is still the main topic of interest. There are some contributions to be discussed during the meeting.
ETSI SAGE
No input.
GSMA
No input.
3GPP2
No generic input, there are several contributions to be discussed during the meeting. There has been a meeting in the past period.
OMA
Rolf Blom pointed that media security and CPM will be discussed in the upcoming meeting in the OMA SEC group.
TR-45 AHAG
No input, see actions from meeting.
TCG
No input for this meeting.
Other groups
No input.
6
Work areas

6.1
IP multimedia subsystem (IMS)
	S3-080462
	Reply LS on Message Unprotected between UE and P-CSCF
	CT WG1
	LS_in
	Noted


Guenther Horn presented the LS. Noted.
Security for early IMS

	S3-080460
	LS reply on NAT deployment of Early IMS
	SA WG2
	LS_in
	Noted


Bengt Salin presented the LS. Noted.
	S3-080463
	Reply LS on NAT deployment of Early IMS
	CT WG1
	LS_in
	Noted


Dony He presented the LS.

The possibility to include this issue in the co-existence TR was discussed. It was decided that SA3 delegates should monitor the situation.
	S3-080353
	Early IMS in Release 8
	Ericsson
	Contribution
	Noted


Bengt Salin presented the contribution.
It was clarified that the main work to be done to extend functionality concerns stage 3. It was suggested that use cases should be discussed before proceeding with actual work.
For the extensions, a WID should support this proposal, with some rationale, and the possible work should be done in Rel-9. The stage 3 work should be either a (normative) Annex to TS 33.203 or text to be included in TR 33.178.
This was agreed.

	S3-080355
	Draft LS to CT1 and CT4 on Moving Early IMS Security Stage 3 details to Stage 3 specifications
	Ericsson
	LS_out
	Revised


Bengt Salin presented the draft LS. 

	S3-080354
	Proposed way forward on Early IMS
	Ericsson
	New Draft version
	Revised


Bengt Salin presented the contribution.

It was agreed to keep clause 6.2.6 and to move clause 6.2.4 to the appropriate CT4 specification.
The remaining proposal from 354 and the new name GIBA (GPRS IMS Bundled Authentication) were agreed. It was also agreed that 6.2.3 stays in SA3 as an annex in 33.141. The LS and the document will be revised accordingly S3-080508 and S3-080509.

	S3-080509
	Draft LS to CT1 and CT4 on Moving Early IMS Security Stage 3 details to Stage 3 specifications
	Ericsson
	LS_out
	Approved


	S3-080508
	Proposed way forward on Early IMS
	Ericsson
	Contribution
	Agreed


Security Requirements in Support of Cable Deployments

	S3-080348
	Clarification of usage of NULL encryption and TLS
	Ericsson
	CR
	Agreed

	S3-080349
	Clarification of usage of NULL encryption and TLS
	Ericsson
	CR
	Agreed


Bengt Salin presented the CRs. Agreed.
	S3-080420
	Authentication of non-registration messages in IMS: relation of SIP Digest proxy authentication and IP address check - Discussion
	Nokia, Nokia Siemens Networks
	Contribution
	Noted


Guenther Horn presented the LS.

	S3-080421
	Authentication of non-registration messages in IMS: relation of SIP Digest proxy authentication and IP address check - pCR
	Nokia, Nokia Siemens Networks, Telecom Italia
	CR
	Agreed


Mauro Castagno presented the CR. Some minor editorials are necessary on the cover page. Agreed.
	S3-080376
	Storage of old passwords in the S-CSCF to avoid password change synchronization problems
	Nokia, Nokia Siemens Networks, Vodafone
	Contribution
	Noted


Peter Howard presented the contribution.
	S3-080377
	Storage of old passwords in the S-CSCF to avoid password change synchronization problems
	Nokia, Nokia Siemens Networks, Vodafone
	CR
	Revised


Peter Howard presented the contribution.

	S3-080510
	Storage of old passwords in the S-CSCF to avoid password change synchronisation problems
	Nokia, Nokia Siemens Networks, Vodafone
	CR
	Agreed


	S3-080356
	SIP Digest Password Change
	Ericsson
	Contribution
	Noted


Bengt Salin presented the contribution.
	S3-080357
	Support for SIP Digest password change
	Ericsson
	CR
	Noted


Some discussion followed on the alternatives presented above. It was suggested that the use of the old password even for a few minutes could be a risk; however, service interruption could lead to revenue loss and service usability should be preserved.
It was pointed out that security mechanisms should be as transparent as possible.

A rewording was proposed for 377, to remove mandatory requirements from the text and propose the solution as an option for implementation. This was accepted and the CR will be revised accordingly in S3-080510.
	S3-080510
	Storage of old passwords in the S-CSCF to avoid password change synchronisation problems
	Nokia, Nokia Siemens Networks, Vodafone
	CR
	Agreed


Peter Howard presented the amended CR. Agreed.

Media security TR 33.828

	S3-080468
	Draft - Response LS to ITU-T Q.15/13 on Media Security
	Alcatel-Lucent
	Contribution
	Noted


Alec Brusilovsky presented the LS.

It was pointed out that there are some functions in the ITU-T work that are not supported by 3GPP for P-CSCF. The related terminology should therefore be changed to SIP server Proxy or the functionalities should be removed. This should be mentioned in the LS. The revised LS will be S3-080511.
	S3-080511
	Draft - Response LS to ITU-T Q.15/13 on Media Security
	Alcatel-Lucent
	LS_out
	Approved


	S3-080358
	pCR to 33.828: Adding requirements
	Ericsson
	Contribution
	Approved with modifications


Vesa Lehtovirta presented the contribution.

It was pointed out that there might be some overlap with existing requirement 23. It was decided that the requirements will be embedded in 23.
	S3-080359
	pCR to 33.828: Resolving editor's notes
	Ericsson
	Contribution
	Approved with modifications


Vesa Lehtovirta presented the contribution.

It was pointed out that the text deletes the IETF requirement 21, this was accepted but a note to requirement 20 must be added to state that shared key is currently out of scope for IETF.
It was also agreed to shorten the note under requirement 20, removing the true end-to-end protection. It was also agreed to apply some rewording to the Editor’s Note in requirement 49. With these changes the pCR was approved.

	S3-080413
	Clarifications on “Deferred Delivery” and “Group Security” requirements
	Qualcomm Europe
	Contribution
	Revised


Lakshminath Dondeti presented the contribution. The deleted sentence must be re-inserted with a different wording. This will be re-worked offline and the contribution re-discussed as S3-080513.
	S3-080513
	Clarifications on “Deferred Delivery” and “Group Security” requirements
	Qualcomm Europe
	Contribution
	Withdrawn


Withdrawn as the changes have been incorporated in 512.

	S3-080416
	Reconciling IETF and 3GPP Requirements on Media Security
	Qualcomm Europe
	pCR
	Approved with modifications


Lakshminath Dondeti presented the pCR. It was agreed to keep change 1 as such. Change 2 was removed. The pCR was approved with these modifications.
	S3-080328
	IMS media security use cases
	Ericsson
	Contribution
	Approved with modifications


Rolf Blom presented the contribution.
It has to be made sure that the requirements are placed in the corresponding section. This will be addressed with an Editor’s Note addition. Another Editor’s Note was agreed to inserted, to state that the security usability must be taken into account.
It was decided to remove 4.1.4 and the last section of 4.1.5 and possibly find a more suitable place for the next meeting. With this and some further rewording the contribution was approved.

	S3-080329
	IMS media access security
	Ericsson
	Contribution
	Noted


Rolf Blom presented the contribution.

	S3-080417
	IMS Media Security Solution Outline
	Qualcomm Europe
	Contribution
	Noted


Lakshminath Dondeti presented the contribution.

	S3-080422
	Media Plane Security: Discussion of SDES as a solution candidate
	Nokia, Nokia Siemens Networks
	Contribution
	Noted


Guenther Horn presented the contribution.
There was an extended discussion on the three proposed solutions and contributions. It was decided to maintain all three solutions as possible alternatives. More precisely, it was decided to include Annex A from 329 with a caveat that a specific middle end solution is needed; the last section of 417 will also be included as another solution; clauses 2,3,4 and 5 of 422 will also be integrated as yet another candidate solution.

	S3-080512
	TR 33.828
	Rapporteur
	New Draft version
	Agreed


It was decided to postpone submission for information to SA and to send in September, possibly for approval, this remains to be decided.
3GPP2

	S3-080344
	Common IMS for 3GPP/3GPP2
	Gemalto
	Contribution
	Noted


Mireille Paulliac presented the contribution.
	S3-080396
	Common term for IMS Credentials 
	Alcatel-Lucent, Huawei, KDDI, Nortel, Qualcomm Europe, Starent Networks, U.S. Cellular
	CR
	Noted


Adrian Escott presented the contribution.

	S3-080410
	Updates to the 3GPP2 CRs for Common IMS
	Qualcomm Europe
	Contribution
	Noted


Adrian Escott presented the contribution.

	S3-080397
	Introduction of support for 3GPP2 IMS Access Security
	Alcatel-Lucent, Huawei, KDDI, Motorola, Nortel, Qualcomm Europe, Starent Networks, U.S. Cellular
	CR
	Revised


Adrian Escott presented the contribution.

It was pointed out that the CR is fulfilling the 3GPP2 needs, however it was noted that it is not fulfilling the SA2 needs in finding common terminology.

There was some discussion on the contributions. IMSC was discussed as a term; perhaps the term is too narrow as puts out of scope the application part of ISIM; some information could be taken from the M2M work in this meeting (Managed identity).

It was also pointed out that SA2 could be interested in the creation of this term. It was replied that SA2 requested SA3 to undertake this work.

It was added that IMSC is generic (covering password, SIM credentials et cetera) however in the rest of 396 the term is used only in AKA.

It was agreed to mandate support for IPSec but leave TLS optional.

In X.5 there was some concerns with the reference to 3GPP2 network as the general attempt is to have a Common IMS. It was proposed to change 3GPP2 networks to 3GPP2 UEs; this was agreed.

There was some further online reformulation and the CR was taken offline to be reworked as presented as S3-080515.

	S3-080515
	Introduction of support for 3GPP2 IMS Access Security
	Alcatel-Lucent, Huawei, KDDI, Motorola, Nortel, Qualcomm Europe, Starent Networks, U.S. Cellular
	CR
	Agreed


	S3-080398
	Introduction of Network Domain Security support for 3GPP2 IMS
	Alcatel-Lucent, Huawei, KDDI, Motorola, Nortel, Qualcomm Europe, Starent Networks,  U.S. Cellular
	CR
	Revised


Adrian Escott presented the contribution. Some rework is needed. New version will be S3-080516.
	S3-080516
	Introduction of Network Domain Security support for 3GPP2 IMS
	Alcatel-Lucent, Huawei, KDDI, Motorola, Nortel, Qualcomm Europe, Starent Networks,  U.S. Cellular
	CR
	Withdrawn


Withdrawn: further discussions on matters relevant to 515 are necessary.

	S3-080399
	Presentation on 3GPP2 Presence Security
	Qualcomm Europe
	Contribution
	Noted


Adrian Escott presented the contribution.

It was agreed to select solution 1 for Release 8 and investigate also on solution 2 for Release 9.
	S3-080406
	Changes to support common IMS between 3GPP and 3GPP2
	Qualcomm Europe
	CR
	Revised 


Adrian Escott presented the CR. 3GPP2 UE term has to be aligned as with 397. Subsequently during the meeting it was agreed to switch back to 3GPP2 Access as a preferred term.
Some further editorials are necessary. Revised in S3-080517.
	S3-080517
	Changes to support common IMS between 3GPP and 3GPP2
	Qualcomm Europe
	CR
	Agreed


Unsolicited Communication

	S3-080347
	IETF Status on Protection Against Unsolicited Communications Using SIP
	Ericsson
	Contribution
	Noted


Bengt Salin presented the contribution.
6.2
Network domain security: IP layer (NDS/IP)
No input for this meeting.
6.3
Network domain security: Authentication Framework (NDS/AF)
No input for this meeting.
6.4
UTRAN network access security
No input for this meeting.
6.5
GERAN network access security
	S3-080448
	Correction of Reference
	Samsung
	CR
	Agreed


Rajavelsamy Rajadurai presented the CR. Agreed.
6.6 GAA and support for subscriber certificates
GBA Push
	S3-080306
	GBA Push open issues
	Nokia, Nokia Siemens Networks
	Contribution
	Noted


Marc Blommaert presented the contribution.

	S3-080307
	New GBA-Push working model
	Ericsson
	Contribution
	Noted


Rolf Blom presented the contribution.

	S3-080345
	GBA_P-aware UICC
	Gemalto
	Contribution
	Noted


Mireille Paulliac presented the contribution.

Some discussion followed on the three contributions above; it was pointed out that option 3 in 306 allows to download an application at a later time and contemporarily downloading GBA_U.
There was some concern and discussion concerning race conditions. It was pointed out that this scenario would be rare. The principles in 2 were reviewed.
It was noted that there is interest in GBA Push and should not be rolled up to Release 9 as momentum might be lost.
It was proposed to leave out the GBA Push work for now and re-consider it in June to go to propose it to Plenary as an exception. It was agreed that CT6 work is needed on the subject but it has not begun yet.
It was agreed to add an Editor’s Note in a suitable place in the specification, stating that the Push aware UICC would help to optimise and solve some race condition problems, which seems acceptable under the current knowledge; should some new information arise on these problems then this preference would be reconsidered.

	S3-080360
	P-CR-The procedure of GPL Security Association
	Huawei
	Contribution
	Noted


Lydia Xu presented the contribution.
	S3-080330
	GPL TS 33224 v010 proposal
	Ericsson
	Contribution
	Approved with modifications


Rolf Blom presented the contribution.

There was some discussion on the proposals; it was pointed out that 330 brings in a new protocol, while there could be an existing solution that could be used.

The selection of a protocol was discussed; among solutions mentioned were OMA WSP and SyncML. SyncML was suggested not to provide adequate integrity protection. An editor’s note will be added on this.
It was proposed that a comparison between WSP, SyncML and other possibilities would be useful.

It was proposed to include the 330 as a baseline and proceed with further contributions in the next meeting. It was agreed but clauses 5.6 and 5.7 will be removed and figure 5.1-1 will remain as in the former version.
With these changes the pCR was approved.

The new baseline will be S3-080518.

	S3-080518
	33.224
	Rapporteur (Rolf)
	New Draft version
	Agreed


	S3-080527
	GBA Push Issues
	Ericsson
	Contribution
	Noted


Rolf Blom presented the contribution.

There was some discussion; it was agreed not to modify the key derivation for GBA in GBA_U. it was agreed that UICC based GBA Push is not foreseen for release 8 and thus 304 is withdrawn.
	S3-080304
	UICC-based GBA PUSH
	Gemalto
	Contribution
	Noted


There is some overlap with 305; it was agreed that the two can be incorporated with 305 in the specification; email discussion is necessary.

	S3-080305
	GBA Push Flow for GBA_U cards without GPI enhancements
	Nokia, Nokia Siemens Networks
	Contribution
	Approved


Marc Blommaert presented the contribution.

It was agreed that some text could be added in the future as interactions with the GBA_U case should be further described in the specification. 
	S3-080385
	Draft TS 33.223 for new GBA-Push working model
	Ericsson
	Contribution
	Noted


There is some overlap with 305; it was agreed that the two can be incorporated with 305 in the specification; email discussion is necessary.

It was decided to send GBA Push (33.224) for approval to SA in June.

Timeline for email discussion for GBA Push:

· 5 May: new version of GBA Push out;
· 9 May: comments deadline for SA3 mailing list;

· 13 May: resolution of comments and new version out;

· 15 May: confirmation of resolution of comments.
6.7
WLAN interworking
No input.
6.8
Multimedia broadcast/multicast service (MBMS)
	S3-080350
	IP connectivity of the UE in MBMS
	Ericsson
	Contribution
	Noted


Vesa Lehtovirta presented the contribution.

There were no comments.

	S3-080351
	Clarification of UE IP address in MBMS
	Ericsson
	CR
	Revised


Vesa Lehtovirta presented the CR.

It was suggested that a requirement to the proxy servers should appear to state that the source IP address of the user is visible to the BM-SC. It was pointed out that NAT binding may not work as different ports are used in the process. This has to be studied further.
The CR will be revised in S3-080519.

	S3-080519
	Clarification of UE IP address in MBMS
	Ericsson
	CR
	Agreed


	S3-080352
	IP connectivity of the UE in MBMS
	Ericsson
	CR
	Revised


Vesa Lehtovirta presented the CR.

It was agreed that there has to be a reference to 6.3.1 for other appropriate PDP contexts in the second sentence of the change.

Some further editorials are needed. The CR will be revised in S3-080520.

	S3-080520
	Clarification of UE IP address in MBMS
	Ericsson
	CR
	Agreed


	S3-080400
	CR: Protection of Iub when multicasting MBMS user data
	Nokia, Nokia Siemens Networks
	CR
	Revised


Marc Blommaert presented the CR.

Some minor rewording is needed. Revised as S3-080521.
	S3-080521
	CR: Protection of Iub when multicasting MBMS user data
	Nokia, Nokia Siemens Networks
	CR
	Agreed


6.9
SAE/LTE security
TS 33.401 and 402 were decided to be sent for approval for SA#40 in June. 
6.9.0
Incoming LS's

	S3-080470
	Reply LS on inter-MME load balancing, Attach/TAU/Service Request procedures and corresponding RRC/S1 connection establishment procedures
	SA WG2
	LS_in
	Noted


Marc Blommaert presented the LS. No comments.
	S3-080464
	Support of pre-Rel-8 USIMs in EPS
	CT WG1
	LS_in
	Noted


Anand Prasad presented the LS. This is in line with the SA3 assumption.
6.9.1
Security architecture
	S3-080325
	Key handling at state transition to EMM-DEREGISTERED pCR
	NEC Corporation
	pCR
	Approved with modifications


Anand Prasad presented the pCR.

It was pointed out that in a.ii and b.ii should be used “shall” instead of “is”. This was agreed.
In (b) MME initiated, implicit/explicit should be defined. Explicit was clarified to be the case when Detach is used. More in general it was pointed out that (3) should be further clarified, including a reference to the CT1 spec and the handling of each case. In (c) it was pointed out that (i) should be addressed instead of (ii).

It was also agreed that security context will be changed to association. The terminology should be aligned with this principle in the entire contribution.

With these changes the pCR will be incorporated to 33.401.

	S3-080380
	Security visibility and configurability
	Nokia, Nokia Siemens Networks
	Contribution
	Approved with modifications


Dajiang Zhang presented the contribution.

There was some discussion on the fact that the first requirement should be mandatory rather than optional.

It was decided that the proposed text can be accepted as a baseline, removing the second bullet in the first part and rewording the first bullet to make it mandatory.
It was pointed out that the proposed text should be in line with 22.101. It was replied that this is the description of the feature, without giving requirements. It was agreed that a check on the fact that a mandatory requirement on the ciphering indicator is present, should be conducted.
In configurability, the last two bullets are removed.

With these changes the pCR was approved.

6.9.2
Authentication and key agreement
	S3-080467
	LS on SAE interworking with Pre-REL8 system
	CT WG4
	LS_in
	Noted


Guenther Horn presented the LS. There was some discussion on the solution proposed with the HI bit.
Also it was clarified how the USIM is handled in the second last paragraph before the conclusions.

It was pointed out that a possible attack could be to modify the HI bit and make both parties think they are working with a Rel-8 USIM.
There was further discussion concerning the possible solution to be selected. It was agreed that 6b contains hidden complexities. It was agreed that solution 4 could be used and that if it is not acceptable the whole feature should go out. An LS will be drafted along these lines in S3-080489.
	S3-080489
	Reply LS to CT4 on SAE interworking with pre Rel-8 HPLMN
	SA WG3 
	LS_out
	Approved


	S3-080483
	R2-082038 Response LS on Authentication at RRC Connection Re-establishment
	RAN WG2
	LS_in
	Noted


Alec Brusilovsky presented the LS.

There was some discussion on the fact that Cell Id might not be unique in certain cases.

It was proposed that the RRC re-establishment is used only for radio link failure, so if it is rather infrequent the actual risk could be a minor one. It was pointed out, however, that this message is important as it announces the actual reestablishment. 

A reply LS will be drafted in S3-080491.

	S3-080491
	Reply LS to RAN on RRC Connection Re-establishment
	SA WG3 
	LS_out
	Approved as baseline for email discussion


The part of text on the impact of processing RRC Connection Re-establishment messages has to be decided if will be included. This will go for email discussion.
Timeline for email discussion:

· 25 April: SA3 comments on LS

· 28 April: new version with conclusion from email discussion

· 30 April: LS is sent

	S3-080530
	Reply LS to RAN on RRC Connection Re-establishment
	SA WG3 
	LS_out
	Email



	S3-080435
	On need for special AV for LTE
	TeliaSonera
	Contribution
	Rejected


Per Christofferson presented the LS.

	S3-080453
	Comments on S3-080435 by TeliaSonera “On need for special AV
	Nokia, Nokia Siemens Networks
	Contribution
	Noted


Guenther Horn presented the commenting contribution.

	S3-080364
	computing authentication vectors on demand
	Huawei
	Contribution
	Approved with modifications


Dony He presented the contribution.

There was some discussion on the three contributions. For 364, it was agreed to approve it adding a note on the fact that especially for KASME the possibility to pre-compute is limited.
Concerning 435, it was decided to keep the relative assumptions previously decided for LTE (LTE AV).
	S3-080412
	EPS Authentication Vector cleanup
	Samsung
	Contribution
	Approved


Rajavelsamy Rajadurai presented the contribution. Approved.
	S3-080401
	CR: Reserve all AMF bits for standardization purposes
	Nokia, Nokia Siemens Networks
	CR
	Revised


Marc Blommaert presented the CR. It was agreed that the category should be changed to C.

It was proposed that the additional bits should not be all reserved for future use, but some should be left for operator use. It was agreed to reserve half of the bits for future use, and the rest for operator use. This will be captured in the revision of the CR in S3-080492.
	S3-080492
	CR: Requirements for the distribution of authentication data
	Nokia, Nokia Siemens Networks
	CR
	Approved


	S3-080402
	pCR: Requirements for the distribution of authentication data
	Nokia, Nokia Siemens Networks
	Contribution
	Approved with modifications


Marc Blommaert presented the contribution.

The usage of the term “security context” has to be harmonised between 33.102 and 33.401.

Concerning the sentence saying that between MMEs in the same PLMN AVs can be distributed in 6.1.5 (a), it was agreed that the opposite case has also to be specified: it will be added that AVs cannot be distributed between MMEs in different PLMNs.

The note will be kept, but an Editor’s Note will be added to state that a case of UMTS authentication vector or separation bit is for ffs. The titles of the sessions will be revised.

With these changes the contribution was approved.

	S3-080314
	pCR: Requirements on running AKA
	Ericsson
	Contribution
	Revised


Karl Norrman presented the contribution. 

	S3-080407
	pCR: On the use of a GSM Security contex
	Nokia, Nokia Siemens Networks
	Contribution
	Revised


Marc Blommaert presented the contribution.

It was agreed that 314 and 407 would be merged into a single contribution S3-080493.
	S3-080493
	Requirements for EPS security (merge of  314 and 407)
	Ericsson, Nokia, Nokia Siemens Networks
	pCR
	Withdrawn


Withdrawn as changes were directly incorporated to the specification.

6.9.3
Key derivation

	S3-080452
	Reply LS on outstanding NAS messages
	RAN WG2
	LS_out
	Noted


Karl Norrman presented the LS.

	S3-080461
	LS on outstanding NAS messages
	CT WG1
	LS_in
	Noted

	S3-080403
	pCR: KeNB derivation reliability due 'to outstanding NAS messages'
	Nokia, Nokia Siemens Networks
	Contribution
	Noted


Marc Blommaert presented the contribution.
There was some discussion on the three documents. The replies from RAN2 and CT1 are not entirely satisfactory for SA3. However, as the timeline for Release 8 is really tight, it was suggested not to re-iterate the reply to the LS. 
It was pointed out that it is not entirely clear the need for a mechanism on this as loss of NAS messages could be an infrequent event. It was decided to draft a reply along the lines of that although the issue is dealing with the SMC and it is SA3’s concern to ensure a secure mechanism, the issue is more related to the area of expertise of RAN2 and CT1, so the decision should be sought in that context.

	S3-080525
	LS on outstanding NAS messages
	SA WG3 (Marc)
	LS_out
	Approved


Necessity of Forward security and proposed solutions
	S3-080498
	Resolution on Forward Security
	NTT DoCoMo, China Mobile, Nokia, Nokia Siemens Networks, Alcatel-Lucent, NEC Corporation, ZTE
	Contribution
	Endorsed


Alf Zugenmeier presented the contribution, which proposes how to provide forward security for handovers. It combines contributions S3-080342, 346, 392, 438, 441, 442, 451 and 480. 

The overall proposal was technically endorsed, but a pCR is necessary. Some rewording of (e) in the attacker model is necessary.

It was pointed out that the security class clause is only for the TR for the time being, as it is adequate for a TS in its present state. It was also pointed out that the terminology (class) might have to be improved.
There was some further discussion on this issue and it was taken offline.

The document was presented again. There was a discussion on whether a note should be converted to a note the issue on how the operator can select handover procedure, as SA3 should not impose architectural requirements.

A check must be performed on the fact that the structure of the cell ID does not create any problems, especially concerning the network topology.
The structure of the document might have to be changed in the future. The possibility to do this at a later time has to be checked with the MCC (see AP list).
Annex X has to be checked for consistency with the flows in the two figures in 7.2.8.2-1 and 2.
EPS key derivation
	S3-080490
	pCR on Key derivation in EPS (Merge of 315 and 378)
	Ericsson, Nokia, Nokia Siemens Networks, China Mobile
	Contribution
	Approved with modifications


Karl Norrman presented the contribution.

There was some discussion on the fact that in 2, KASME derivation function (S1) P0 should be kept on a more generic level and be specified that for the case of E-UTRAN the PLMN ID is used. This pCR has to be checked for consistency after the discussion on Forward Security. Reference to 33.220 will be only put in the note in X.1. Some offline editorials have to be applied. With these changes the pCR was approved.
6.9.4
Integrity and ciphering mechanisms

	S3-080466
	LS on Input parameters for NAS encryption and integrity algorithms
	CT WG1
	LS_in
	Noted


Marc Blommaert presented the LS. A reply will be drafted as S3-080499.
	S3-080499
	Reply LS to CT1 on input parameters for NAS encryption and integrity algorithms
	SA WG3 (Karl)
	LS_out
	Approved


	S3-080367
	RRC and NAS ciphering algorithm
	Huawei
	Contribution
	Approved


Dony He presented the contribution. Approved.

	S3-080436
	Protection of NAS messages
	Qualcomm Europe
	Contribution
	Noted


Adrian Escott presented the contribution. 
It was pointed out that in principle all messages should be ciphered, unless SA3 deems it acceptable not to be encrypted. Concerning Attach and TAU Request messages, the group has not yet decided if these should be encrypted. Partial ciphering and postponed integrity check was considered that may be too complex; however at this stage they are not ruled out.
	S3-080404
	List of protected AS and NAS messages
	Nokia, Nokia Siemens Networks
	Contribution
	Noted


Marc Blommaert presented the contribution.

It was decided that there should be a document list of the non protected messages. It was also questioned whether this is the only case of unprotected messages. It was discussed whether the same approach as for UMTS should be followed (SA3 owning the list). It was decided that the ownership should be of CT1 (NAS) and RAN2 (RRC).
An LS will de drafted along these lines (discussions in 436 and 404) in S3-080502.
	S3-080502
	LS to RAN2 and CT1
	SA WG3 (Marc)
	LS_out
	Approved


	S3-080472
	Reply LS on security for service request message
	SA WG2
	LS_in
	Noted


Marc Blommaert presented the LS. Further contributions may be needed on the matter.

	S3-080313
	pCR: Periodic local authentication
	Ericsson
	Contribution
	Rejected


Karl Norrman presented the contribution. There was not enough support for the pCR. Still, there is value seen for this feature.
	S3-080405
	pCR: Counter Check Procedure
	Nokia, Nokia Siemens Networks
	Contribution
	Approved


Marc Blommaert presented the pCR.

It was agreed to remove the Editor’s Note based on this analysis. Approved with this modification.
6.9.5
Security mode establishment and mobility aspects

	S3-080317
	Draft LS to RAN2 regarding key change on the fly
	Ericsson
	LS_out
	Revised


Karl Norrman presented the draft LS. 

There was some discussion on the text of the LS; it was suggested that an explicit question to RAN2 should be addressed, in order to resolve the Editor’s Note in the SA3 document. There was some further discussion and it was decided to reformulate the LS offline to be presented again as S3-080503.
	S3-080503
	LS to RAN2 regarding key change on the fly
	SA WG3 (Karl)
	LS_out
	Approved


	S3-080482
	R2-082046 Reply-LS on security aspects on inter-system handover
	RAN WG2
	LS_in
	Noted


Dan Forsberg presented the LS. The random number issue has to be addressed later during the meeting.

Subsequently it was stated that there is not yet a decision taken on the random number issue. This was discussed, and it was decided to create a pCR offline (S3-080504). A reply LS will be drafted in S3-080526.
	S3-080526
	Reply-LS on security aspects on inter-system handover
	SA WG3 (Karl)
	LS_out
	Approved


	S3-080504
	R2-082046 Reply-LS on security aspects on inter-system handover
	Ericsson, ZTE
	pCR
	Approved


Karl Norrman presented the pCR.

The second Editor’s Note in 10.2.2.2 was removed. Approved.
	S3-080316
	pCR: Remove text about combining NAS SMC message with other messages
	Ericsson
	Contribution
	Approved


Karl Norrman presented the pCR. Approved.

	S3-080465
	LS on including IMEI in ciphered SMC Complete message
	CT WG1
	LS_in
	Noted


Dan Forsberg presented the LS. Noted.
	S3-080318
	pCR: AS algorithm policy handling
	Ericsson, Telenor
	Contribution
	Approved


Karl Norrman presented the pCR. Approved.
	S3-080393
	pCR: AS algorithm policy handling
	Nokia, Nokia Siemens Networks
	Contribution
	Noted


Dan Forsberg presented the pCR. Noted.
	S3-080363
	Allowed AS algorithms list during handover procedure
	Huawei
	Contribution
	Noted


Dony He presented the contribution.

There was some discussion on the three solutions proposed by the documents.
It was suggested not to include the eNB ID in the last step as this should be already known to the MME; this was tentatively agreed but needs to be checked.
There was some additional support (not from co-signers) from companies for 318. The additional text under Figure 1 in 393 has to be evaluated whether it can be added. Also, the last change in 393 is adopted.

The second last paragraph in 318 must be reworded.

With this changes 318 was approved.

6.9.6
Mobility with GSM, UMTS networks

	S3-080382
	Counter relay on in-RAT idle mobility
	ZTE, China Mobile
	Contribution
	Noted


Lu Gan presented the contribution.

	S3-080383
	Counter relay on in-RAT idle mobility (PCR to 33401)
	ZTE and China Mobile
	Contribution
	Noted


Lu Gan presented the contribution.

It was pointed out that there is no START value in GERAN, so the last part is not needed. It was suggested that the proposed solution has some security issues in the proposed mechanism as in the interworking between E-UTRAN and UTRAN there should always have a fresh value. It was pointed out that a solution for this must be devised for the following meeting.
	S3-080384
	Inter-RAT Handover Key derivation
	ZTE, China Mobile
	Contribution
	Withdrawn


	S3-080368
	Kenb handling during inter-RAT handover(discuss)
	Huawei
	Contribution
	Noted


Dony He presented the contribution.

	S3-080386
	Comments to S3-080368 Kenb handling during inter-RAT handover(discuss)
	ZTE
	Contribution
	Noted


Lu Gan presented the contribution.

	S3-080369
	Kenb handling during inter-RAT handover(P-CR to TR 33.821)
	Huawei
	Contribution
	Approved with modifications


Dony He presented the pCR. Approved with the addition of an Editor’s Note to state that the availability of the eNB identity in the UE has to be checked.
	S3-080370
	Kenb handling during inter-RAT handover(P-CR to TS 33.401)
	Huawei
	Contribution
	Rejected


Dony He presented the pCR. 

It was suggested that possibly a solution to this is not necessary; it was also proposed to add an Editor’s Note stating that in the next meeting there will be three alternatives to choose from: random number, no random number solution and adoption of 370, no random number solution and no other solution adopted.

There was not enough support for the pCR.

	S3-080381
	TAU request verification
	Nokia, Nokia Siemens Networks, China Mobile
	Contribution
	Approved with modifications


Dajiang Zhang presented the contribution. Figure 14 has to be made smaller. Approved with this editorial.
	S3-080390
	pCR: Selecting Security Context
	Nokia, Nokia Siemens Networks
	Contribution
	Approved


Dan Forsberg presented the pCR. Approved.
	S3-080391
	pCR: NAS-token clarifications
	Nokia, Nokia Siemens Networks
	Contribution
	Approved


Dan Forsberg presented the pCR. It was clarified that the L maximum to 10 is considered sufficient and that there could be a second value to limit the window but is not strictly necessary.
Approved with no changes.

	S3-080414
	Key derivation during E-UTRAN to UTRAN HO
	Samsung
	Contribution
	Approved with modifications


Rajavelsamy Rajadurai presented the pCR. Approved with a switch of the sides of the equation.

6.9.7 Mobility with non-3GPP networks
It was pointed out that Ericsson is missing as a co-signer in 430, 337, 339, and 340. This was noted.
	S3-080474
	Updated Pseudo CR to TR 33.402 v1.0.0: additions to sections 1, 3.1, 3.2 and 3.3. Replaces Tdoc S3-080429.
	Alcatel Lucent, Cisco, Ericsson, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	pCR
	Approved with modifications


Gino Scribano presented the pCR.
The definition of IPSec SA was discussed; it was decided to remove the last sentence from the definition.
The Tunnel definition is defining the tunnelling as a concept; this can be misleading as IPSec tunnel is usually addressing the tunnel mode, as opposed to the transport mode. It was agreed to remove the definition of IPSec tunnel.
With these changes the pCR was approved.

	S3-080449
	pCR to TS 33.402 v1.0.0: new text on clause 4 “Overview of Security for non-3GPP Accesses to SAE”
	Nortel, Motorola, Cisco, Verizon, Alcatel-Lucent
	pCR
	Approved with modifications


Ahmad Anand presented the pCR. 
The difference between trusted and non-trusted was discussed; the SA2 definition will be checked and the document aligned with it if necessary.
The presence of the USIM in the figure was judged unclear, in the context of arrow (III). It was proposed to renumber the specific link as (V) and rename as User domain security. The reference to the threats will be removed.
With these changes the pCR was agreed.

	S3-080423
	Pseudo CR to TS 33.402 v1.0.0: addition of clause 5
	Alcatel-Lucent, Cisco, Ericsson, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	pCR
	Approved with modifications


Guenther Horn presented the contribution.

Approved with minor modifications.

Section 6: Authentication and Key agreement procedures

	S3-080481
	Security of non-AKA trusted access with S2c
	Qualcomm Europe, Telecom Italia, Telia Sonera
	Contribution
	Revised


Adrian Escott presented the contribution.

	S3-080484
	Comment on S3-080481
	Nokia, Nokia Siemens Networks
	Contribution
	Noted


Guenther Horn presented the contribution.  
There was some discussion on the comments and it was agreed that 481 will be revised. The conditions must be met and the problems in 484 must be addressed. S3-080494 will contain this revision.
	S3-080494
	Security of non-AKA trusted access with S2c
	Qualcomm Europe, Telia Sonera
	Contribution
	Approved


Adrian Escott presented the contribution. Approved.
	S3-080361
	P-CR-Adding AV binding in TS33.402
	Huawei
	Contribution
	Noted


Lydia Xu presented the contribution. 

	S3-080445
	Discussion paper on use of AMF separation bit and key binding for non-3GPP access to EPS
	Alcatel-Lucent, Cisco, Nokia, Nokia Siemens Networks, Verizon
	Contribution
	Noted

	S3-080446
	Pseudo CR to TS 33.402 v1.0.0: resolution of Editor’s Note in clause 6.2 relating to AMF separation bit
	Alcatel-Lucent, Cisco, Nokia, Nokia Siemens Networks, Verizon
	pCR
	Revised


Guenther Horn presented the contributions.
It was agreed that 361 is covered by 446, which has to be revised with some Editor’s Notes.
This will be done in S3-080495. Also an LS to SA2 will be drafted as S3-080496.

	S3-080496
	LS to SA2 related to 495
	SA WG3 (Vesa)
	LS_out
	Approved


Subsequently S3-080495 was withdrawn and the necessary change was highlighted and agreed in S3-080487.

The methods in the IETF are considered an alternative for binding will be added. This work is still ongoing in IETF so a possibility to adopt this solution, or another solution, is still open and may be considered for the next meeting.

	S3-080430
	Pseudo CR to TR 33.xyz v1.0.0: resolution of Editor’s Note in clause 6
	Alcatel Lucent, Cisco, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	pCR
	Approved with modifications


Gino Scribano presented the pCR.

The second Editor’s Note was agreed not to be deleted as there is a misalignment with 23.402. The first one was agreed to be deleted. It was agreed to send an LS to SA2 on this issue. This will be added to S3-080496.
With this change the pCR was approved.

	S3-080485
	Pseudo CR to TR 33.xyz v1.0.0: removal/replacement of Editor’s Note in Section 6.2
	Alcatel Lucent, Cisco, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	pCR
	Approved with modifications


Guenther Horn presented the contribution.

It was decided to reword note 5 and step 19 of the contribution.
With this the pCR was approved. 

	S3-080426
	Pseudo CR to TR 33.xyz v1.0.0: resolution of Editor’s Note in clause 6.2 step 25
	Alcatel-Lucent, Cisco, Ericsson, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	Contribution
	Approved


Guenther Horn presented the contribution.

Some minor modifications are needed; the pCR is approved.

	S3-080450
	pCR to TS 33.402 v1.0.0:”Addressing Editor’s Note listed under step 7 in clause 6.2”
	Nortel, Alcatel-Lucent, Cisco
	pCR
	Approved


Ahmad Muhanna presented the pCR. Approved.

	S3-080475
	Updated Pseudo CR to TR 33.xyz v1.0.0: removal/replacement of Editor’s Note in Sections 6.3. Replaces Tdoc S3-080432.
	Cisco, Ericsson, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	pCR
	Approved


Gino Scribano presented the pCR. Approved.
Section 7: establishment of security contexts in the target acess system

	S3-080337
	Pseudo CR to TR 33.402 v1.0.0: removal/replacement of Editor’s Note in Section 7
	Alcatel-Lucent, Cisco, Motorola, Nortel, Nokia, Nokia Siemens Networks, Verizon
	pCR
	Approved


Alec Brusilovsky presented the pCR.

	S3-080338
	Pseudo CR to TR 33.402 v1.0.0: removal/replacement of Editor’s Note in Sections 7.3
	Alcatel-Lucent, Cisco, Motorola, Nortel, Nokia, Nokia Siemens Networks, Verizon
	pCR
	Approved with modifications


Alec Brusilovsky presented the pCR.

It was agreed to add a reference to clause 6.4 for the authentication scheme. The title was changed to “Establishment of security context between UE and non-trusted non-3GPP access network”.

Some further editorial rewordings were agreed and with these changes, the pCR was approved.

Section 8: establishment of security between UE and ePDG
	S3-080339
	Pseudo CR to TR 33.402 v1.0.0: removal/replacement of Editor’s Note in Sections 8, 8.1
	Alcatel-Lucent, Nortel, Nokia, Nokia Siemens Networks
	Contribution
	Approved


Alec Brusilovsky presented the pCR. Approved.
	S3-080427
	Pseudo CR to TS 33.402 v1.0.0: removal of Editor’s Notes in Clause 8.2.2
	Alcatel-Lucent, Cisco, Ericsson, Motorola, Nokia, Nokia Siemens Networks, Nortel
	pCR
	Approved


Guenther Horn presented the pCR. Approved.
	S3-080476
	Updated Pseudo CR to TR 33.xyz v1.0.0: removal/replacement of Editor’s Note in Sections 8.2.3. Replaces Tdoc S3-080433.
	Alcatel Lucent, Cisco, Motorola, Nokia, Nokia Siemens Networks, Nortel
	pCR
	Approved with modifications


Gino Scribano presented the pCR. A change to step number 9 is necessary. Approved with this change.

	S3-080334
	pCR to TS 33.402 v1.0.0: new text for clause 8.2.5 “Handling of IPsec tunnels in mobility events”
	Nortel, Nokia, Nokia Siemens Networks, Cisco
	Contribution
	Approved with modifications


Ahmad Muhanna presented the contribution.

It was decided to add an Editor’s Note stating that it is ffs the handling where the old IPsec tunnel when the UE enters a new area. The last paragraph was agreed to be removed. Some further editorials were applied (document to specification).
With these changes, the pCR was approved.

Section 9: security for Ip absed mobility signalling

	S3-080340
	Pseudo CR to TR 33.402 v1.0.0: removal/replacement of Editor’s Notes in Sections 9, 9.1 and 9.3
	Alcatel-Lucent, Nokia, Nokia Siemens Networks, Verizon
	pCR
	Approved


Alec Brusilovsky presented the pCR.

Nortel and Cisco were supposed to be co-signers of the contribution. This was noted. It was pointed out that 9.1 will be void. The Rapporteur will include a generic sentence to avoid having a hanging paragraph.

Approved with these modifications.

	S3-080477
	Updated pCR to TS 33.402 v1.0.0: Bootstrapping MIPv4 Parameters. Replaces Tdoc S3-080415
	Samsung
	Contribution
	Approved with modifications


Rajavelsamy Rajadurai presented the contribution.

It was noted that the contribution could be divided into two sections, for MIPv4 and MIPv6. It was replied that this is the case already (9.2.3 becomes MIPv6). It was pointed out that the ownership of definition of the MM protocol is under SA2.
It was pointed out that there is not a solution to handle multiple sessions per UE, which can lead to collisions of SPI. It was pointed out that there is an Editor’s Note on this already. It was agreed to insert an Editor’s Note on the fact that MN-AAA could be used to address the issue.

It was agreed to insert a second Editor’s Note on the fact that key derivation rules do not comply with the overall rules and this has to be solved. Clause numbering is not optimal. The subheadings in 9.2.2.1 will be numbered.
With these changes the pCR was approved.

	S3-080439
	Update of clause 9.2
	Qualcomm Europe
	Contribution
	Approved


Adrian Escott presented the contribution. Approved.
Section 10: Security interworking between 3GPP acess networks and non-3GPP access networks

	S3-080473
	Updated Pseudo CR to TS 33.402 v1.0.0: editorial clean up for clause 10.2. Replaces Tdoc S3-080434.
	Alcatel Lucent, Cisco, Ericsson, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	CR
	Approved


Adrian Escott presented the contribution. Approved.

Others
	S3-080428
	Pseudo CR to TS 33.402 v1.0.0: remove clause 12 on emergency calls
	Alcatel-Lucent, Cisco, Ericsson, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	pCR
	Approved


Guenther Horn presented the contribution. Approved.

TR 33.922

	S3-080362
	Discussion on PMIP security in S2a interface
	Huawei
	Contribution
	Approved with modifications


Lydia Xu presented the contribution.

It was pointed out that the group MAG has to be trusted by the network. It was agreed to insert a Note stating that in the TS the issue is not solved, but that the TR is proposing some solutions.

There was some further discussion and it was decided to put the second solution in an Editor’s Note.

With these changes the contribution was approved.
6.9.8
Network domain security 

	S3-080319
	Recommendation on the use of IPsec Transport mode on S1-U
	Ericsson
	Contribution
	Noted


Karl Norrman presented the contribution. Concerns on the feasibility of implementation were raised; however the group proceeded into looking into the pCR.
	S3-080320
	pCR: Recommendation on the use of IPsec Transport mode on S1-U (33.821)
	Ericsson
	Contribution
	Approved 


Karl Norrman presented the pCR. Approved.
	S3-080457
	pCR: combined Network Domain Security changes to TS 33.401 (321, 322, 323, parts of 408)
	Nokia, Nokia Siemens Networks, Ericsson
	pCR
	Approved with modifications


Karl Norrman presented the pCR. 

It was agreed to remove Note 2. It was also agreed to add clarification that it is not required on both endpoints of S1 and X2, but only on the eNB side.

Some further editorials were applied.

With these changes the pCR was approved.
	S3-080487
	33.402
	Rapporteur (Marc)
	New Draft version
	 


The group went through the new draft version containing the pCRs approved during the meeting.
6.9.9
eNB security

No input for this meeting.

6.9.10
Other areas

	S3-080372
	Strengthened Mobile Equipment Identification
	Huawei
	Contribution
	Withdrawn


	S3-080418
	pCR: Miscellaneous changes to TS 33.401 v100
	Nokia, Nokia Siemens Networks
	Contribution
	Approved with modifications


Marc Blommaert presented the pCR.

Some further corrections to the references must be applied.

5.1.3.2, consistency with pCR on KDF must be checked. Some further editorials on the clause numbering must be applied. 
Approved with these changes.

	S3-080471
	LS on 3GPP CS Security handling for SRVCC
	SA WG2
	LS_in
	Noted


Dajiang Zhang presented the LS.

	S3-080478
	latest draft version of TS 23.216 from SA2 #64 
	SA WG2
	Contribution
	Noted


Dajiang Zhang presented the document. Clauses 6.2.1.1 and 7 were identified as relevant.
An LS will be drafted with a reply (S3-080505).
	S3-080505
	Reply LS to SA2 on CS Security handling for SRVCC
	SA WG3 (Dajiang)
	LS_out
	Approved


	S3-080506
	LS on Calling Line Identification for CS Fallback
	SA WG2
	LS_in
	Noted


Lydia Xu presented the LS. 

A reply LS will be drafted (S3-080507).

	S3-080507
	Reply LS to Calling Line Identification for CS Fallback
	SA WG3 (Lydia)
	LS_out
	Approved


6.10
Key establishment
No input.
6.11
Other areas
	S3-080469
	LS on Earthquake and Tsunami Warning System
	SA WG2
	LS_in
	Noted


Alf Zugenmeier presented the LS.

No immediate feedback to give back to SA2. Noted.

	S3-080365
	Analysis of ETWS security solutions
	Ericsson
	Contribution
	Noted


Bengt Salin presented the contribution.

The proposal for Rel-8 is that shared key MAC is adopted. It was suggested that the selection of a solution at this stage might be premature at this point.

It was suggested that a new LS should be addressed as S3-080219 LS to SA2 (original) was proposing 41B for the signature; it could be beneficial to re-propose this in a reply LS, providing further rationale for this.
	S3-080522
	LS on ETWS security
	SA WG3 (Alf)
	LS_out
	Approved


It was noted that the further parts of 365 are to be studied for solutions in Release 9 as CBS is the selected solution for Rel-8 (MBMS is excluded).

	S3-080336
	CR to 22.022: Completion of sentence concerning control key length increase in OTA de-personalisation message
	MCC
	CR
	Revised


Dionisio Zumerle presented the CR.

Some further rewording of the phrase is necessary to reflect the original intention. Revised as S3-080523.

	S3-080523
	CR to 22.022: Completion of sentence concerning control key length increase in OTA de-personalisation message
	MCC
	CR
	Agreed


	S3-080486
	33.401
	Rapporteur (Marc)
	New Draft version
	Agreed


Marc Blommaert presented the new draft version. Agreed with some online editing. The deliverable will go for approval to SA Plenary.
AP-51-04 Valtteri Niemi to check if headings can be changed for TS 33.401 even under change control 

	S3-080487
	33.402
	Rapporteur (Marc)
	New Draft version
	Agreed


Marc Blommaert presented the new draft version.
7
Studies

7.1
Remote management of USIM application for M2M equipment
	S3-080308
	pCR for TR33.812: definitions and abbreviations
	BT, Interdigital Communications, Motorola
	Contribution
	Approved with modifications


Mike Meyerstein presented the contribution.

	S3-080455
	Comments on S3-080308
	Vodafone
	Contribution
	Noted


Peter Howard presented the commenting contribution.

	S3-080501
	Response to document S3-080455
	BT, Interdigital communications, Motorola
	Contribution
	Noted


Mike Meyerstein presented the commenting contribution.

There was some discussion on the definition of Trusted Environment. It was proposed that a TE can be validated at any time by an external agency authorised to do so. This was agreed. It was also proposed to use acronym TrE for the Trusted Equipment, since TE is an existing term in the 3GPP. This was agreed. 

NAA MID was deleted. It was agreed that it has to be made clear in the TR what the relation between M2M equipment in the document and the SA1 definition of M2M terminal is.

With these changes the pCR (308) was accepted to be integrated by the Rapporteur.

	S3-080373
	changes to TR33.812, v0.2.1, “Identified issues and Initial Considerations” section
	Gemalto, Oberthur Card Systems, Orange, Telecom Italia
	pCR
	Approved with modifications


Mauro Castagno presented the contribution.

There was some discussion on the contribution and option 3, as it was considered similar to option 1. It was confirmed that that UICC is inside the scope of the WID. It was proposed to delete the “out of scope of 3GPP” in option 3. This was agreed. Also “all” was taken away. It was agreed to add an Editor’s Note before Issue 3, stating that additional costs and processes of choosing the home operator are FFS.

With these changes and some rewording the pCR was approved.

	S3-080374
	Changes to TR33.812, v0.2.1, “4.1.3 Assumptions” section
	Gemalto, Oberthur Card Systems, Orange, Telecom Italia
	pCR
	Rejected


Come Berbain presented the pCR.

There was some discussion on the contribution and the pCR was rejected.
	S3-080456
	M2M equipment security
	Gemalto, Oberthur Card Systems, Vodafone
	Contribution
	Approved with modifications


Mireille Paulliac presented the contribution.

It was agreed to insert an Editor’s note on the fact that the comments and the original text have to be merged in a consistent way.

Concerning the presence of a third entity, it was suggested that this could be represented by a number of parties, such as a regulator, a supplier or a certification authority (e.g. for CC). 
It was agreed to accept the text as is and try and develop the document in the future. It was also agreed that the comments must be removed later on. It was also agreed that the place in the document to put the content is not the proposed one; the rapporteur has already identified the appropriate place.
With these changes the contribution was approved.

	S3-080479
	Comments on Gemplus-Oberthur tdoc 0343, 'M2M equipment security
	Motorola, BT, InterDigital
	Contribution
	Approved with modifications


Gino Scribano presented this contribution which included comments on S3-080343 (revised later to 080456). It was agreed to combine 080456 and 080479, by moving all the comments in the MS Word comment baloons in 080479 into the body of the text, in Editor’s Notes. It was also agreed to add a sentence to state that no separate architecture would be needed for this case.
With these changes the contribution was approved.

	S3-080447
	TR33.812: network architecture alternative 4
	BT, Ericsson, Interdigital, Motorola, Nokia, Nokia Siemens Networks
	Contribution
	Approved with modifications


Mike Meyerstein presented the contribution. 

There was some discussion on the contribution; 3-3 would require Editor’s Notes, not normal Notes. Terminology must be aligned with the SA1 TR. It was agreed to add an Editor’s Note to state that further explanation on the trust relationship must be added. 3-4 changed the last two bullets to optional.
With these changes the contribution was approved.

	S3-080312
	pCR for TR33.812: 'assumptions' and 'other assumptions'
	BT, Interdigital Communications, Motorola
	Contribution
	Approved with modifications


Mike Meyerstein presented the contribution. There are no revision marks and there was some confusion as to which parts are changed in the contribution. It was suggested that “tamper resistant” should not be removed; this was agreed and the former bullet 4 was re-inserted. It was also agreed that the new text in “Other Assumptions” section would be accepted. 
Approved with these changes.
	S3-080309
	TR33.812: contribution re M2M equipment architecture
	BT, interdigital Communications
	Contribution
	Approved with modifications


Mike Meyerstein presented the contribution. Approved with the addition of Editor’s Notes.

	S3-080310
	discussion re TR33.812 possible section 6: Functionality
	BT, Interdigital communications
	Other Technical Input
	Noted


Mike Meyerstein presented the contribution. The general principle was endorsed, however pCRs are expected.
	S3-080454
	Comments on S3-080310
	Vodafone
	Contribution
	Noted


AP-51-02 Mike Meyerstein to initiate an email discussion on M2M
	S3-080375
	changes to TR33.812, v0.2.1, on Adding Section 5.2.5
	Gemalto, Oberthur Card Systems, Orange, Telecom Italia
	pCR
	Approved with modifications


Mireille Paulliac presented. It was agreed to add an Editor’s note saying “It may be the case that a new architecture may be needed for this case”. With this modification 080375 was approved. 

Timeline for TR:

· Comments integrated and new version provided by 25 April;
· Comments on new version by 30 April;

· Resolution of comments by 5 May.

ETSI M2M Workshop

The ETSI M2M Workshop is taking place on 4-5 June 2008. Dionisio Zumerle provided some information on the event. SA3 will provide some information on the work that is ongoing within the group, without providing an official presentation.
The link to the event is: www.etsi.org/m2m. 

7.2
H(e)NB Security
Threat Analysis

	S3-080411
	Comments on the Home eNB Threat Analysis
	Qualcomm Europe
	Contribution
	Endorsed


Lakshminath Dondeti presented the contribution. The proposal was considered useful on the principle but pCRs are needed.
	S3-080437
	Additions/changes to H(e)NB Threat/Requirement analysis
	Nokia, Nokia Siemens Networks, Airvana, Kineto Wireless
	Contribution
	Approved with modifications


Marc Blommaert presented the contribution.

H(e)NB owner definition and etymology raised a discussion. This will be postponed for the next meeting. Cloning has to be changed to removal/cloning in the probability section. Requirement 20: visual has to be integrated with audible. Some further comments will be addressed with pCR in the future.

It was decided to inform SA1 of the progress of this study with an LS and put pointers to the requirements that are specific to SA1. The LS will be drafted in S3-080529 and the new version of H(e)NB study will be S3-080528.
Timeline for TR:

· Comments integrated and new version provided by 25 April;

· Comments on new version by 30 April;

· Resolution of comments by 5 May.

	S3-080529
	LS to SA1 on H(e)NB
	SA WG3 (Marc)
	LS_out
	Approved


	S3-080443
	Home eNB threat analysis
	Infineon Technologies
	Contribution
	Noted


Achim Luft presented the contribution.

	S3-080444
	Home eNB threat analysis pCR
	Infineon Technologies
	Contribution
	Approved with modifications


Achim Luft presented the contribution. Approved with the addition of an Editor’s Note.

	S3-080458
	H(e)NB Threat Analysis
	NEC Corporation, NTT DoCoMo
	Contribution
	Noted


Anand Prasad presented the contribution.

	S3-080459
	H(e)NB Threat Analysis pCR
	NEC Corporation, NTT DoCoMo
	Contribution
	Approved with modifications


Anand Prasad presented the contribution.

Misconfiguration of CSG list was added as a possible threat. Some further reformulation was applied and the pCR was approved with these changes.

	S3-080387
	Discussion on H(e)NB security threats
	Huawei, Orange, Gemalto, Oberthur,SAMSUNG
	Contribution
	Approved with modifications


Marcus Wong presented the contribution. 

The change in threat 3 was modified; it was agreed that the first sentence is kept, and an Editor’s Note will contain the second sentence. Macrocell eNB has to be inserted as a term. Concerning the UICC, it was agreed to change “would” with “could” in the sentence stating that the POS or customer is responsible for inserting the UICC. In (6) it was agreed that additional security measures may be needed. In (7) the sentence was rephrased as the owner “may” be billed. In (5) it was agreed to insert an Editor’s Note on the fact that mutual authentication between Security GateWay and H(e)NB is FFS.

Approved with these changes. 

Evaluations

	S3-080388
	Discussion on H(e)NB authentication credential
	Huawei, Orange
	Contribution
	Noted


Marcus Wong presented the contribution.

There was some discussion on whether to include this analysis or to postpone it for the next meeting. It was proposed to conduct an email discussion on the structure of the table. This was agreed.
Marcus Wong will chair the email discussion. Also, it was decided that the authentication row content should be defined during this discussion. The discussion will end not later than three weeks before SA3#52.
AP-51-03: Marcus Wong to chair email discussion on H(e)NB authentication
Architecture

	S3-080371
	system architecture of H(e)NB
	Huawei
	Contribution
	Noted


Marcus Wong presented the contribution. There was some discussion on the Home Gateway addition. Also the issue of xSIM was discussed; it was decided not to include the contributions for these two issues where consensus could not be reached.
7.3
UTRAN key management enhancements
	S3-080324
	UTRAN key hierarchy
	Ericsson
	Contribution
	Approved


Karl Norrman presented the contribution. It was agreed as a baseline although it was noted there was no time for comments.
7.4
Other study areas

	S3-080332
	Follow-up on WG3 recommendation on S3-080087
	InterDigital
	Contribution
	Noted


Inhyok Cha presented the contribution, proposing to produce a CR against 33.110 on these issues.
An unofficial discussion will take place, for the time being there is not enough support to proceed with this work.
8
Review and update of work programme
	S3-080389
	Status of 3GPP WorkPlan 04 04 08
	MCC
	Input Report
	Noted


The update of the SA3 related work programme will be circulated in the mailing list for check and then handed over to the Technical Coordinator.
9
Future meeting dates and venues

The planned meetings are as follows:
	Meeting
	Date
	Location
	Host

	SA3#52
	23-27 Jun 2008
	Sophia-Antipolis, France
	EF3

	SA3 ad hoc
	24-26 Sep 2008
	Sophia-Antipolis, France
	ETSI

	SA3#53
	17-21 Nov 2008
	Japan
	JAF


LI meetings planned

	Meeting
	Date
	Location
	Host

	SA3 LI#29
	22 - 24 Apr 2008
	Vancouver, Canada
	NAF

	SA 3 LI#30
	26 - 28. Aug 2008
	Sophia-Antipolis, France
	ETSI

	SA3 LI#31
	11 - 13. Nov 2008 (tbc)
	Dallas, US (tbc)
	NAF (tbc)


TSG SA Plenary meeting schedule

	Meeting
	Date
	Location
	Primary Host

	TSGs #40 
	2 - 5 Jun 2008
	Prague, Czech Republic
	EF3

	TSGs #41
	15 - 18 Sep 2008
	Kobe, Japan
	Tbd

	TSGs #42
	8 - 11 Dec 2008
	Athens, Greece
	EF3


10
Any other business

There was no other business.
11
Close

The Chairman thanked the delegates, the Rapporteurs, the Vice-Chairmen and the Secretary for their contributions and support and closed the meeting.
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	Strengthened Mobile Equipment Identification
	Huawei
	6.9 SAE/LTE security
	Contribution
	Withdrawn

	S3-080373
	changes to TR33.812, v0.2.1, “Identified issues and Initial Considerations” section
	Gemalto, Oberthur Card Systems, Orange, Telecom Italia
	7.3 Remote management of USIM application for M2M equipment
	pCR
	Approved with modifications

	S3-080374
	Changes to TR33.812, v0.2.1, “4.1.3 Assumptions” section
	Gemalto, Oberthur Card Systems, Orange, Telecom Italia
	7.3 Remote management of USIM application for M2M equipment
	pCR
	Rejected

	S3-080375
	changes to TR33.812, v0.2.1, on Adding Section 5.2.5
	Gemalto, Oberthur Card Systems, Orange, Telecom Italia
	7.3 Remote management of USIM application for M2M equipment
	pCR
	Approved with modifications

	S3-080376
	Storage of old passwords in the S-CSCF to avoid password change synchronisation problems
	Nokia, Nokia Siemens Networks, Vodafone
	6.1 IP Multimedia Subsystem (IMS)
	Contribution
	Noted

	S3-080377
	Storage of old passwords in the S-CSCF to avoid password change synchronisation problems
	Nokia, Nokia Siemens Networks, Vodafone
	6.1 IP Multimedia Subsystem (IMS)
	CR
	Revised

	S3-080378
	Key derivation functions of EPS
	Nokia, Nokia Siemens Networks, China Mobile
	6.9 SAE/LTE security
	Contribution
	Revised

	S3-080379
	pCR:Key derivation function and input paramters in SAE
	Nokia, Nokia Siemens Networks, China Mobile
	6.9 SAE/LTE security
	Contribution
	Revised

	S3-080380
	Security visibility and configurability
	Nokia, Nokia Siemens Networks
	6.9 SAE/LTE security
	Contribution
	Approved with modifications

	S3-080381
	TAU request verification
	Nokia, Nokia Siemens Networks, China Mobile
	6.9 SAE/LTE security
	Contribution
	Approved with modifications

	S3-080382
	Counter relay on in-RAT idle mobility
	ZTE, China Mobile
	6.9 SAE/LTE security
	Contribution
	Noted

	S3-080383
	Counter relay on in-RAT idle mobility (PCR to 33401)
	ZTE and China Mobile
	6.9 SAE/LTE security
	Contribution
	Noted

	S3-080384
	Inter-RAT Handover Key derivation
	ZTE, China Mobile
	6.9 SAE/LTE security
	Contribution
	Withdrawn

	S3-080385
	Draft TS 33.223 for new GBA-Push working model
	Ericsson
	6.6 GAA and support for subscriber certificates
	Contribution
	Noted

	S3-080386
	Comments to S3-080368 Kenb handling during inter-RAT handover(discuss)
	ZTE
	6.9 SAE/LTE security
	Contribution
	Noted

	S3-080387
	Discussion on H(e)NB security threats
	Huawei, Orange, Gemalto, Oberthur,SAMSUNG
	7.5 H(e)NB Security
	Contribution
	Approved with modifications

	S3-080388
	Discussion on H(e)NB authentication credential
	Huawei, Orange
	7.5 H(e)NB Security
	Contribution
	Noted

	S3-080389
	Status of 3GPP WorkPlan 04 04 08
	MCC
	8 Review and update of work programme
	Input Report
	Noted

	S3-080390
	pCR: Selecting Security Context
	Nokia, Nokia Siemens Networks
	6.9 SAE/LTE security
	Contribution
	Approved

	S3-080391
	pCR: NAS-token clarifications
	Nokia, Nokia Siemens Networks
	6.9 SAE/LTE security
	Contribution
	Approved

	S3-080392
	pCR: KeNB security alternative
	Nokia, Nokia Siemens Network
	6.9 SAE/LTE security
	Contribution
	Revised

	S3-080393
	pCR: AS algorithm policy handling
	Nokia, Nokia Siemens Networks
	6.9 SAE/LTE security
	Contribution
	Noted

	S3-080394
	H(e)NB Threat Analysis
	NEC Corporation, NTT DoCoMo
	7.5 H(e)NB Security
	Contribution
	Revised

	S3-080395
	H(e)NB Threat Analysis pCR
	NEC Corporation, NTT DoCoMo
	7.5 H(e)NB Security
	Contribution
	Revised

	S3-080396
	Common term for IMS Credentials 
	Alcatel-Lucent, Huawei, KDDI, Nortel, Qualcomm Europe, Starent Networks, U.S. Cellular
	6.1 IP Multimedia Subsystem (IMS)
	CR
	Noted

	S3-080397
	Introduction of support for 3GPP2 IMS Access Security
	Alcatel-Lucent, Huawei, KDDI, Motorola, Nortel, Qualcomm Europe, Starent Networks, U.S. Cellular
	6.1 IP Multimedia Subsystem (IMS)
	CR
	Revised

	S3-080398
	Introduction of Network Domain Security support for 3GPP2 IMS
	Alcatel-Lucent, Huawei, KDDI, Motorola, Nortel, Qualcomm Europe, Starent Networks,  U.S. Cellular
	6.1 IP Multimedia Subsystem (IMS)
	CR
	Revised

	S3-080399
	Presentation on 3GPP2 Presence Security
	Qualcomm Europe
	6.1 IP Multimedia Subsystem (IMS)
	Contribution
	Noted

	S3-080400
	CR: Protection of Iub when multicasting MBMS user data
	Nokia, Nokia Siemens Networks
	6.8 Multimedia broadcast/multicast service (MBMS)
	CR
	Revised

	S3-080401
	CR: Reserve all AMF bits for standardization purposes
	Nokia, Nokia Siemens Networks
	6.9 SAE/LTE security
	CR
	Revised

	S3-080402
	pCR: Requirements for the distribution of authentication data
	Nokia, Nokia Siemens Networks
	6.9 SAE/LTE security
	Contribution
	Approved with modifications

	S3-080403
	pCR: KeNB derivation reliability due 'to outstanding NAS messages'
	Nokia, Nokia Siemens Networks
	6.9 SAE/LTE security
	Contribution
	Noted

	S3-080404
	List of protected AS and NAS messages
	Nokia, Nokia Siemens Networks
	6.9 SAE/LTE security
	Contribution
	Noted

	S3-080405
	pCR: Counter Check Procedure
	Nokia, Nokia Siemens Networks
	6.9 SAE/LTE security
	Contribution
	Approved

	S3-080406
	Changes to support common IMS between 3GPP and 3GPP2
	Qualcomm Europe
	6.1 IP Multimedia Subsystem (IMS)
	CR
	Revised 

	S3-080407
	pCR: On the use of a GSM Security contex
	Nokia, Nokia Siemens Networks
	6.9 SAE/LTE security
	Contribution
	Revised

	S3-080408
	pCR: Network Domain Security
	Nokia, Nokia Siemens Networks
	6.9 SAE/LTE security
	pCR
	Withdrawn

	S3-080410
	Updates to the 3GPP2 CRs for Common IMS
	Qualcomm Europe
	6.1 IP Multimedia Subsystem (IMS)
	Contribution
	Noted

	S3-080411
	Comments on the Home eNB Threat Analysis
	Qualcomm Europe
	7.5 H(e)NB Security
	Contribution
	Endorsed

	S3-080412
	EPS Authentication Vector cleanup
	Samsung
	6.9 SAE/LTE security
	Contribution
	Approved

	S3-080413
	Clarifications on “Deferred Delivery” and “Group Security” requirements
	Qualcomm Europe
	6.1 IP Multimedia Subsystem (IMS)
	Contribution
	Revised

	S3-080414
	Key derivation during E-UTRAN to UTRAN HO
	Samsung
	6.9 SAE/LTE security
	Contribution
	Approved with modifications

	S3-080415
	Bootstrapping MIPv4 Parameters
	Samsung
	6.9 SAE/LTE security
	Contribution
	Revised

	S3-080416
	Reconciling IETF and 3GPP Requirements on Media Security
	Qualcomm Europe
	6.1 IP Multimedia Subsystem (IMS)
	Contribution
	Approved with modifications

	S3-080417
	IMS Media Security Solution Outline
	Qualcomm Europe
	6.1 IP Multimedia Subsystem (IMS)
	Contribution
	Noted

	S3-080418
	pCR: Miscellaneous changes to TS 33.401 v100
	Nokia, Nokia Siemens Networks
	6.9 SAE/LTE security
	Contribution
	Approved with modifications

	S3-080419
	Security of non-AKA trusted access with S2c
	Qualcomm Europe, Telecom Italia
	6.9 SAE/LTE security
	Contribution
	Revised

	S3-080420
	Authentication of non-registration messages in IMS: relation of SIP Digest proxy authentication and IP address check - Discussion
	Nokia, Nokia Siemens Networks
	6.1 IP Multimedia Subsystem (IMS)
	Contribution
	Noted

	S3-080421
	Authentication of non-registration messages in IMS: relation of SIP Digest proxy authentication and IP address check - pCR
	Nokia, Nokia Siemens Networks, Telecom Italia
	6.1 IP Multimedia Subsystem (IMS)
	CR
	Agreed

	S3-080422
	Media Plane Security: Discussion of SDES as a solution candidate
	Nokia, Nokia Siemens Networks
	6.1 IP Multimedia Subsystem (IMS)
	Contribution
	Noted

	S3-080423
	Pseudo CR to TS 33.402 v1.0.0: addition of clause 5
	Alcatel-Lucent, Cisco, Ericsson, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	6.9 SAE/LTE security
	pCR
	Approved with modifications

	S3-080424
	Discussion paper on use of AMF separation bit and key binding for non-3GPP access to EPS
	Alcatel-Lucent, Cisco, Nokia, Nokia Siemens Networks
	6.9 SAE/LTE security
	Contribution
	Revised

	S3-080425
	Pseudo CR to TS 33.402 v1.0.0: resolution of Editor’s Note in clause 6.2 relating to AMF separation bit
	Alcatel-Lucent, Cisco, Nokia, Nokia Siemens Networks
	6.9 SAE/LTE security
	Contribution
	Revised

	S3-080426
	Pseudo CR to TR 33.xyz v1.0.0: resolution of Editor’s Note in clause 6.2 step 25
	Alcatel-Lucent, Cisco, Ericsson, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	6.9 SAE/LTE security
	pCR
	Approved with modifications

	S3-080427
	Pseudo CR to TS 33.402 v1.0.0: removal of Editor’s Notes in Clause 8.2.2
	Alcatel-Lucent, Cisco, Ericsson, Motorola, Nokia, Nokia Siemens Networks, Nortel
	6.9 SAE/LTE security
	pCR
	Approved

	S3-080428
	Pseudo CR to TS 33.402 v1.0.0: remove clause 12 on emergency calls
	Alcatel-Lucent, Cisco, Ericsson, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	6.9 SAE/LTE security
	pCR
	Approved

	S3-080429
	Pseudo CR to TR 33.402 v1.0.0: additions to sections 1, 3.1, 3.2 and 3.3
	Alcatel Lucent, Cisco, Ericsson, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	6.9 SAE/LTE security
	pCR
	Revised

	S3-080430
	Pseudo CR to TR 33.xyz v1.0.0: resolution of Editor’s Note in clause 6
	Alcatel Lucent, Cisco, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	6.9 SAE/LTE security
	pCR
	Approved with modifications

	S3-080431
	Pseudo CR to TR 33.xyz v1.0.0: removal/replacement of Editor’s Note in Section 6.2
	Alcatel Lucent, Cisco, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	6.9 SAE/LTE security
	pCR
	Revised

	S3-080432
	Pseudo CR to TR 33.xyz v1.0.0: removal/replacement of Editor’s Note in Sections 6.3
	Motorola, Cisco, Ericsson, Nokia, Nokia Siemens Networks, Nortel, Verizon
	6.9 SAE/LTE security
	pCR
	Revised

	S3-080433
	Pseudo CR to TR 33.xyz v1.0.0: removal/replacement of Editor’s Note in Sections 8.2.3
	Alcatel Lucent, Cisco, Motorola, Nokia, Nokia Siemens Networks
	6.9 SAE/LTE security
	pCR
	Revised

	S3-080434
	Pseudo CR to TS 33.402 v1.0.0: editorial clean up for clause 10.2
	Alcatel Lucent, Cisco, Ericsson, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	6.9 SAE/LTE security
	pCR
	Revised

	S3-080435
	On need for special AV for LTE
	TeliaSonera
	6.9 SAE/LTE security
	Contribution
	Rejected

	S3-080436
	Protection of NAS messages
	Qualcomm Europe
	6.9 SAE/LTE security
	Contribution
	Noted

	S3-080437
	Additions/changes to H(e)NB Threat/Requirement analysis
	Nokia, Nokia Siemens Networks, Airvana, Kineto Wireless
	7.5 H(e)NB Security
	Contribution
	Approved with modifications

	S3-080438
	Attacker models for deciding on mechanism for forward security of KeNB
	NTT DoCoMo
	6.9 SAE/LTE security
	Contribution
	Revised

	S3-080439
	Update of clause 9.2
	Qualcomm Europe
	6.9 SAE/LTE security
	Contribution
	Approved

	S3-080440
	Forward security of KeNB derivation during S1 handovers (inter-MME)
	NTT DoCoMo
	6.9 SAE/LTE security
	Contribution
	Revised

	S3-080441
	Forward security of KeNB
	NTT DoCoMo
	6.9 SAE/LTE security
	Contribution
	Revised

	S3-080442
	Key refresh on handover in LTE/SAE
	China Mobile, ZTE
	6.9 SAE/LTE security
	Contribution
	Revised

	S3-080443
	Home eNB threat analysis
	Infineon Technologies
	7.5 H(e)NB Security
	Contribution
	Noted

	S3-080444
	Home eNB threat analysis pCR
	Infineon Technologies
	7.5 H(e)NB Security
	Contribution
	Approved with modifications

	S3-080445
	Discussion paper on use of AMF separation bit and key binding for non-3GPP access to EPS
	Alcatel-Lucent, Cisco, Nokia, Nokia Siemens Networks, Verizon
	6.9 SAE/LTE security
	Contribution
	Noted

	S3-080446
	Pseudo CR to TS 33.402 v1.0.0: resolution of Editor’s Note in clause 6.2 relating to AMF separation bit
	Alcatel-Lucent, Cisco, Nokia, Nokia Siemens Networks, Verizon
	6.9 SAE/LTE security
	pCR
	Revised

	S3-080447
	TR33.812: network architecture alternative 4
	BT, Ericsson, Interdigital, Motorola, Nokia, Nokia Siemens Networks
	7.3 Remote management of USIM application for M2M equipment
	Contribution
	Approved with modifications

	S3-080448
	Correction of Reference
	Samsung
	6.5 GERAN network access security
	CR
	Agreed

	S3-080449
	pCR to TS 33.402 v1.0.0: new text on clause 4 “Overview of Security for non-3GPP Accesses to SAE”
	Nortel, Motorola, Cisco, Verizon, Alcatel-Lucent
	6.9 SAE/LTE security
	pCR
	Approved with modifications

	S3-080450
	pCR to TS 33.402 v1.0.0:”Addressing Editor’s Note listed under step 7 in clause 6.2”
	Nortel, Alcatel-Lucent, Cisco
	6.9 SAE/LTE security
	pCR
	Approved

	S3-080451
	orward security of KeNB derivation during S1 handovers (inter MME)
	NTT DoCoMo
	6.9 SAE/LTE security
	pCR
	Revised

	S3-080452
	Reply LS on outstanding NAS messages
	RAN WG2
	6.9 SAE/LTE security
	LS_in
	Noted

	S3-080453
	Comments on S3-080435 by TeliaSonera “On need for special AV
	Nokia, Nokia Siemens Networks
	6.9 SAE/LTE security
	Contribution
	Noted

	S3-080454
	Comments on S3-080310
	Vodafone
	7.3 Remote management of USIM application for M2M equipment
	Contribution
	Noted

	S3-080455
	Comments on S3-080308
	Vodafone
	7.3 Remote management of USIM application for M2M equipment
	Contribution
	Noted

	S3-080456
	M2M equipment security
	Gemalto, Oberthur Card Systems, Vodafone
	7.3 Remote management of USIM application for M2M equipment
	Contribution
	Approved with modifications

	S3-080457
	pCR: combined Network Domain Security changes to TS 33.401 (321, 322, 323, parts of 408)
	Nokia, Nokia Siemens Networks, Ericsson
	6.9 SAE/LTE security
	pCR
	Approved with modifications

	S3-080458
	H(e)NB Threat Analysis
	NEC Corporation, NTT DoCoMo
	7.5 H(e)NB Security
	Contribution
	Noted

	S3-080459
	H(e)NB Threat Analysis pCR
	NEC Corporation, NTT DoCoMo
	7.5 H(e)NB Security
	Contribution
	Approved with modifications

	S3-080460
	LS reply on NAT deployment of Early IMS
	SA WG2
	6.1 IP Multimedia Subsystem (IMS)
	LS_in
	Noted

	S3-080461
	LS on outstanding NAS messages
	CT WG1
	6.9 SAE/LTE security
	LS_in
	Noted

	S3-080462
	Reply LS on Message Unprotected between UE and P-CSCF
	CT WG1
	6.1 IP Multimedia Subsystem (IMS)
	LS_in
	Noted

	S3-080463
	Reply LS on NAT deployment of Early IMS
	CT WG1
	6.1 IP Multimedia Subsystem (IMS)
	LS_in
	Noted

	S3-080464
	Support of pre-Rel-8 USIMs in EPS
	CT WG1
	6.9 SAE/LTE security
	LS_in
	Noted

	S3-080465
	LS on including IMEI in ciphered SMC Complete message
	CT WG1
	6.9 SAE/LTE security
	LS_in
	Noted

	S3-080466
	LS on Input parameters for NAS encryption and integrity algorithms
	CT WG1
	6.9 SAE/LTE security
	LS_in
	Noted

	S3-080467
	LS on SAE interworking with Pre-REL8 system
	CT WG4
	6.9 SAE/LTE security
	LS_in
	Noted

	S3-080468
	Draft - Response LS to ITU-T Q.15/13 on Media Security
	Alcatel-Lucent
	6.1 IP Multimedia Subsystem (IMS)
	Contribution
	Revised

	S3-080469
	LS on Earthquake and Tsunami Warning System
	SA WG2
	6.11 Other areas
	LS_in
	Noted

	S3-080470
	Reply LS on inter-MME load balancing, Attach/TAU/Service Request procedures and corresponding RRC/S1 connection establishment procedures
	SA WG2
	6.9 SAE/LTE security
	LS_in
	Noted

	S3-080471
	LS on 3GPP CS Security handling for SRVCC
	SA WG2
	6.9 SAE/LTE security
	LS_in
	Noted

	S3-080472
	Reply LS on security for service request message
	SA WG2
	6.9 SAE/LTE security
	LS_in
	Noted

	S3-080473
	Updated Pseudo CR to TS 33.402 v1.0.0: editorial clean up for clause 10.2. Replaces Tdoc S3-080434.
	Alcatel Lucent, Cisco, Ericsson, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	6.9 SAE/LTE security
	pCR
	Approved

	S3-080474
	Updated Pseudo CR to TR 33.402 v1.0.0: additions to sections 1, 3.1, 3.2 and 3.3. Replaces Tdoc S3-080429.
	Alcatel Lucent, Cisco, Ericsson, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	6.9 SAE/LTE security
	pCR
	Approved with modifications

	S3-080475
	Updated Pseudo CR to TR 33.xyz v1.0.0: removal/replacement of Editor’s Note in Sections 6.3. Replaces Tdoc S3-080432.
	Cisco, Ericsson, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	6.9 SAE/LTE security
	pCR
	Approved

	S3-080476
	Updated Pseudo CR to TR 33.xyz v1.0.0: removal/replacement of Editor’s Note in Sections 8.2.3. Replaces Tdoc S3-080433.
	Alcatel Lucent, Cisco, Motorola, Nokia, Nokia Siemens Networks, Nortel
	6.9 SAE/LTE security
	pCR
	Approved with modifications

	S3-080477
	Updated pCR to TS 33.402 v1.0.0: Bootstrapping MIPv4 Parameters. Replaces Tdoc S3-080415
	Samsung
	6.9 SAE/LTE security
	Contribution
	Approved with modifications

	S3-080478
	latest draft version of TS 23.216 from SA2 #64 
	SA WG2
	6.9 SAE/LTE security
	Contribution
	Noted

	S3-080479
	Comments on Gemplus-Oberthur tdoc 0343, 'M2M equipment security
	Motorola, BT, InterDigital
	7.3 Remote management of USIM application for M2M equipment
	Contribution
	Approved with modifications

	S3-080480
	criteria for KeNB
security alternatives
	NEC Coroporation
	6.9 SAE/LTE security
	Contribution
	Revised

	S3-080481
	Security of non-AKA trusted access with S2c
	Qualcomm Europe, Telecom Italia, Telia Sonera
	6.9 SAE/LTE security
	Contribution
	Revised

	S3-080482
	R2-082046 Reply-LS on security aspects on inter-system handover
	RAN WG2
	5 Reports and Liaisons from other groups
	LS_in
	Noted

	S3-080483
	R2-082038 Response LS on Authentication at RRC Connection Re-establishment
	RAN WG2
	5 Reports and Liaisons from other groups
	LS_in
	Noted

	S3-080484
	Comment on S3-080481
	Nokia, Nokia Siemens Networks
	6.9 SAE/LTE security
	Contribution
	Noted

	S3-080485
	Pseudo CR to TR 33.xyz v1.0.0: removal/replacement of Editor’s Note in Section 6.2
	Alcatel Lucent, Cisco, Motorola, Nokia, Nokia Siemens Networks, Nortel, Verizon
	6.9 SAE/LTE security
	pCR
	Approved with modifications

	S3-080486
	33.401
	Rapporteur (Marc)
	6.9 SAE/LTE security
	New Draft version
	Agreed

	S3-080487
	33.402
	Rapporteur (Marc)
	6.9 SAE/LTE security
	New Draft version
	Agreed

	S3-080488
	Void
	Void
	 
	Void
	Withdrawn

	S3-080489
	Reply LS to CT4 on SAE interworking with pre Rel-8 HPLMN
	SA WG3 
	 
	LS_out
	Approved

	S3-080490
	pCR on Key derivation in EPS (Merge of 315 and 378)
	Ericsson, Nokia, Nokia Siemens Networks, China Mobile
	 
	Contribution
	Approved with modifications

	S3-080491
	Reply LS to RAN on RRC Connection Re-establishment
	SA WG3 
	 
	LS_out
	Approved as baseline for email

	S3-080492
	Reserve 8 AMF bits for standardization purposes
	Nokia, Nokia Siemens Networks
	6.9 SAE/LTE security
	CR
	Agreed

	S3-080493
	Requirements for EPS security (merge of  314 and 407)
	Ericsson, Nokia, Nokia Siemens Networks
	 
	pCR
	Withdrawn

	S3-080494
	Security of non-AKA trusted access with S2c
	Qualcomm Europe, Telia Sonera
	6.9 SAE/LTE security
	Contribution
	Approved

	S3-080495
	Pseudo CR to TS 33.402 v1.0.0: resolution of Editor’s Note in clause 6.2 relating to AMF separation bit
	Alcatel-Lucent, Cisco, Nokia, Nokia Siemens Networks, Verizon
	6.9 SAE/LTE security
	pCR
	Withdrawn

	S3-080496
	LS to SA2 related to 495
	SA WG3 (Vesa)
	 
	LS_out
	Approved

	S3-080497
	TR 33.922
	Rapporteur (Dajiang)
	 
	New Draft version
	Agreed

	S3-080498
	Resolution on Forward Security
	NTT DoCoMo, China Mobile, Nokia, Nokia Siemens Networks, Alcatel-Lucent, NEC Corporation, ZTE
	 
	Contribution
	Endorsed

	S3-080499
	Reply LS to CT1 on input parameters for NAS encryption and integrity algorithms 
	SA WG3 (Karl)
	 
	LS_out
	Approved

	S3-080500
	Void
	Void
	 
	Void
	Withdrawn

	S3-080501
	Response to document S3-080455
	BT, Interdigital communications, Motorola
	 
	Contribution
	Noted

	S3-080502
	LS to RAN2 and CT1
	SA WG3 (Marc)
	 
	LS_out
	Approved

	S3-080503
	LS to RAN2 regarding key change on the fly
	SA WG3 (Karl)
	6.9 SAE/LTE security
	LS_out
	Approved

	S3-080504
	R2-082046 Reply-LS on security aspects on inter-system handover
	Ericsson, ZTE
	5 Reports and Liaisons from other groups
	pCR
	Approved

	S3-080505
	Reply LS to SA2 on CS Security handling for SRVCC
	SA WG3 (Dajiang)
	 
	LS_out
	Approved

	S3-080506
	LS on Calling Line Identification for CS Fallback
	SA WG2
	 
	LS_in
	Noted

	S3-080507
	Reply LS to Calling Line Identification for CS Fallback
	SA WG3 (Lydia)
	 
	LS_out
	Approved

	S3-080508
	Proposed way forward on Early IMS
	Ericsson
	6.1 IP Multimedia Subsystem (IMS)
	Contribution
	Agreed

	S3-080509
	Draft LS to CT1 and CT4 on Moving Early IMS Security Stage 3 details to Stage 3 specifications
	Ericsson
	6.1 IP Multimedia Subsystem (IMS)
	LS_out
	Approved

	S3-080510
	Storage of old passwords in the S-CSCF to avoid password change synchronisation problems
	Nokia, Nokia Siemens Networks, Vodafone
	6.1 IP Multimedia Subsystem (IMS)
	CR
	Agreed

	S3-080511
	Draft - Response LS to ITU-T Q.15/13 on Media Security
	Alcatel-Lucent
	6.1 IP Multimedia Subsystem (IMS)
	LS_out
	Approved

	S3-080512
	TR 33.828
	Rapporteur (Peter)
	 
	New Draft version
	Agreed

	S3-080513
	Clarifications on “Deferred Delivery” and “Group Security” requirements
	Qualcomm Europe
	6.1 IP Multimedia Subsystem (IMS)
	Contribution
	Withdrawn

	S3-080514
	TR 33.821
	Rapporteur (Dajiang)
	 
	New Draft version
	Email

	S3-080515
	Introduction of support for 3GPP2 IMS Access Security
	Alcatel-Lucent, Huawei, KDDI, Motorola, Nortel, Qualcomm Europe, Starent Networks, U.S. Cellular
	6.1 IP Multimedia Subsystem (IMS)
	CR
	Agreed

	S3-080516
	Introduction of Network Domain Security support for 3GPP2 IMS
	Alcatel-Lucent, Huawei, KDDI, Motorola, Nortel, Qualcomm Europe, Starent Networks,  U.S. Cellular
	6.1 IP Multimedia Subsystem (IMS)
	CR
	Withdrawn

	S3-080517
	Changes to support common IMS between 3GPP and 3GPP2
	Qualcomm Europe
	6.1 IP Multimedia Subsystem (IMS)
	CR
	Agreed

	S3-080518
	33.224
	Rapporteur (Rolf)
	 
	New Draft version
	Agreed

	S3-080519
	Clarification of UE IP address in MBMS
	Ericsson
	6.8 Multimedia broadcast/multicast service (MBMS)
	CR
	Agreed

	S3-080520
	Clarification of UE IP address in MBMS
	Ericsson
	6.8 Multimedia broadcast/multicast service (MBMS)
	CR
	Agreed

	S3-080521
	CR: Protection of Iub when multicasting MBMS user data
	Nokia, Nokia Siemens Networks
	6.8 Multimedia broadcast/multicast service (MBMS)
	CR
	Agreed

	S3-080522
	LS on ETWS security
	SA WG3 (Alf)
	 
	LS_out
	Approved

	S3-080523
	CR to 22.022: Completion of sentence concerning control key length increase in OTA de-personalisation message
	MCC
	6.11 Other areas
	CR
	Agreed

	S3-080524
	TR 33.812
	Rapporteur (Vesa)
	 
	New Draft version
	Email

	S3-080525
	LS on outstanding NAS messages
	SA WG3 (Marc)
	 
	LS_out
	Approved

	S3-080526
	Reply-LS on security aspects on inter-system handover
	SA WG3 (Karl)
	5 Reports and Liaisons from other groups
	LS_out
	Approved

	S3-080527
	GBA Push Issues
	Ericsson
	 
	Contribution
	Noted

	S3-080528
	TR on H(e)NB
	Rapporteur (Marcus)
	 
	New Draft version
	Email

	S3-080529
	LS to SA1 on H(e)NB
	SA WG3 (Marc)
	LS_out
	LS_out
	Approved

	S3-080530
	Reply LS to RAN on RRC Connection Re-establishment
	SA WG3 
	 
	LS_out
	Email

	S3-080531
	33.223
	SA WG3 (Rolf)
	 
	New Draft version
	Email


Annex C:
List of CRs to specifications under SA WG3 responsibility at the meeting

C.1
List of all CRs and their handling
	Doc#
	Title
	Source
	Status
	Revision
	Spec
	CR
	Rev
	Phase
	Cat
	Version-Current
	Workitem

	S3-080336
	CR to 22.022: Completion of sentence concerning control key length increase in OTA de-personalisation message
	MCC
	Revised
	S3-080523
	22.022
	0006
	-
	Rel-7
	D
	7.1.0
	TEI7

	S3-080348
	Clarification of usage of NULL encyption and TLS
	Ericsson
	Agreed
	 
	33.203
	0137
	-
	Rel-8
	F
	8.2.0
	PktCbl-Sec

	S3-080349
	Clarification of usage of NULL encyption and TLS
	Ericsson
	Agreed
	 
	33.222
	0029
	-
	Rel-8
	F
	7.3.0
	TEI8

	S3-080351
	Clarification of UE IP address in MBMS
	Ericsson
	Revised
	S3-080519
	33.246
	0148
	-
	Rel-8
	F
	8.0.0
	MBMS

	S3-080352
	IP connectivity of the UE in MBMS
	Ericsson
	Revised
	S3-080520
	33.246
	0149
	-
	Rel-8
	F
	8.0.0
	MBMS

	S3-080357
	Support for SIP Digest password change
	Ericsson
	Noted
	 
	33.203
	0136
	1
	Rel-8
	B
	8.2.0
	PktCbl-Sec

	S3-080377
	Storage of old passwords in the S-CSCF to avoid password change synchronisation problems
	Nokia, Nokia Siemens Networks, Vodafone
	Revised
	S3-080510
	33.203
	0138
	-
	Rel-8
	C
	8.2.0
	PktCbl-Sec

	S3-080396
	Common term for IMS Credentials 
	Alcatel-Lucent, Huawei, KDDI, Nortel, Qualcomm Europe, Starent Networks, U.S. Cellular
	Noted
	 
	33.203
	139
	 
	 
	 
	 
	 

	S3-080397
	Introduction of support for 3GPP2 IMS Access Security
	Alcatel-Lucent, Huawei, KDDI, Motorola, Nortel, Qualcomm Europe, Starent Networks, U.S. Cellular
	Revised
	S3-080515
	33.203
	0126
	2
	Rel-8
	B
	8.2.0
	IMS-Sec

	S3-080398
	Introduction of Network Domain Security support for 3GPP2 IMS
	Alcatel-Lucent, Huawei, KDDI, Motorola, Nortel, Qualcomm Europe, Starent Networks,  U.S. Cellular
	Revised
	S3-080516
	33.210
	0023
	2
	Rel-8
	B
	8.0.0
	IMS-Sec

	S3-080400
	CR: Protection of Iub when multicasting MBMS user data
	Nokia, Nokia Siemens Networks
	Revised
	S3-080521
	33.246
	0146
	1
	Rel-8
	B
	8.0.0
	TEI8

	S3-080401
	CR: Reserve all AMF bits for standardization purposes
	Nokia, Nokia Siemens Networks
	Revised
	S3-080492
	33.102
	0203
	-
	Rel-8
	B
	7.1.0
	SAES

	S3-080406
	Changes to support common IMS between 3GPP and 3GPP2
	Qualcomm Europe
	Revised 
	S3-080517
	33.141
	0007
	1
	Rel-8
	B
	7.1.0
	IMS-Sec

	S3-080421
	Authentication of non-registration messages in IMS: relation of SIP Digest proxy authentication and IP address check - pCR
	Nokia, Nokia Siemens Networks, Telecom Italia
	Agreed
	 
	33.203
	128
	1
	Rel-8
	C
	8.2.0
	PktClb-Sec

	S3-080448
	Correction of Reference
	Samsung
	Agreed
	 
	43.022
	0024
	-
	Rel-7
	F
	7.2.0
	SEC1

	S3-080492
	Reserve 8 AMF bits for standardization purposes
	Nokia, Nokia Siemens Networks
	Agreed
	 
	33.102
	0203
	2
	Rel-8
	B
	7.1.0
	SAES

	S3-080510
	Storage of old passwords in the S-CSCF to avoid password change synchronisation problems
	Nokia, Nokia Siemens Networks, Vodafone
	Agreed
	 
	33.203
	0138
	1
	Rel-8
	C
	8.2.0
	PktClb-Sec

	S3-080515
	Introduction of support for 3GPP2 IMS Access Security
	Alcatel-Lucent, Huawei, KDDI, Motorola, Nortel, Qualcomm Europe, Starent Networks, U.S. Cellular
	Agreed
	 
	33.203
	0126
	3
	Rel-8
	B
	8.2.0
	IMS-Sec

	S3-080516
	Introduction of Network Domain Security support for 3GPP2 IMS
	Alcatel-Lucent, Huawei, KDDI, Motorola, Nortel, Qualcomm Europe, Starent Networks,  U.S. Cellular
	Withdrawn
	 
	33.210
	0023
	3
	Rel-8
	B
	8.0.0
	IMS-Sec

	S3-080517
	Changes to support common IMS between 3GPP and 3GPP2
	Qualcomm Europe
	Agreed
	 
	33.141
	0007
	2
	Rel-8
	B
	7.1.0
	IMS-Sec

	S3-080519
	Clarification of UE IP address in MBMS
	Ericsson
	Agreed
	 
	 
	0148
	1
	Rel-8
	F
	8.0.0
	MBMS

	S3-080520
	Clarification of UE IP address in MBMS
	Ericsson
	Agreed
	 
	 
	0149
	1
	Rel-8
	F
	8.0.0
	MBMS

	S3-080521
	CR: Protection of Iub when multicasting MBMS user data
	Nokia, Nokia Siemens Networks
	Agreed
	 
	33.246
	0146
	1
	Rel-8
	B
	8.0.0
	TEI8

	S3-080523
	CR to 22.022: Completion of sentence concerning control key length increase in OTA de-personalisation message
	MCC
	Agreed
	 
	22.022
	0006
	1
	Rel-7
	D
	7.1.0
	TEI7


C.2
List of agreed CRs to be presented to TSG SA for approval

	Doc#
	Title
	Source
	Spec
	CR
	Rev
	Phase
	Cat
	Version-Current
	Workitem

	S3-080348
	Clarification of usage of NULL encyption and TLS
	Ericsson
	33.203
	0137
	-
	Rel-8
	F
	8.2.0
	PktCbl-Sec

	S3-080349
	Clarification of usage of NULL encyption and TLS
	Ericsson
	33.222
	0029
	-
	Rel-8
	F
	7.3.0
	TEI8

	S3-080421
	Authentication of non-registration messages in IMS: relation of SIP Digest proxy authentication and IP address check - pCR
	Nokia, Nokia Siemens Networks, Telecom Italia
	33.203
	128
	1
	Rel-8
	C
	8.2.0
	PktClb-Sec

	S3-080448
	Correction of Reference
	Samsung
	43.022
	0024
	-
	Rel-7
	F
	7.2.0
	SEC1

	S3-080492
	Reserve 8 AMF bits for standardization purposes
	Nokia, Nokia Siemens Networks
	33.102
	0203
	2
	Rel-8
	B
	7.1.0
	SAES

	S3-080510
	Storage of old passwords in the S-CSCF to avoid password change synchronisation problems
	Nokia, Nokia Siemens Networks, Vodafone
	33.203
	0138
	1
	Rel-8
	C
	8.2.0
	PktClb-Sec

	S3-080515
	Introduction of support for 3GPP2 IMS Access Security
	Alcatel-Lucent, Huawei, KDDI, Motorola, Nortel, Qualcomm Europe, Starent Networks, U.S. Cellular
	33.203
	0126
	3
	Rel-8
	B
	8.2.0
	IMS-Sec

	S3-080517
	Changes to support common IMS between 3GPP and 3GPP2
	Qualcomm Europe
	33.141
	0007
	2
	Rel-8
	B
	7.1.0
	IMS-Sec

	S3-080519
	Clarification of UE IP address in MBMS
	Ericsson
	 
	0148
	1
	Rel-8
	F
	8.0.0
	MBMS

	S3-080520
	Clarification of UE IP address in MBMS
	Ericsson
	 
	0149
	1
	Rel-8
	F
	8.0.0
	MBMS

	S3-080521
	CR: Protection of Iub when multicasting MBMS user data
	Nokia, Nokia Siemens Networks
	33.246
	0146
	1
	Rel-8
	B
	8.0.0
	TEI8

	S3-080523
	CR to 22.022: Completion of sentence concerning control key length increase in OTA de-personalisation message
	MCC
	22.022
	0006
	1
	Rel-7
	D
	7.1.0
	TEI7


Annex D:
List of Liaisons

D.1
Incoming Liaison Statements
	Doc#
	Title
	Source

	S3-080331
	LS on Release 8 non-essential SAE features
	TSG SA

	S3-080452
	Reply LS on outstanding NAS messages
	RAN WG2

	S3-080460
	LS reply on NAT deployment of Early IMS
	SA WG2

	S3-080461
	LS on outstanding NAS messages
	CT WG1

	S3-080462
	Reply LS on Message Unprotected between UE and P-CSCF
	CT WG1

	S3-080463
	Reply LS on NAT deployment of Early IMS
	CT WG1

	S3-080464
	Support of pre-Rel-8 USIMs in EPS
	CT WG1

	S3-080465
	LS on including IMEI in ciphered SMC Complete message
	CT WG1

	S3-080466
	LS on Input parameters for NAS encryption and integrity algorithms
	CT WG1

	S3-080467
	LS on SAE interworking with Pre-REL8 system
	CT WG4

	S3-080469
	LS on Earthquake and Tsunami Warning System
	SA WG2

	S3-080470
	Reply LS on inter-MME load balancing, Attach/TAU/Service Request procedures and corresponding RRC/S1 connection establishment procedures
	SA WG2

	S3-080471
	LS on 3GPP CS Security handling for SRVCC
	SA WG2

	S3-080472
	Reply LS on security for service request message
	SA WG2

	S3-080482
	R2-082046 Reply-LS on security aspects on inter-system handover
	RAN WG2

	S3-080483
	R2-082038 Response LS on Authentication at RRC Connection Re-establishment
	RAN WG2

	S3-080506
	LS on Calling Line Identification for CS Fallback
	SA WG2


D.2
Outgoing Liaison Statements
	Doc#
	Title
	Source
	LS_To
	LS_Cc

	S3-080489
	Reply LS to CT4 on SAE interworking with pre Rel-8 HPLMN
	SA WG3 
	CT WG4
	CT WG1, SA WG1

	S3-080496
	LS to SA2 related to 495
	SA WG3 (Vesa)
	SA WW2
	 

	S3-080499
	Reply LS to CT1 on input parameters for NAS encryption and integrity algorithms
	SA WG3 (Karl)
	CT WG1
	 

	S3-080502
	LS to RAN2 and CT1
	SA WG3 (Marc)
	RAN WG2, CT WG1
	 

	S3-080503
	LS to RAN2 regarding key change on the fly
	SA WG3 (Karl)
	RAN WG2
	 

	S3-080505
	Reply LS to SA2 on CS Security handling for SRVCC
	SA WG3 (Dajiang)
	SA WG2
	 

	S3-080507
	Reply LS to Calling Line Identification for CS Fallback
	SA WG3 (Lydia)
	SA WG2
	 

	S3-080509
	Draft LS to CT1 and CT4 on Moving Early IMS Security Stage 3 details to Stage 3 specifications
	Ericsson
	CT WG1, CT WG4
	 

	S3-080511
	Draft - Response LS to ITU-T Q.15/13 on Media Security
	Alcatel-Lucent
	ITU-T SG-13/15
	ETSI TISPAN WG7

	S3-080522
	LS on ETWS security
	SA WG3 (Alf)
	RAN WG3, RAN WG2
	SA WG2

	S3-080525
	LS on outstanding NAS messages
	SA WG3 (Marc)
	RAN WG2, CT WG1
	 

	S3-080526
	Reply-LS on security aspects on inter-system handover
	SA WG3 (Karl)
	RAN WG2 
	 

	S3-080529
	LS to SA1 on H(e)NB
	SA WG3 (Marc)
	SA WG1
	 


Annex E:
List of TSs or TRs to go to SA
S3-080486
33.401
For approval

S3-080487
33.402
For approval

S3-080531
33.223
For approval
Annex F:
List of WIDs to go to SA
None.
Annex H:
Actions from the meeting
AP-51-01: Valtteri Niemi to ask feedback from TR-45 AHAG.
AP-51-02 Mike Meyerstein to initiate an email discussion on M2M.

AP-51-03: Marcus Wong to chair email discussion on H(e)NB authentication.

AP-51-04 Valtteri Niemi to check if headings can be changed for TS 33.401 even under change control.
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