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1 Introduction

/TR33.828/ uses the terms "endpoint identity" (once also "UE identity") as well as "user identity", and at some places emphasizes the importance of distinguishing these two. As there is no specific explanation on how these terms are to be used in the TR, the general terminology used for describing SIP signaling, or more specifically, IMS signaling, must be assumed, where only the "user identity" is specified. There is no concept of a separate "endpoint identity".
A user can only interact with the network via some equiment, typical a UE running SIP user agent software, i.e. an endpoint according to the language in /RFC3261/. The user must enter the credentials by which his or her (user) identity can be verified into this equipment, and the equipment can by this act on behalf of the user, using the user's (user) identity.
2 Proposal
In /TR 33.828/, we propose to add the following
"Editor's Note: The notion of "endpoint identity" and its distinction from the "user identity" is unspecified. The text has to be reworded to avoid unclarity."
to
- clause 4.1.1,
- clause 6.1.3,
- clause 6.3.2,
- clause 6.3.2.
In clause 5.8, Editor's Note to requirement 47, we propose to substitute
" it is necessary to give the calling party assurance about the identity of the end point of the call "

by

"it is necessary to give the calling party assurance about the identity of the responding party".
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