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Introduction 

TR 33.922 is currently in inconsistent shape. It was useful during a certain period of the work towards TS 33.402, but the material in TR 33.922 was not updated when decisions contradicting or superseding the text in the TR were taken. Nevertheless, TR 33.922 can serve a useful purpose similar to TR 33.821 in relation to TS 33.401 on E-UTRAN security, namely to document the discussion process in 3GPP SA3, which led to the final version of the TS. 
We therefore propose to add a disclaimer to the “Scope” section of TR 33.922 to make it clear that text in the TR may be inaccurate or outdated, and then submit the TR to SA.

It is our understanding that SA2 has followed a similar procedure with their two TRs, which preceded TS 23.401 and 23.402, and that this procedure was seen favorably by SA. 

Pseudo CR to TR 33.922, change to clause 1

****************** start change**************************

1 Scope

This document studies the security architecture, i.e. the security features and the security mechanisms for inter-access mobility between 3GPP access system and non-3GPP access systems. For the general architecture for inter-access mobility cf. TR 23.882. This report is meant to provide more detail on the security aspects of inter-access mobility.

The scope should be extended to the mobility between two non-3GPP access systems, which interwork with 3GPP core entities. An example would be the mobility between two WLAN access systems providing 3GPP IP access. 
Disclaimer: This TR reflects the discussions held in 3GPP SA3 while 3GPP SA3 was working towards TS 33.402 [14]. This TR may therefore be useful to better understand the basis on which decisions in TS 33.402  [14] were taken, and which alternatives were under discussion. However, none of the text in this TR shall be quoted as reflecting 3GPP’s position in any way. Rather, 3GPP’s position on security for non-3GPP access to EPS is reflected in the normative text in TS 33.402 [14]. Information in the TR may be inaccurate and outdated. One example of outdated text can be found in clauses 4.1 and 4.2 on alternatives for authentication protocols. The choices of authentication protocols finally made by 3GPP can be found in TS 33.401 [13] and TS 33.402 [14] respectively. 
****************** end change**************************
****************** start change**************************

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 23.882: "3rd Generation Partnership Project; 3GPP System Architecture Evolution: Report on Technical Options and Conclusions".
[2]
3GPP TS 33.234: "3rd Generation Partnership Project; Wireless Local Area Network (WLAN) interworking security".
[3]
3GPP TS 29.061: "3rd Generation Partnership Project; Technical Specification Group Core Network; Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".

[4]
3GPP TS 33.210: "3G security; Network Domain Security (NDS); IP network layer security".
[5]
“IKEv2 Mobility and Multihoming Protocol (MOBIKE)”, draft-ietf-mobike-protocol-03.txt, Sep 2005.
[6]
RFC 3957 “Authentication, Authorization, and Accounting (AAA) Registration Keys for Mobile IPv4”.
[7]
"NETLMM protocol", draft-giaretta-netlmm-dt-protocol-00.txt, June 2006.

[8]
RFC 4285 “Authentication Protocol for Mobile IPv6”.

[9]
“Mobile IPv6 Bootstrapping for the Authentication Option Protocol”, draft-devarapalli-mip6-authprotocol-bootstrap-03.txt, September 2007.

[10]
“Diameter Mobile IPv6: Support for Home Agent to Diameter Server Interaction”, draft-ietf-dime-mip6-split-05.txt, September 2007.


[11]



“Proxy Mobile IPv6”, draft-ietf-netlmm-proxymip6-06.txt, September 2007.

[12]



 RFC4832 “Security threats of network based mobility management”. 
[13]

 3GPP TS 33.401: "3GPP System Architecture Evolution (SAE); Security Architecture".

[14]

 3GPP TS 33.402: "3GPP System Architecture Evolution (SAE); Security aspects of non- 3GPP accesses".

****************** end change**************************
Proposal

It is proposed to accept the above pCR and then send TR 33.922 to SA for information.






















































