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1 Introduction
The description of network architecture Alternative 1 in TR 33.812 v 0.3.0 is lacking a proper introduction. The introduction is proposed in the p-CR below. 
It is proposed to add the introduction to clause 5.2.2.1 of TR 33.812.
Pseudo-CR
5.2.2
Alternative 1 Architecture with Registration Operator
5.2.2.1
General 
SA1 TR 22.868 [2] has identified possible obstacles for M2M business in mobile networks. One of the obstacles for M2M business in mobile networks in [2] is subscription handling. E.g. the following issues can be identified: 

-
With the current model the operator needs to be chosen (and consequently UICCs need to be installed) before the M2M equipments are deployed in the field. Installing UICCs in the field would be costly, especially for large numbers of terminals.  This introduces inflexibility to the M2M deployment process.
-
Changing UICC (i.e. subscription) would involve costly physical maintenance work on all machines in the field, especially for large numbers of terminals

-
Changing UICC (i.e. subscription) may be non-trivial physically as the UICC needs to be carefully protected against tampering or stealing since a M2M equipment is usually unattended. 

The possibility to remotely provision (i.e. download) and manage subscriptions (i.e. USIM/ISIM applications) would be an important enabler for M2M business to take off in mobile networks. 
The objective of Alternative 1 is to achieve a state where the M2M equipment is ready to operate in a mobile network using the USIM/ISIM application of customer's choice. To achieve this, it is seen that the following three issues need to be solved:
Initial connectivity: When the M2M equipment is turned on for the first time in the field, it needs to be solved how the M2M equipment gets initial network connectivity when a USIM of intended new home operator is not yet downloaded to the M2M equipment. 
Discovery of the intended new home operator: When the M2M equipment has established (initial) network connectivity, the M2M equipment needs to discover the intended new home operator for enabling the download of the USIM/ISIM application. 
Secure download of USIM/ISIM application: When the intended new home operator has been found, the USIM/ISIM application needs to be downloaded and activated in a secure way. 
Alternative 1 provides an architecture for download and management of USIM/ISIM applications which uses Registration Operator and preliminary credentials.  
Five steps are identified in this approach to solve the three issues listed above:

1) Manufacture credential installation phase

2) M2M equipment subscription registration

3) Initial network connectivity and IP connectivity
4) Discovery of new home operator

5) Provisioning of the USIM application

Step 1: Manufacture credential installation phase

In order to have initial access to 3GPP access networks, the M2ME needs to have suitable credentials available. As the credentials relating to the intended new home operator are not yet available, the M2ME needs to be pre-configured with preliminary connectivity credentials called the preliminary IMSI (PIMSI) and a preliminary key Kp. These credentials are owned by the Registration Operator and they not associated to the Selected Home Operator.  In addition, the M2ME needs to be pre-configured with provisioning credentials (e.g. public/private key pair with certificates) which are used for securing the USIM/ISIM provisioning process. Additionally, an address of the Registration Operator may be pre-configured.

Step 2: M2M equipment subscription registration 

This step includes two registrations. When the customer purchases the M2MEs, he needs to select the Selected Home Operator of his choice. The customer then registers all the M2ME(s) with the Selected Home Operator. The Selected Home Operator passes information on the registered M2ME(s) to Registration Operator who associates the M2M(s) to the Selected Home Operator.
Step 3: Initial network connectivity and IP connectivity
When the M2ME is turned on, it uses the standard GSM/UMTS/EPS procedures to attach to any visited operator that accepts the PIMSI. The M2ME will use the preliminary connectivity credentials for authentication to the Registration Operator via the visited network and to get IP connectivity. 

Step 4: Discovery of new home operator
After reaching initial connectivity the M2ME does not yet have information on the Selected Home Operator. Therefore the M2ME contacts the Registration Operator which at this point can be regarded it "temporary home operator". The Registration operator has information on the Selected Home Operator (from step 2) and it redirects the M2ME to contact the Selected Home Operator. 
Step 5: Provisioning of the USIM application 
The USIM application/data/credentials to be downloaded to the M2ME have been prepared by the Selected Home Operator. The USIM application is downloaded securely to the M2ME using the provisioning credentials. The trustworthiness of the M2ME is verified. The new USIM application will be activated, and the M2ME is ready to operate. 
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