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1. Overall Description:

CT1 would like to inform SA3 that CT1 re-discussed the proposal to include the IMEISV request in the security mode control procedure and agreed the attached pseudo-CR to TS 24.301.

CT1 therefore kindly ask SA3 to agree the necessary changes to TS 33.401 so that the NAS Security Mode Complete message is sent integrity protected and ciphered, if the network selected a NAS ciphering algorithm different from the "null ciphering algorithm".

2. Actions:

To SA3.

ACTION: 
CT1 kindly ask SA3 to note the attached pseudo-CR and agree the necessary changes to TS 33.401.
3. Date of Next CT1 Meetings:

CT1#54
23th - 27th June 2008
Zagreb, Croatia

CT1#55
18th - 22nd August 2008
Budapest, Hungary
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