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The text: 

· It should be possible for the mobile operator to verify the secure execution environment prior to provisioning of the downloadable USIM application.   
· It should be possible to securely initially provision a new USIM application to the M2M equipment

Editor’s note: What part of the USIM application that is downloaded is FFS.

· It should be possible to securely change the subscription in the M2M equipment remotely
Should not be reinstated for the Option#3 (i.e. Physically removable UICC) which naturally already satisfies all those requirements. 

It is proposed to change the Draft-TR 33.812 accordingly. 

Changes are proposed against Draft TR 33.812 v.0.2.1.  
**** start of changes ****

4.1.3
Assumptions

Editor’s note: This section needs to be revisited when the issues in section 4.1.2 have been resolved.

From the analysis above the following assumptions can be derived: 

· It should be possible to prevent theft of the subscription. The following options could be considered:

1. The physical UICC is integrated with the M2M equipment (i.e. the UICC is not physically removable from the M2M equipment); and

2. The USIM application is embedded within the M2M equipment (without a UICC),  which:

· provides a secure execution environment, 

· provides a secure storage that protects secrets, and 

· is tamper resistant.

3. A Physically removable UICC is used. 
· For Options #1 and #2 above it should be possible for the mobile operator to verify the secure execution environment prior to provisioning of the downloadable USIM application.   
· For Options #1 and #2 above it should be possible to securely initially provision a new USIM application to the M2M equipment
Editor’s note: What part of the USIM application that is downloaded is FFS.

· For Options #1 and #2 above, it should be possible to securely change the subscription in the M2M equipment remotely. 
Option #3 provides a secure execution environment, a secure storage that protects secrets, it is tamper resistant and allows to securely change the subscription in the M2M equipment. 
**** end of changes ****
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