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The purpose of this PCR is to add to the sections 1, 3.1, 3.2 and 3.3.
Proposed pseudo CR: 
Editor’s Note to be replaced with the appropriate text.
***************************************BEGIN CHANGE****************************************************************

1 Scope

This document specifies  the security architecture, i.e., the security feature groups and the security mechanisms performed during inter working between non-3GPP accesses and the Evolved Packet System (EPS). 
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].



IPsec Security Association (IPsec SA): A unidirectional logical connection created for security purposes. All traffic traversing an IPsec SA is provided the same security protection. The IPsec SA itself is a set of parameters to define security protection between two entities. An IPsec SA includes the cryptographic algorithms, the keys, the duration of the keys, and other parameters. TS 33.210 specifies the parameters and profiles.
IPsec Tunnel: The IPsec security associations that are used to protect the bidirectional communications between two entities. It may be preceded by an IKE exchange negotiation as described in TS 33.210.
3.2
Symbols

For the purposes of the present document, the following symbols apply:



S2a

This interface is defined in TS 23.402 [17].
S7a

Interface between a PCRF and a HRPD PDSN 

S101

Interface between a MME and a HRPD AN

S103

Interface between a SGW and a HRPD PDSN
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AAA
Authentication Authorisation Accounting
AES
Advanced Encryption Standard
AKA
Authentication and Key Agreement

DSMIPv6
Dual-Stack MIPv6

EAP

Extensible Authentication Protocol

EPC
Evolved Packet Core

ePDG
Evolved Packet Data Gateway

EPS
Evolved Packet System
ESP
Encapsulating Security Payload
E-UTRAN

Evolved UTRAN

IKEv2
Internet Key Exchange Version 2
IPsec
IP security protocols, algorithms, and key management methods
LMA
Local Mobility Anchor

MAG
Mobile Access Gateway

MIPv4
Mobile IP version 4

MIPv6
Mobile IP version 6

MME
Mobility Management Entity
NDS
Network Domain Security

NDS/IP
NDS for IP based protocols
PMIP/PMIPv6
Proxy Mobile IP version 6
SA 
Security Association

UICC
Universal Integrated Circuit Card

USIM
Universal Subscriber Identity Module

***************************************END CHANGE***********************************
Conclusion
It is proposed that SA3 agrees to include this PCR in the TS 33.402.







