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1 Introduction
At SA3 #45 and #47 requirements were added to MBMS key management to ensure that the BM-SC always has the IP address of the UE available. The BM-SC needs the IP address to be able to push MSK messages to the UE. However, it seems that the requirements do not cover the case where the PDP context is released by the network.
This contribution analyses the case when the PDP context used for MBMS key management (and related IP address) is released by the network and how the UE can re-establish IP connectivity is such a case to enable BM-SC to continue sending MSK messages. In addition, it is clarified how the BM-SC gets the IP address of the UE in the first place.
2 Analysis
2.1
How does the BM-SC get the IP address of the UE

The current TS 33.246 clause 6.3.1 states the following:

MBMS key management messages shall use a non-real time PDP context of QoS class "background" or "interactive" as defined by TS 23.107 [23].

NOTE:
In UTRAN the PS radio resources for a PDP context of QoS class "background" and "interactive" can be released and re-established on request of the network, while the IP address remains assigned to the PDP context. If the radio resources were released and the BM-SC wants to deliver an MSK (see clause 6.3.2.3) the network will page the UE.

The BM-SC shall store the IP-address which was assigned for the PDP context for further key management usage.

The highlighted sentence in 6.3.1 is not exactly correct as the BM-SC is not aware of the PDP context since the PDP context is only visible to CN nodes such as the GGSN. The BM-SC actually receives the IP address of the UE from source IP address field of the MBMS User Service Registration message. The sentence could be enhanced in the following way: 

The BM-SC shall store the IP-address which was assigned for the PDP context for further key management usage. The BM-SC receives the IP address of the UE from the source IP address field of the MBMS User Service Registration message. The consequence of this is that there shall be no proxy servers (e.g. HTTP proxies) between the UE and BM-SC as a proxy server would modify the source IP address of the MBMS User Service Registration message.
This modification is proposed in an accompanying CR to 33.246 S3-080351.
2.2
IP connectivity of the UE in case the network releases the PDP context

Clause 6.3.2.1A states the following:

MBMS User Service Registration shall be performed by the UE irrespective of the type of MBMS Transport Service i.e. in multicast mode or broadcast mode, as soon as the user first indicates that he wants to receive the MBMS User Service. In addition, it shall be performed at subsequent power on, unless the user has previously indicated that he/she no longer wants to receive the MBMS User Service, or unless the USIM or SIM has changed.

NOTE 1:
The User Service Discovery / Announcement procedures are specified in TS 26.346 [13]. It is out of the scope of the present specification how the UE receives the User Service information and how the User Service is triggered in the UE.

NOTE 2:
The MBMS User Service announcements are not protected when sent over MBMS bearer.
The UE shall not release the PDP context used by the MBMS User Service Registration until an MBMS User Service De-registration has been performed. This is to ensure that the BM-SC is aware of the correct UE IP address for the purpose of performing MSK deliveries from the BM-SC as specified in clause 6.3.2.2.4 and clause 6.3.2.3.1.
The highlighted paragraph takes into account only the case when the UE might release the PDP context. This seems to solve the problem only half-way since also the network might release the PDP context for some reason and in that case the BM-SC would not be aware of the correct UE IP address and consequently the BM-SC could not successfully perform MSK deliveries. 
If the PDP context is released by the network, the UE will be notified about it. As the UE is aware that the released PDP context was used for MBMS key management, one possible approach to solve the problem would be as follows: 

If the UE detects that a PDP context, which is used for MBMS key management, is released by the network, the UE should try to re-run MBMS User Service Registration for those MBMS User Services which were using the released PDP context for MBMS key management. For performing these re-registrations the UE could establish a new PDP context or the UE could use some other existing PDP context, if available. This is to ensure that the BM-SC becomes aware of the new UE IP address for the purpose of performing MSK deliveries from the BM-SC. New registrations should override any older registrations of the UE to the same MBMS User Services.
This modification is proposed in an accompanying CR to 33.246 S3-080352.

3 Conclusion and proposal
This contribution proposed to clarify how the BM-SC receives the UE IP address, and UE IP address is restored in the BM-SC in case the PDP context is released by the network. 
It is proposed that SA3 agrees on the CRs which implement these modifications.
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