SA WG3 Temporary Document

Page 1
-


3GPP TSG SA WG3 Security — S3#50
S3-080175
25 - 29 February 2008
Sanya, China
Source:
Qualcomm Europe
Title:
Adding more details to DSMIPv6 security
Document for:
Discussion 
Agenda Item:
6.9.7
Work Item / Release:
SAES/Rel-8
Abstract of the contribution: This contribution propose some add details for DSMIPv6 test in TS 33.xyz
Introduction
At the SA3 ad-hoc, some initial text was agreed from DSMIPv6 security based on IKE and EAP-AKA. This contribution proposes some additions to that text. 

Proposed additions to DSMIPv6 security text
There are three basic additions to the text 
1. Text has been added to the flows to provide details of how the AKA parameters are carried in the IKE and EAP messages.

2. A profile for IKEv2 is included. This follows the profile specified in TS 33.234.

3. A profile for IPsec ESP is added. This follow the profile specified in TS 33.234 except Transport mode is specified as in DSMIP traffic is end-to-end between UE and PDN GW.  
Conclusion 

This contribution provides some additional text for DSMIPv6 security. It is proposed that SA3 accept the attached pCR for inclusion in TS 33.xyz.   
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