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Abstract of the contribution:

This pseudo CR proposes to include text on “GUTI” in TS 33.abc 

1. Introduction 

In the last SA3 Ad-Hoc meeting, LS from SA2 (S3a070984/ S2-075726) informs that, SA2 updated the TS 23.401 description of the UE’s temporary identity and included the description of identifiers for the MME. This contribution updates the TS 33.abc according to the agreed version of TS 23.401 v8.0.0.
2. Pseudo CR to TS 33.abc 

___________________________First Change_______________________

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AS
Access Stratum
ASME
Access Security Management Entity

CP
Control Plane 

eNB
Evolved Node-B

EPC
Evolved Packet Core

EPS
Evolved Packet System

E-UTRAN
Evolved UTRAN
GUTI
Globally Unique Temporary Identity
MAC
Medium Access Control

MME
Mobility Management Entity

NAS
Non Access Stratum

PDCP
Packet Data Convergence Protocol

RAN
Radio Access Network

RRC
Radio Resource Control

SMC
Security Mode Command

UE
User Equipment

UP
User Plane

S-TMSI
S-Temporary Mobile Subscriber Identity

___________________________Next Change_______________________

7 
Security Procedures between UE and EPC Access Network Elements 

7.1
Mechanism for user identity confidentiality

Editor’s Note: cf. TS 33.102, sections 6.1, 6.2

The MME shall allocate a GUTI to a user in order to support the subscriber identity confidentiality. S-TMSI, the shortened form of the GUTI, is used to support the subscriber identity confidentiality with more efficient radio signalling procedures (e.g. paging and Service Request). The structure of the GUTI is specified in 3GPP TS 23.401 [2].  The GUTI allocation procedure should be performed after the initiation of NAS ciphering.
GUTI Reallocation procedure is described in 3GPP TS 23.401 [2].
7.2
Handling of user-related keys in E-UTRAN

Editor’s Note: cf. TR 33.821, section 7.4.7

7.2.1
E-UTRAN key setting during AKA

Editor’s Note: cf. TS 33.102, sections 6.4.1 and TR 33.821, section 7.4.7. This subsection also includes considerations on key derivations. 

Authentication and key setting are triggered by the authentication procedure. Authentication and key setting may be initiated by the network as often as the network operator wishes. Key setting can occur as soon as the identity of the mobile subscriber (i.e. GUTI or IMSI) is known by the MME. Key KASME is stored in the MME and key KeNB is derived from the key KASME and transferred to the UE’s serving eNB when needed. KASME is stored in the ME and MME and updated with the next authentication procedure. 

The RRC and UP keys are derived from the KeNB when needed.

If an authentication procedure is performed during a connection, the new KASME, NAS, RRC and UP keys shall be taken in use in both the eNB and the ME as part of the security mode set-up procedure (see x.y.z).

Editor’s Note: Key derivation functions to be included here.

______________________________End of Changes______________________
3. Conclusion
It is proposed that SA3 agrees to include this pCR in TS 33.abc
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