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1 Introduction 

SA3#49bis approved S3-080007 (was S3a071042), which was a CR against 33.203 v8.1.0. S3-080007 provided text for Annex P on Co-existence of authentication schemes. S3-080007 was adapted from TR 33.803. In both S3-080007 and TR 33.803, there is the following omission in Annex P.4.2, step 3:
The S-CSCF must check that a REGISTER request relating to NASS-IMS-bundled authentication (NBA) was received from a TISPAN-enabled / PANI-aware P-CSCF. For REGISTER requests without Authorization header, this check is performed in step 2. But for REGISTER requests with Authorization header, such a check is missing. It has to be performed in step 3. 

So, a change to step 3 is needed anyhow, independent of any discussions on step 2 in the context of Editor’s note x5. But, once this change is introduced, the S-CSCF could, of course, perform the check of the “TISPAN-enabled / PANI-aware” property of the P-CSCF for all REGISTER requests relating to NBA, not only for those with an Authorization header. Then this check would no longer be needed in step 2, and consequently the two conditions on which step 2 rests in the current text would now be required for step 3.
Therefore, corresponding changes are proposed also to step 2. They considerably simplify step 2. 

Further inspection of the text showed that the text would benefit from a further clarification: for NBA, the P-CSCF is always located in the home network. Therefore, the S-CSCF needs to check the property “TISPAN-enabled / PANI-aware” only for those P-CSCFs, which are located in the home network. This simplifies the task of the S-CSCF, while still allowing it to take all necessary decisions. In particular, the S-CSCF need not have any knowledge regarding the PANI-related properties of P-CSCFs in a visited network (cf. configuration-based vs. protocol-based solution). Corrresponding text is added. 
Furthermore, it is proposed to delete NOTE_p8 as it is no longer accurate after making the change proposed above.

Note on editing principle: the CR in S3-080097 is written as a CR against TS 33.203 v8.1.0, so text deleted from S3-080007 is not shown as deleted text, but was simply removed. Text in the CR in S3-080097, which was already contained in S3-080007, is shown as by author “günther2”, other text added to or deleted from TS 33.203 v8.1.0 is shown as by author “günther3”. We also provide a “shadow” version of the CR S3-080097, which is written against S3-080007 so that people can see the changes to what was agreed at SA3#49bis more easily. The “shadow” version of the CR in S3-080096 is only for discussion, not for approval.
2 Conclusion
This discussion paper provides the basis for the approval of CR S3-080097.






















































