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BT, Motorola and Interdigital  propose changes to the existing text to ensure that remote provisioning is within scope. Also, some minor changes to improve clarity of meaning and to describe more fully what is being downloaded:
**** start of changes ****

1
Scope

The present document  studies how to make it possible for the network to remotely provision and manage USIM/ISIM applications in an M2M equipment in a secure way in a 3GPP system. It is envisioned that a M2M equipment is incorporated in a device that a) could be assembled by an equipment manufacturer, or b) could be assembled by an OEM (original equipment manufacturer) that includes the M2M equipment in the device. The M2M equipment could be a device that is fully self-contained or a device with interfaces to attach, for example, sensors and on-site service equipment. 

The scope of this feasibility study is to study the remote provisioning and management of USIM/ISIM application when the USIM/ISIM application resides in the UICC and when the USIM/ISIM application resides elsewhere in the M2M equipment. 

The scope of this study includes definition of a trust model for remote management of USIM/ISIM application and security threats and security requirements need to be identified.
Furthermore, this study would include the following items: 
-
to investigate candidate security solutions  that allow remote provisioning of the USIM/ISIM application to take place in a secure manner;

-
to investigate candidate signalling procedures for provisioning remote management of  USIM/ISIM application in a M2M equipment;
-
to identify what functionality of the current USIM/ISIM application falls within the scope of remote provisioning and management of  the USIM/ISIM application, e.g. credentials, executables,  file system, file contents, access control.
-
to identify what other functionality that may need to be added due to the new USIM/ISIM application for the remote provisioning and management method 

-
the study may identify principle requirements for protected storage and the execution environment (e.g. by collaborating with relevant working groups such as the OMTP Hardware group)
Editor’s note: The relevance of ISIM applications needs to be studied via use cases.
**** end of changes ****
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