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Introduction

TS 33.abc contains some entries that are common to TS 33.102. In this contribution we summarize some updates taken from TS 33.102 and adapted to the E-UTRAN terminology and security architecture. With this update we also include the eNB security requirements agreed in the TR 33.821. 

The accompanying pCR shows the actual updates.

Summary of updates

· Section “5.3 security requirements on eNB”
· Copied 9.2 (eNB security requirements) from TR 33.821. Added explicit mentioning about X2 interface protection into the requirement number 2.
· Section “6.3 EPS key identification”

· Copied 6.4.4 (Cipher key and integrity key identification) from 33.102 and replaced CK/IK with KASME and KSI with KSIASME. Added editor’s note that it is FFS whether an additional KSI for NAS keys is needed due to the key refresh.
· Section “7.1. mechanism for user identity confidentiality”

· Copied text from 23.401 and referenced 23.401 and 23.003.

· Section “7.2.2 E-UTRAN key setting during AKA”

· Copied text from TS 33.102 section 6.4.1 and modified accordingly. Added editor’s note that KDFs need be included.

· Move section 7.2.1 to 6.2 and rename to “EPS Key hierarchy”

Proposal

We propose to update the TS 33.abc with the changes summarized in this contribution and shown in the accompanied pCR S3-07xxxx.
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