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1 Introduction

LS from SA2 (S2-073909/S3-070785) request SA3 to evaluate and provide guidance on the scenarios where the UE is registered at MME and at SGSN in parallel, so that with less signalling mechanism the UE reselect between 2G/3G and E-UTRAN cells. In this contribution, we evaluate the scenario described by SA2 and propose the preferred mechanism.

2 Evaluation

2.1 Management of AV’s Sequence number during parallel registration
As in UMTS, the mechanisms to allow the out-of order use of sequence numbers should be adopted in LTE also. This is to ensure that the authentication failure rate due to synchronisation failures is sufficiently low. In this contribution we assume that the HE maintain single counter SQNHE for generation of AVs for both access systems. The mechanism shall ensure that a sequence number can still be accepted if it is among the last x sequence numbers generated. The same minimum number needs to be used across the systems to guarantee that the synchronisation failure rate is sufficiently low under various usage scenarios, in particular parallel registration in the SGSN and the MME. 
2.2 Independent or Mapped security context for Idle mode Signalling Reduction
From Security point of view, there is no security issue foreseen with the independent security contexts or with the mapped security context. However, from procedural point of view, if one access does not able to contact the UE for re-authentication and security context mapping is not supported, then the access system delete the existing context and move the UE state as detached. Thus the UE cannot maintain parallel registration at both the access system and if the UE come back to the old system, the UE need to do complete attach procedure, which will increase the signalling caused by UEs that reselect between 2G/3G and E-UTRAN cells. As there can be scenarios where UE is able to contact either the SGSN or the MME and to have low latency attach procedure during cell reselection between 2G/3G UTRAN and E-UTRAN, mapped security context is the preferred solution and the contexts need to be synchronised between MME and SGSN to maintain the parallel registrations. The mechanism to synchronise security context between MME and the SGSN is FFS. 
If there exist two contexts in the CN node (the separate and the mapped security contexts), then preference to be given to the mapped security context, as mapped security context will contain the recent agreed Keys and security parameters. So from SA3 perspective the mapped context might be preferred as this does not change the general handover procedure and to maintain parallel registrations.
3 Conclusion
As it can be clearly seen that mapped security context is the preferred one, as separate security context does not work if the UE is away from either E-UTRAN or 2G/3G UTRAN coverage area. It is therefore proposed that the mapped security context is the preferred solution and included in TR 33.821, by including appropriate description of the scenario and Section 2. 
It is further proposed to include the pCR in S3-070798 in the E-UTRAN TS skeleton and also to approve the draft reply LS to SA2 in S3-070799. 
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