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1 Introduction
A skeleton for TR 33.812 [S3-070723] on “Feasibility Study on Remote Management of USIM Application on M2M Equipment” has been proposed in another contribution to the present meeting.
This contribution proposes to add text in Introduction and Scope chapters.
2 Pseudo-CR
Introduction

Machine to Machine (M2M) Communication is seen as a form of data communication between entities that when deployed do not necessarily need human interaction. One of the challenges with M2M communication is that deployed M2M equipments are managed remotely without any direct human interaction with the device.

TR 22.868 presents a study on machine-to-machine (M2M) communication. The purpose of the present study is to evaluate the feasibility of remotely managed USIM application solutions from a security point of view.
1
Scope

The present document studies how to make it possible for the network to provision remote management of USIM/ISIM application in an M2M equipment in a secure way in a 3GPP system. It is envisioned that a M2M equipment is incorporated in a device that a) could be assembled by an equipment manufacturer, or b) could be assembled by an OEM (original equipment manufacturer) that includes the M2M equipment in the device. The M2M equipment could be a device that is fully self-contained or a device with interfaces to attach, for example, sensors and on-site service equipment. 
The scope of this feasibility study is to study the remote management of USIM/ISIM application when the USIM application resides in the UICC and when the USIM/ISIM application resides in the M2M equipment. 

The scope of this study includes definition of a trust model for remote management of USIM/ISIM application and security threats and security requirements need to be identified.
Furthermore, this study would include the following items: 

· to investigate candidate security solutions  that allow provisioning to take place in a secure manner;

· to investigate candidate signalling procedures for provisioning remote management of  USIM application in a M2M equipment;
· to identify what functionality of the current USIM application has to be covered by remote management of  the USIM application
· to identify what other functionality that may need to be added due to the new USIM application provisioning method 

· the study may identify principle requirements for protected storage and the execution environment (e.g. by collaborating with relevant working groups such as the OMTP Hardware group)
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