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**************************Start of Change**************************
4.4.5
Requirements on the NAF Key Centre
The NAF Key Centre shall support certificate-based mutual authentication as defined in RFC 2246 [7] and RFC 3546 [8] and shared key based mutual authentication as defined in RFC 4279 [6].

NOTE1:
Configuration of certificates and shared secrets is out of scope of the present specification.
The NAF Key Centre shall be capable of determining whether a Remote Device is trusted or not.

The NAF Key Centre shall be capable of determining whether the Remote Device is authorized to establish a shared key.
The NAF Key Centre shall implement GBA_ME and GBA_U as defined in TS 33.220 [3].

The NAF Key Centre dedicated to the Key Establishment Mechanism may be located in the Home Network.
NOTE2: 
If the NAF Key Centre is not located in the home network, then the mobile network operator can not control directly the handing out of credentials from the NAF Key Centre. Therefore, the network hosting the NAF Key Centre and the home network need to have a strong trust relationship with the NAF Key Centre provider. The operator can use USS for control information for the NAF Key Centre.

If the NAF Key Centre is also offering his services to subscribers that are not subscribed to the same operator that hosts the NAF Key Centre, then the NAF Key Centre shall support USS.

If a network operator intends to support NAF Key Centre in a visited network for his subscribers, then the UICC holding device or the Remote Device shall be equipped with a TLS certificate signed by the home operator or cross certification may be used. 
Editor’s Note:
The usage of PSK TLS for the visited network case is for further study and evaluation. 
The NAF Key Centre shall be capable of deriving the Ks_local_device key from the Ks_(ext)_NAF key.
**************************End of Change**************************
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