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Abstract of the contribution: The current pseudo CR adds references to relevant OMA work.
Introduction

The current draft TR includes references to OMA Work Item descriptions. This contribution adds references to current OMA specifications on Client Side Content Screening (CSCS) and Categorization Based Content Screening (CBCS). 
**** Start of changes ****
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5.2
Anti-SPAM mechanism defined by OMA

According to the approved WID, the SMS and MMS anti-spam study work has the following link work items in OMA: 

· Client Side Content Screening [OMA W0102], 

· Categorization Based Content Screening [OMA W0105],

· Enhanced User Control in Messaging [OMA W0113].

Client Side Content Screening

The aim of Client Side Content Screening work is to specify a content screening framework for mobile terminals that detect and screen malicious content.  The framework must specify interfaces and interaction to OMA/non-OMA enablers for utilizing a common unified content scanning functionality. The interfaces must adhere to the principle of execution environment neutrality. It must also be extensible in order to address the unique requirements of each execution environment and to accommodate new content screening requirements in the future. However, internal mechanisms (such as the scan engine, scanning rules, and updating of such engine and rules) of unified content scanning functionality remain out of the scope of the specification work. The output of this work can be found at [OMACSCSv1].
Categorization Based Content Screening

Categorization Based Content Screening WI aims to specify a categorization-based content screening framework that could be used both in mobile environment and Web based environments. This is, the proposed framework should be flexible enough to be used in any kind of network (wireless or fixed) without any limitation. The type of content restricted (or to be restricted) is dependent on the preferences of the user. The architecture is specified in [OMACBCS-AD].
According to the draft Categorization-based Content Screening Framework Requirements specification [OMACBCS-RD], the following functions are considered to be in scope for the CBCS Enabler specification:

•
Blocking of any kind of content considered “undesirable” for a certain CBCS User according to the Screening Criteria used, including illegal content, unsolicited content, malicious content and inappropriate content.

•
Customer-facing warnings: these are words or symbols that are actually part of the content presented to CBCS Users such as a symbol in the corner of the screen, an announcement before a programme starts or a form of words on screen.

•
Screening of previously categorized content: in this case the category Content Category is defined by content meta-data that is either encoded as part of the content format, or can be requested from an external source.

•
Screening of not previously categorized content.

•
Screening of content from Content Providers with whom the CBCS Service Provider has a trusted relationship, and of content from Content Providers with whom the CBCS Service Provider does not have a trusted relationship.

•
Screening of content sent from a Content Provider to a CBCS User, from a CBCS User to another User, or from a CBCS User to a server (including the screening of subscriptions to content and screening of service requests)

Enhanced User Control in Messaging

The work on Enhanced User Control in Messaging has not been started  as there were objections towards this work item expressed in OMA. The aim of the work item was to focus on Enhanced User Control of Filters, Aliases, Copy/Forward, Addressing, and Anti-Spam Services in various Messaging services.  In this context, the messaging service needs to inform the client of network calculations of spam likelihood, and the user needs to be able to provide feedback and control of network-resident spam mitigation mechanisms.  The specifics of how the network calculates a spam likelihood, and the details of spam mitigation mechanisms, were out of scope of this work item. 
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