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1 Introduction
In last SA3 #47 meeting, the CR for cable SIP DIGEST in S3-070467 is agreed, and there is an Editor's Note in the annex “N.2.1 Authentication Requirements”:
“Editor's Note: This statement needs further study as the S-CSCF must already know the authentication scheme and enter it into the corresponding AVP in the MAR request before sending to the HSS. It should be studied further in this context whether to use and/or adapt the mechanisms described in TR 33.803. ”
This contribution will give proposal on how the S-CSCF can distinguish SIP DIGEST introduced by Cable.
2 Discussion
In Cable specifications, the Authorization header is mandatory for SIP DIGEST authentication, and SIP DIGEST is used together with TLS protection. But in a common IMS environment, how can the S-CSCF distinguish the SIP DIGEST authentication mechanism before sending MAR to the HSS?

Actually, 3GPP TR33.803 can be easily extended to distinguish Cable SIP DIGEST authentication mechanisms in the following way:
When the P-CSCF receives a registration request it shall proceed as follows: 

· If the Security-Client header exists and contains “TLS”, and the REGISTER is received from a Cable access network, the P-CSCF shall :

· Insert a P-Access-Network-Info header containing the “network-provided” parameter and remove any such header containing the “network-provided” parameter sent by the UE, and, 
· Populate the access-type parameter in P-Access-Network-Info header to represent Cable access (e.g. DOCSIS), and, 
· Populate the “integrity-protected” parameter in the Authorization header to represent that the messages between the UE and the P-CSCF are integrity-protected by TLS, e,g, “no-TLS”, “yes-TLS”.
When the S-CSCF receives a registration request it shall proceed as follows: 

· If the “integrity-protected” parameter in the Authorization header is filled with “no-TLS” or “yes-TLS”, and the access-type parameter in the P-Access-Network-Info header containing the “network-provided” parameter represents Cable access,
 then SIP DIGEST is used.
3 Proposal
We propose SA3 to agree the above proposal. 
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