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Introduction
From deployment point of view, the encryption of UP bring extra processing load for both the network and the UE. Especially for the operator’s network, it needs to deal with a large number of UE, and for each UE it has to encrypt or decrypt every packet it sends or receives respectively. So the processing load is quite heavy.

The UP confidentiality protection prevent user plane packet eavesdropping (see 5.2.3), mainly for the UP content, but for some users they require lower level of security, i.e. they don’t need to keep the user plane content secret. For instance, an ordinary user only uses a mobile phone for common voice communication, and it is not necessary for the network and the UE to protect UP content. Then, for users who does not specifically requests higher level of security, the operator could choose not to perform UP confidentiality protection, with the effect of reducing processing load of network.
Then the UP encryption will be performed for those specific users group who request their UP content to be protected.
Proposal
According to different requirement from users, the UP confidentiality protection is only performed for specific user group. It can be achieved using subscription data and related signalling and process. 
Conclusion
It is proposed to include the above proposal content in chapter 6 User Plane Security.
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