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1. Overall Description

In their meeting #47 SA3 has discussed authorization of users to MBMS user services in case of roaming. 

In particular the following text in clause 4.3.2 of TS 23.246 was discussed: 
User specific signalling is used between a BM-SC in the visited PLMN and a BM-SC in the home PLMN when the visited PLMN offers MBMS user services to roaming users. This user specific Mz signalling provides home PLMN authorisation for MBMS user services that are provided by the visited PLMN. This mechanism supports only MBMS user service classes that are offered by the visited and by the home PLMN.

MBMS security TS 33.246 uses GBA (Generic Bootstrapping Architecture) mechanisms according to TS 33.220 for authentication and authorization of users also in case of roaming. When a roaming user has contacted the visited BM-SC in order to register for a MBMS user service, the visited BM-SC (acting as a NAF) requests GBA keys from the BSF from the user's home network. The BSF gives the keys to the visited BM-SC only if the user is allowed to access the MBMS user service in the visited BM-SC. This means that the BSF node makes an authorization decision for the user. This authorization decision may be based on local policy in the BSF or based on GUSS (GAA User Security Settings) that is stored in the HSS. It should be noted that the BM-SC in the home network is not involved in these roaming transactions in TS 33.246.
It seems to SA3  that two separate nodes (BSF according to TS 33.246/33.220 and home-BM-SC according to TS 23.246) are making authorization decisions for the roaming user who is requesting access to MBMS user services in BM-SC in visited PLMN. 
This raises the following questions:

Q1: What kind of authorization information is transferred between the home-BM-SC and visited-BM-SC in the highlighted scenario above regarding MBMS user services (differently from bearer level authorization decisions)?

Q2: How is it ensured that authorization functionality defined in TS 23.246 does not overlap with the authorization functionality defined in TS 33.246/33.220? 

Q3: How is it ensured that these two authorization functionalities are coordinated so that they make consistent authorization decisions?
Q4: Could there be similar issues also on the Gmb/Gi interface which is supposed to carry similar information as on the Mz/Gi interface?
2. Actions:
SA3 would kindly ask SA2 to provide answers to questions Q1 through Q4 above.
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