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1. Overall Description:

SA3 thanks SA2 for the LS on security implications for IMS registration for ICS users via CS access.
3GPP SA3 confirms that allowing the ICCF to perform registration on behalf of the UE is not seen as imposing any new threats and risks to the IMS system, assuming that the ICCF is within the same security domain as the S-CSCF and that it also exists within the same IMS trust domain.
SA3 sees no security issues and has no technical concerns with the proposed mechanism to provide a trusted registration based on a solution similar to Early IMS security. A trusted registration based on a solution similar to Early IMS security would provide sufficient security for the purposes of ICS. 

SA3 also discussed a scenario where authentication and registration could be performed over PS access, but the service would be provided over CS access. It is the understanding of SA3 that such a scenario would rule out the possibility of supporting IMS services in the case of CS only access. Furthermore, SA3 noted that even if authentication and registration would be performed over PS access, there would be a need to have a binding between the IMS identity and the CS identity, as for a solution based on early IMS security. So in essence, the security for ISC users depends on the trust of this binding. Thus, performing authentication and registration over PS access using IMS AKA cannot be seen as providing any security benefits when compared to a trusted registration based on a solution similar to Early IMS security. 

SA3 noted that more work is needed on the details for a solution to provide trusted registration in ICS users. SA3 would kindly ask SA2 to keep SA3 updated on the progress of the work. SA3 can take a definite stand on the security for ICS only after all details of the security solution have been worked out.

2. Actions:

To SA2 group.

ACTION: 
SA3 asks SA2 group to take the information above into account when progressing ICS work, and keep SA3 updated on the progress of the work.
3. Date of Next TSG-SA3 Meetings:

TSG-SA WG3 Meeting #48
10 – 13 Jul 2007
TBD

TSG-SA WG3 Meeting #49
9 – 12 Oct 2007
TBD

