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1 Introduction
According to TS 24.229, the I-CSCF sends the Cx-UAR command to the HSS, and the S-CSCF sends the Cx-MAR command to the HSS. The Cx commands UAR and MAR mandate the private identity (IMPI) field.
3GPP specifications and handle private identities (IMPIs) in Cx commands in the following way:

· For IMS-AKA (cf. TS 33.203 and TS 24.229), the UE always includes an Authorization header in a registration request, and the I-CSCF and the S-CSCF take the user identity as IMPI.
· For Early IMS (cf. TR 33.978), the UE never includes an Authorization header in a registration request, and the I-CSCF and the S-CSCF derive the IMPI from the IMPU in a canonical way.

It was recently discovered that TISPAN specifications ES 283003 (delta spec to 3G TS 24.229) and TS 183033 (delta spec to 3G TS 29.228 and 3G TS 29.229) contained the following gap: 
The TISPAN specifications allow that a UE sends an IMS registration request without an Authorization header. This request then contains no IMPI. It was not clear from the TISPAN specifications how the I-CSCF and the S-CSCF respectively should populate the private identity field in this case. 

It was discussed during the two TISPAN meetings #13bis and #13ter, whether and how to close this gap. Related input documents to TISPAN #13ter were 13tTD432, 13tTD478, 13tTD479 (all by Huawei), 13tTD441, 13tTD444 (both by Ericsson, Nokia Siemens Networks), 13tTD440 (by Telecom Italia, Italtel, TeliaSonera, France Telecom, Portugal Telecom)
TISPAN #13ter had the following outcome (cf. LS S3-070442 from TISPAN to SA3#47):

· For TISPAN R1 (frozen in Dec 2006), no solution to address the above mentioned gap was agreed. The LS from TISPAN states: “We believe that the handling of private user identities in Cx commands relating to registration requests without Authorization header remains left open in TISPAN Release 1 specifications. Therefore, proprietary solutions may be required in networks where TISPAN Release 1 IMS clients may send registration requests without Authorization header.”
· For TISPAN R2 (ongoing), the solution in 13tTD440 (also supported in 13tTD441) to mandate the use of an Authorization header was agreed, cf. LS from TISPAN. 

2 Consequences for TR 33.803
TR 33.803 “Co-existence between TISPAN and 3GPP authentication schemes” is motivated by the observation that the S-CSCF is responsible for handling user authentication in registrations, and that it has to behave differently for different authentication schemes. In order to be able to deploy a single S-CSCF in environments where different authentication schemes are used, the S-CSCF needs rules to be able to determine which authentication scheme to apply for which registration request. These rules are at the heart of TR 33.803 and are contained in section 6.2 of TR 33.803. 
In contrast, the I-CSCF has to solve the problem how to populate the IMPI field in a Cx-UAR command in the absence of an Authorization header. S3-070357 by Huawei proposes to let the I-CSCF use the same rules used by the S-CSCF to distinguish among authentication schemes. But there is no need for the I-CSCF to do this as we can see from the following: 

As we have seen in section 1 of this discussion paper the problem may arise with certain UEs conformant to TISPAN R1 (necessarily using a TISPAN NASS access network), not with those conformant to 3GPP or TISPAN R2. As we also saw in section 1, the solution in the I-CSCF can only be proprietary. There are two cases how an I-CSCF can handle IMPIs in the absence of Authorization headers:

· The proprietary method allows a uniform handling of Cx commands by the I-CSCF independent of the registration request, cf. e.g. 13tTD444 (IMPI derived from IMPU). Then nothing needs to be done with respect to TR 33.803. 
· The proprietary method treats registration request from TISPAN users differently, cf. e.g. the proposals in 13tTD432 and S3-070428 (IMPI field in Cx conditional). Then only a distinction between 3GPP access and TISPAN access is required, not a distinction among authentication methods. This can be done by the I-CSCF by looking at the PANI header. There is no need to know for the I-CSCF whether the PANI header was inserted by a TISPAN-aware P-CSCF trusted to do so, as any wrong information is not security-critical. (Remember: the S-CSCF does the authentication.)
Proposal

A 3G TR should not say which proprietary methods to apply to solve a problem specific to TISPAN R1. We propose instead to add a note to explain the problem and point to a simple possible solution. The proposed change can be seen from the companion pCR. 
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