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In this liaison we are pleased to keep you informed on the recent decisions taken and the progress made by ETSI TISPAN WG3 and WG7 in the context of HTTP digest for NGN Release 1, co-existence and for NGN Release 2:

1.) Authorization header made mandatory for HTTP Digest NGN Release 2.

This allows supporting the use case “shared IMPU” as stated in 3GPP TS 23.228 and to overcome the limitation of IMPI=IMPU.

Please refer to the attached WG3 agreed
 CR (13tTD440r3) for details.

NOTE: In order to support NGN Release 2 “Early Deployment“ with “legacy” terminals/customer network devices such as plain IETF SIP RFC 3261 terminals that do not send an authorization header, it is assumed that a NGN Release 2 Customer Network Gateway (CNG) functional entity will be able to support the mandated authorization header.

NGN Release 1 does not mandate the authorization header.

2.) No consensus could be reached on the problem “IMPI handling by I-CSCF” in NGN Release 1.

None of the three candidate solutions could be agreed to.

We believe that the handling of private user identities in Cx commands relating to registration requests without Authorization header remains left open in TISPAN Release 1 specifications. Therefore, proprietary solutions may be required in networks where TISPAN Release 1 IMS clients may send registration requests without Authorization header. Some of these proprietary solutions may require the I-CSCF to handle Cx commands in a way specific to TISPAN Release 1 IMS clients. In such a case the I-CSCF may use the P-Access-Network Info header to determine whether the request was sent over a TISPAN NASS network. 

NOTE: The issue mentioned above does not occur in TISPAN Release 2 specifications as registration requests are always sent with Authorization headers.

3.) Started detailing the stage 3 specification of HTTP digest in NGN R2.

The aim of this undertaking (WI 03114) in NGN R2 is to remove the incompatibilities among different IMS vendor-specific solutions, in particular in the communication between the UPSF and the S-CSCF.

According to the agreement between ETSI and 3GPP on transfer of common IMS, we propose that 3GPP accepts the TISPAN work as input to IMS in Release 8 and to consider this as the basis for the HTTP digest specification.

Please find attached the TISPAN WG3 approved CR (13tTD427r2) for details; we expect to provide further details from future TISPAN meetings as part of the ongoing transfer.

4.) WG3 approved new work item for NGN Release 2 of TS 283 003 (including support of HTTP Digest authentication mechanism).

The aim of this new WI 03120 is to produce the NGN Release 2 of TS 283 003. In particular, one of the goals of the new document is to detail the handling of registration procedure in case of HTTP Digest authentication mechanism for Rel 2.

We attach the NWI sheet in 13tTD436r2.

We are also interested to hear your feedback and your planned further steps in the area of TR 33.803 and HTTP digest in 3GPP Release 8.

Attachments:

· 13tTD440r3 “Authorization header for HTTP Digest TISPAN Early deployment R2”

· 13tTD427r2 “Profiling HTTP DIGEST authentication mechanism for TISPAN R2”

· 13tTD436r2 “Proposal for Rel-2 of TS 283 003 (including support of HTTP Digest authentication mechanism)”
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� This document is just WG3 agreed at present; WG3 approval is pending.
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