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1 Introduction
In the SA3#46b meeting, contribution S3-070221 proposes the I-CSCF should be able to distinguish the authentication schemes explicitly, while the S3-070227 objects. The main issue is in TISPAN R1 specs whether the I-CSCF shall use the same solution as specified in 3GPP TR 33.978 to handle the IMPI in case the authorization header is absent in the REGISTER message, which depends on the output of 13bTD159 in TISPAN #13bis meeting. If TISPAN doesn’t agree this contribution, then the I-CSCF shall be able to distinguish the authentication schemes explicitly.
In the TISPAN 13bis meeting, 13bTD159 proposes the I-CSCF shall derive IMPI from IMPU as specified in 3GPP TR 33.978. This solution was not agreed in this meeting, as in TISPAN there are two non-IMS AKA authentication schemes: NBA, and HTTP DIGEST which require two REGISTER messages in the registration procedure, but this solution always assumes that “IMPI = IMPU”, so the IMPI and the IMPU can not be chosen independently, and so too restrictive and not flexible for identity management from the operator’s point of view. 
This contribution will give further suggestions on how to handle this issue.
2 Discussion
In the TISPAN 13ter meeting, several solutions are provided on how to handle this issue for TISPAN R1:
2.1 Solution 1 proposed by 13tTD432, 13tTD478 (CR) and 13tTD479 (CR):
The User-Name AVP parameter in the Cx interface (UAR and MAR) is conditional.

When the the I-CSCF receives a REGISTER message without the Authorization header (and thus no IMPI) and the P-Access-Network-Info header is populated with a fixed access, it doesn’t fill the User-Name AVP in the UAR command of the Cx interface. When the UPSF receives the UAR message, the UPSF first find the corresponding IMPI related to the IMPU, and then continue the subsequent procedure.
2.2 Solution 2 proposed by 13tTD441 and 13tTD444 (CR):

They propose the same solution as 13bTD159:
IMPI is derived from IMPU in case of absence of Authorization header.
2.3 Comparison between solution 1 and solution 2
	
	Solution 1
	Solution 2

	Compliant with RFC4740 (Diameter Session Initiation Protocol (SIP) Application)
	YES
	

	Backward compatible
	YES
	YES

	Impacts on the network entities

(I/S-CSCF)
	YES
	YES

	Impacts on the network entities

(UPSF)
	YES( but only minimal and necessary for TISPAN R1 ,and can ensure the operator manage the identities more flexibly)
	NO

	Flexible for identity management
	YES(IMPI and IMPU can be chosen independently)
	NO (too restrictive by assuming that IMPI=IMPU )


3 Proposal
When preparing this contribution, the above contributions haven’t been discussed in TISPAN 13Ter meeting. We propose SA3 can agree the attached CR if solution 1 is agreed in TISPAN #13Ter meeting.
4 Reference
1)  S3-070221 I-CSCF coexistence authentication schemes
2)  S3-070227 “I-CSCF and Co-existence of Authentication Mechanisms”
3)  3GPP TR 33.803 “Coexistence between TISPAN and 3GPP authentication schemes”
4)  13tTD441 “IMPI handling by I-CSCF”
5)  13bTD159 “Clarification of identity handling in the absence of authorization header”
6)  13tTD444 CR to “Correction of identity handling in the absence of authorization header”
7)  13tTD432 “Identity handling in the absence of authorization header”
8)  13tTD478 CR to “identity handling in the absence of authorization header”
9)  13tTD479 CR to “identity handling in the absence of authorization header”
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