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1. Introduction

There have been some discussions in TISPAN around how the I-CSCF shall handle registration messages without an authorization header. In particular, how the I-CSCF can get the IMPI. Today, the current TISPAN specifications are not explicit on how this is done, but there are statements hinting that the IMPI is derived from the IMPU when no authorization header is present (this was also discussed and clarified during the TISPAN 11b meeting). One concern that was raised was that for NBA and Digest it is optional to send the authorization header or not, and that might make it more difficult for the I-CSCF. 
In general, there seems to be no need to take any other approach than the one used within 3GPP, i.e., if an authorization header is present, extract the IMPI from the authorization header, and if not present, apply analogous procedures to 33.978 (Clause 6.2.5), i.e., the IMPI shall be derived from the IMPU "being registered by removing URI scheme and the following parts of the URI if present port number, URI parameters, and headers". 

This approach would account for all cases, both the cases where an authorization header is present and when it is not, while at the same time being agnostic to the authentication method used. 
[Comments:
There are several reasons that require the I-CSCF to be gnostic to the authentication method:
1. Early IMS Security mechanism affects the use of the protocol defined for the Cx interface, which already requires the I-CSCF to be gnostic to the authentication method:

“  6.2.3.3
Procedures at the I-CSCF

If the I-CSCF receives an initial REGISTER request with no Authorization header included, the I-CSCF shall not reject the message. Instead, it shall behave as described in section 6.2.5.1.
6.2.5
Impact on Cx Interface

Early IMS Security mechanism affects the use of the protocol defined for the Cx interface.  In particular, the User-Authorisation-Request/Answer (Cx-UAR/UAA), the Multimedia-Auth-Request/Answer (Cx-MAR/MAA) and the Server-Assignment-Request/Answer (Cx-SAR/SAA) messages are impacted.
6.2.5.1
User registration status query

The UAR command, when implemented to support Early IMS Security follow the description in clause 6.1.1 of TS 29.228 [10], with the following exception:

· the Private User Identity (User-Name AVP) in the UAR command shall be derived from the temporary Public User Identity URI being registered by removing URI scheme and the following parts of the URI if present port number, URI parameters, and headers.
“
From the above we can see that the I-CSCF is already EXPLICTLY gnostic to the Early IMS (and implicitly gnostic to IMS AKA) authentication method.
Moreover, if authorization header is not present, 3GPP operators will apply the above IMPI derivation procedures. But for some other operators (e.g. TISPAN operator) than 3GPP, it shall be left to them to decide whether to apply the same procedures or not, which can make other operators more flexible. Anyway it is not suitable for 3GPP to decide what other operators (e.g. TISPAN operator) shall do. So the I-CSCF shall be also gnostic to other authentication methods (e.g, NBA or HTTP DIGEST).
2. Early IMS mechanism implies that topology hide shall not be used , which also requires the I-CSCF to be gnostic to the authentication method:
“6.2.3.3
Procedures at the I-CSCF

……
Early IMS security requires that the I-CSCF between a P-CSCF and S-CSCF does not alter the Via header for requests and responses sent in the direction from the UE to the S-CSCF. An I-CSCF between an S-CSCF and another S-CSCF is unaffected by early IMS security. 

”
Early IMS mechanism require the S-CSCF to be able to read the via header, so the I-CSCF shall not perform the topology hide function and not alter the via header in early IMS case. But for other authentication schemes, there are no such limitations for the I-CSCF.
3. The S-CSCF reselection procedure also requires the I-CSCF to be gnostic to the authentication method:
“6.2.3.3
Procedures at the I-CSCF

……
The S-CSCF reselection procedure described in clause 5.3.1.3 of TS 24.229 [7] shall not be applied.
”
      In early IMS case, due to the fact that the Authorisation header is not included in REGISTER requests,, the I-CSCF is unable to use the presence or absence of the "integrity-protected" parameter to distinguish initial and non-initial REGISTER messages. Therefore the S-CSCF reselection procedure described in clause 5.3.1.3 of TS 24.229 [7] cannot be used., 
Similarly, the S-CSCF reselection procedure cannot also be applied for NBA case, no matter whether there is Authorisation header in the REGISTER message or not because of the absence of the "integrity-protected" parameter.      
4. The case that the I-CSCF shall be gnostic to the authentication method would be more extensible when considering coexistence with other SDO authentication schemes in the future..
]
4. Conclusions and Proposal

It is proposed that a recommendation is sent back to TISPAN, where it is proposed that the I-CSCF does not become authentication mechanism dependent, but stays authentication mechanism agnostic, by continuing using the IMPI derivation mechanism in those cases where no authorization header is present. It is also proposed to recommend TISPAN to further document this approach more explicitly in their specifications. 
[Comments:

It is proposed that a recommendation is sent back to TISPAN, where it is proposed that the I-CSCF shall 
become gnostic to authentication mechanism.
]
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