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Discussion
This document mainly focuses on the discussion about 2G SIM accessing LTE.

The prevailing idea about it may be excluding 2G SIM cards from the SAE/LTE architecture. The main reason about that is to keep the SAE/LTE architecture in a high security level. 
However, the rapid pace of maturity and practice of other technologies has given much pressure to SAE/LTE, accelerating the rhythm of SAE/LTE standardization to meet the deployment need in very near future (around 2010). So, under this circumstance, the assumption mentioned above may no longer be rational, and the scenario of 2G SIM cards users accessing SAE/LTE should be carefully considered.
As far as the situation of 2G SIM cards accessing LTE is concerned, there can be two solutions:

(1) To introduce 2G SIM cards into the SAE/LTE architecture scope. 
(2) To substitute USIM cards for 2G SIM cards for all users holding 2G SIM cards.
Let’s first suppose if we try solution 2, what effect would be. 
When a traditional 2G network operator will deploy its SAE/LTE network in about 4 years, the number of 2G user will still remain a large percentage of the total, taking users’ services consuming habit and network or service evolution cycle of operators into account. So, if the operator wants to provide high speed data service for its 2G users, it must substitute 2G SIM cards with USIM for a very huge number of users in a short run, such as the situation of China Mobile (>300 million subscribers today and still fast growing), and this will absolutely lead to huge cost. Further more, for operators who have had separated the SIM card as independent physical entity from mobile phone for their users, it will be more difficult to substitute 2G SIM cards for all users, because users under this circumstance are usually not liable to change their SIM cards for a long period whereas mobile phones are changed more frequently.  
Returning to solution 1, if SAE/LTE will consider 2G SIM card accessing scenario, the SAE/LTE architecture can reuse the authentication and ciphering mechanism specified for 2G SIM card defined by UMTS architecture. The standardization work can rely on the UMTS basis, and some improvement may be necessary. 
It will be possible to turn off the function intended for 2G SIM access in the HSS or in the MME to the LTE/SAE architecture, considering the situation that all 2G SIM will have been switched over to USIM or more advanced one after a long period.  Furthermore operators who are really concerned with 2G SIM security can turn off the function from day one.
Conclusions

We propose to include the 2G SIM cards in the SAE/LTE architecture scope, and to take into account this feature for any further discussion about authentication mechanism decision.
Further more, SA plenary and other WGs should be advised adequately.
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