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1 Introduction
The issue of “Coexistence between TISPAN and 3GPP authentication schemes” has been discussed in several previous TISPAN meeting, and there are solutions on distinguishing among different authentication schemes (e.g. IMS AKA, 3GPP Early IMS, TISPAN NASS-Bundled Authentication (NBA) and HTTP DIGEST) for both the P-CSCF and the S-CSCF, but no solution is provided for the I-CSCF. 
In this contribution we will give proposal on how the I-CSCF can distinguish among authentication schemes in registration procedure.
2 Discussion
2.1 IMPI 
In registration procedure, when the I-CSCF performs the Cx UAR procedure with the UPSF/HSS, it needs to know the IMPI.

For 3GPP Early IMS, the REGISTER message always contains no “Authorization” header (and thus no IMPI), so the I-CSCF needs to transform the canonical IMPU into an IMPI according to the following rule as specified in 3GPP TR 33.978:

“6.2.5.1
User registration status query
The UAR command, when implemented to support Early IMS Security follow the description in clause 6.1.1 of TS 29.228 [10], with the following exception:

· the Private User Identity (User-Name AVP) in the UAR command shall be derived from the temporary Public User Identity URI being registered by removing URI scheme and the following parts of the URI if present port number, URI parameters, and headers. ”
For IMS AKA, the IMPI is always contained in the “Authorization” header of the REGISTER message. So the I-CSCF will not apply the above rule in this case.
For TISPAN NBA and HTTP DIGEST, the REGISTER message may or may not contain an “Authorization” header, and thus may or may not contain an IMPI. In case that it contains an IMPI, the I-CSCF will not apply above rule .In case that it doesn’t contain an IMPI, the I-CSCF may apply the above rule to derive an IMPI, or it may also apply some other rules.
Conclusion1: 

In registration procedure, it is necessary for the I-CSCF to distinguish among different authentication schemes to know IMPI when performing the Cx UAR procedure with the UPSF/HSS.
2.2 S-CSCF reselection procedure 
In registration procedure, the following S-CSCF reselection procedure described in clause 5.3.1.3 of 3GPP TS 24.229 shall only be applied for IMS AKA, but shall not be applied for other authentication schemes (3GPP early IMS, TISPAN NBA and HTTP DIGEST):

“ 5.3.1.3
Abnormal cases
……
If a selected S-CSCF:

-
does not respond to the REGISTER request and its retransmissions by the I-CSCF; or

-
sends back a 3xx response or 480 (Temporarily Unavailable) response to a REGISTER request;

and:

-
the REGISTER request did not include an "integrity-protected" parameter in the Authorization header; or 

-
did include an "integrity-protected" parameter with a value different from "yes" in the Authorization header;

then:
 …… (The S-CSCF reselection procedure that the I-CSCF performs). ”
Conclusion2:
In registration procedure, it is necessary the I-CSCF to distinguish among different authentication schemes to decide whether to perform the S-CSCF reselection procedure or not.
3 Proposal

In registration procedure, the I-CSCF can perform the same procedure specified in 3GPP TR 33.803 section 6.2.3 as the S-CSCF does, to distinguish among different authentication schemes: 
· The I-CSCF checks for the presence of an Authorization header, and, if present, checks further for the presence of an “integrity-protected” flag within this header. If the flag is present, the I-CSCF concludes that IMS-AKA is used.
· The I-CSCF then proceeds as follows: If there is no Authorization header, and there is either no trusted P-Access-Network-Info header or the access-type parameter in the trusted P-Access-Network-Info header represents 3GPP access, then the I-CSCF concludes that Early IMS is used. Otherwise, if either there is an Authorization header with no “integrity-protected” flag or there is no Authorization header, and the access-type parameter in the trusted P-Access-Network-Info header represents TISPAN access, then the I-CSCF concludes either TISPAN NBA or HTTP DIGEST is used.
4 Conclusion
We suggest that the WG7-WG3 discuss the contribution in the joint meeting and adopt it.
