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1. Introduction 

In section 6.3 of the current version 0.2.0 of TR 33.803 there are two solutions to the issue of coexistence of TISPAN-aware and legacy P-CSCFs, a configuration-based and a protocol-based solution.
We propose here to make the configuration-based solution mandatory, and leave the protocol-based solution for Release 8. 
[Comments:
In TISPAN, there are already the following conclusions made in several previous meetings:
1. Exacted from TISPAN #11bis WG7 meeting report 11bTD018r3:
“WG3 sees that the protocol solution is a necessity (e.g. for plug-n-play type equipment – networks don’t want to
 have to configure solutions).”
2.  In the LS S3-070025from TISPAN WG7, it is stated that:
“We now ask SA3/CT1 to work towards a solution for the legacy P-CSCF and NBA-aware P-CSCF part of the coexistence issue as soon as possible (Clause 6.3 of draft TR 33 803 version 0.0.2). Specifically, we ask that SA3/CT1 work on a protocol-based solution re using one of the mandatory existing headers. (TISPAN WG7 sees such a protocol-based based solution as a complement to a configuration-based solution.).”
]
Conclusion1: We can see that TISPAN need a mandatory protocol-based solution which needs to be worked out as soon as possilbe. 
Justification: 

· The configuration-based solution does not require any additional specification work and seems straightforward to implement. It is ready for 3GPP Release 7. 
[Comments: 
Configuration-based solution can be worked as a short-term solution only if protocol-based solution has not been worked out temporarily. Anyway protocol-based solution is needed as a long-term solution.
]
· On the other hand, there seems little chance that the protocol-based solution gets ready for Release 7. 

· It seems to require additional work by several standardisation bodies, namely TISPAN WGs, by 3GPP SA3 and CT1, and most importantly, by the IETF, because new a SIP parameter needs to be defined. 
[Comments:
There are two types of possible protocol-based solutions: 

Solution 1: Reusing one of the already existing mandatory headers and parameters.

Solution 2: Add a new parameter in one of the already existing mandatory headers.
The conclusion made by TISPAN #11Ter WG7/WG3 is (extracted from the TISPAN meeting report 11tTD018r3):
“It was commented that it will be difficult to get the IETF to create a separate parameter, 
and it was seen to be a risk to base the solution on assistance from the IETF.WG3 
perspective is: Re-use existing headers and parameters. The IETF will not give out a new 
parameter or private header. ”
Conclusion2: Regarding as protocol-based solution, TISPAN WG3/WG7 already prefer on solution 1 to avoid involving IETF, so it doesn’t need at all to define a new SIP parameter. 
]
· Furthermore, the protocol-based solution seems to require a protocol related new behaviour of the S-CSCF for the following reason: the idea of the protocol-based solution is that by a TISPAN-aware P-CSCF inserts the information that it is indeed TISPAN-aware in a header mandatorily generated by all P-CSCFs. The S-CSCF could then trust the information in this header. But the UE could also insert an identically looking header. As the legacy P-CSCF cannot check this malicious addition coming from UE, S-CSCF has to check whether this type of header appears twice and interpret this as an error case. This change of behaviour could not be decided by the security groups alone. 
[Comments:

We think the above highlighted texts seem to have misunderstanding for the protocol-based solution. The protocol-based solution is stated in TR33.803 sub clause 6.3:
“A TISPAN-aware P-CSCF shall include an indication about its capability to handle the “P-Access-Network-Info” header correctly, according to section 6.1, in an appropriate header field.  This header field is always generated by the P-CSCF, and could not have been inserted by a UE in the registration request. The S-CSCF shall trust the “P-Access-Network-Info” header only if the corresponding capability indication was received from the P-CSCF in the appropriate header field.

”.
The main issue is that what the appropriate mandatory header is, and most importantly, how to reuse it?
Huawei has provided such a solution to CT1#45 in the attached contribution and also in S3-060758, which proposes to reuse the the already existing mandatory P-Visited-Network-ID header. 
Regarding to this proposed solution, TISPAN #11Ter WG7/WG3 has made the following conclusions 

(Extracted from the meeting report 11tTD018r3):
1. It was commented that there are fields within the P-visited-network-ID header which can be

     used for this purpose.

2. Is the P-visited-network-ID header the most logical one to use?

The P-visited-network-ID header itself is ok to use …Better to have a clear semantic to separate 

these strings.

Conclusion3: The P-Visited-Network-ID is such an appropriate header, and both the TISPAN-aware P-CSCFs and legacy P-CSCFs shall be able to do some sanick check to avoid the malicious P-Visited-Network-ID header from the UE. So this header will appear only once in the S-CSCF and the S-CSCF only need to check whether this header includes the indication information of capability. So the above claimed new behaviour is not required.
]
Summary:
1. Configuration-based solution can be worked as a short-term solution only if protocol-based solution has not been worked out temporarily. Anyway protocol-based solution is needed as a long-term solution.
2. Since the issue has been discussed in several 3GPP/TISPAN meetings (SA3#43,#44,#45, and TISPAN #10bis,#10Ter,#12bis,#12Ter), and no other candidate protocol-based solutions except this one is provided and can meet the above requirements, we suggest SA3 agree the proposed protocol-based solution as the mandatory solution, and apply the following Pseudo-CR: 
2. Pseudo-CR:

6.3 Coexistence of TISPAN-aware and legacy P-CSCFs 

· 
· 




Protocol-based solution:
A TISPAN-aware P-CSCF shall include an extra string indication about its capability to handle the “P-Access-Network-Info” header correctly, according to section 6.1,  at the end of   the P-Visited-Network-ID  header field.  This header field is always generated by the P-CSCF, and could not have been inserted by a UE in the registration request. The S-CSCF shall  know which P-CSCF is TISPAN-aware only if the corresponding capability indication was received from the P-CSCF in the P-Visited-Network-ID header field.


2. Pseudo-CR:

The remainder of this document shows the text from the main part of TR 33.803 v0.2.0 with the proposed changes.
-----------------------------------------------------------
6.4 Coexistence of TISPAN-aware and legacy P-CSCFs 

· 
· 

Configuration-based solution:
This solution applies to those TISPAN-aware S-CSCFs that concurrently serve both TISPAN-aware and legacy P-CSCFs. 

The S-CSCF shall be configured in such a way that it knows which P-CSCFs are TISPAN-aware, according to section 6.1. The S-CSCF knows the P-CSCF which forwarded the registration request from the Via header. 
NOTE: Both EIS and NBA require the P-CSCF to be in the home network. This may help in realising the configuration-based solution. 




