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SA2 thanks CT1 for its reply LS to "Emergency Attach for UICC-less UE" (C1-061949/S2-063461). In response to the questions asked, SA2 provides the following answers:

Q1. 
When considering the four solutions have SA2 considered the backwards compatibility aspect? When a  Rel-7 UE with a UICC inserted performs an emergency attach in a pre-Rel-7 network then for the proposed solution 1 the network would handle this like a normal GPRS attach, whereas for the other solutions the emergency attach procedure would fail. Is this the expected behaviour?

A1.
SA2 has considered the backwards compatibility aspects associated with the four solutions listed in the original LS and is aware of the behaviour issues with respect to pre-release 7 networks. It is agreed that pre-release 7 SGSN do not support “emergency attach” and that in the case of UE having UICC, in principle there is no need to identify that the GPRS Attach is for such a purpose. SA2 however, has decided to have all UE’s (including those having a UICC) use the emergency access method before the IMS emergency registration or before the IMS emergency call (in the cases the UE does not perform any prior IMS registration). In this way the UE can quickly get to know whether the SGSN supports IMS emergency services or not. 

Q2.
With regards to solution 3 (i.e. defining a new procedure and message), CT1 would like to request SA2 to clarify the security requirements that have to be considered for this solution. Understandably for the UICC-less case no security can be applied. But should solution 3 be chosen and an IMS emergency session is made by a terminal with a UICC, can SA2 confirm that security (be it encryption and integrity or just integrity) could be applied for that emergency attach? The confirmation on this question will be a factor that CT1 will consider when studying solution 3.   

A2.
SA2 understands that the same security requirements apply for all 4 of the alternatives outlined in the original LS. As with emergency call in the CS domain, the security functions for an emergency PS session, if applicable, are guided by operator and regulatory requirements. It is seen that the existing security functions should be applied as specified in 23.060 when a “normal” UE (not in limited-service-state) equipped with a valid UICC is used for making the IMS emergency call. For the UICC-less case it is clear that all security functions cannot be applied. For the case of UE in limited service state in some cases the VPLMN in question does not have any roaming support for the UE (e.g. because there is no national roaming). Therefore the VPLMN is not able to get authentication keys and subscriber information from the UE’s Home PLMN and the emergency calls for such a UE must be handled in the same way as for the UICC-less terminal. 

SA3 should be consulted for confirmation what security functions are applicable for the different emergency call cases.


SA2 would like CT1 to also note that SA2 has further discussed the support of call-back for a UICC-less UE and SA2's decision for Rel-7 is that no support for call-back is required for a UICC-less UE.


2. Actions:

To TSG CT1 group

ACTION: 
SA2 kindly requests CT1 to note the responses above, and reminds CT1 of the original request for guidance on a preferred stage-3 solution, considering implementation complexity and access efficiency. 
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