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1
Opening of the meeting (Tuesday 13th February at 9:00 am)
2
Agreement of the agenda and meeting objectives

2.1
3GPP IPR Declaration
3
Assignment of input documents

4
Meeting reports

4.1
Approval of the report of SA3#45
4.2
Report from SA#34
4.3
Report from SA3-LI
5
Reports and Liaisons from other groups

5.1
3GPP working groups

5.2
IETF

5.3
ETSI SAGE

5.4
GSMA

5.5
3GPP2

5.6
OMA

5.7
TR-45 AHAG

5.8
TCG

5.9
Other groups

6
Work areas

6.1
IP multimedia subsystem (IMS)

6.1.1
TS 33.203 issues

6.1.2
Security for early IMS

6.1.3
Co-existence TR 

6.1.4
Security Requirements in Support of Cable Deployments


6.2
Network domain security: TCAP layer (NDS/TCAPsec)

6.3
Network domain security: IP layer (NDS/IP)

6.4
Network domain security: Authentication Framework (NDS/AF)

6.5
UTRAN network access security

6.6
GERAN network access security

6.7
GAA and support for subscriber certificates

6.7.1
TR 33.719 GAA

6.7.2
TS 33.220 GBA

6.7.3
TS 33.221 Subscriber certificates

6.7.4
TS 33.222 HTTPS-based services

6.7.5
TS on GBA push

6.8
WLAN interworking

6.9
Multimedia broadcast/multicast service (MBMS)

6.10
Key Management of group keys for Voice Group Call Services

6.11
Selective disabling of UE capabilities

6.12
Trust requirements for open platforms

6.13
Liberty-3GPP security interworking

6.14
SAE/LTE security
6.15
Key establishment 
6.15.1
Between UICC and other devices 

6.15.2
Between UICC hosting device and other devices
6.16
Protection against SMS and MMS spam
6.17
Other areas


7
Review and update of work programme

8
Future meeting dates and venues

9
Any other business

10
Close (Friday 16th February 16:00 pm at latest) 

Meeting objectives:

· Because of the SA plenary decisions on SAE (and further work by SA2 on the same subject), it seems that some of our SAE/LTE security work is on the “critical path” as regards the overall progress of the work. Therefore, we have to put high priority on this work area, especially on providing a good reply to the questions SA2 have asked us in the LS S2-070590;

· Another primary objective is to get all those work items that we believe should fit into release 7 into a state where only corrections are needed afterwards (i.e. category “F” CR’s). If we anyway fail to get some work item into this state, we have to report this to SA plenary by filling in the form SP-060939 (for each such WI). Here, some help from rapporteurs is needed;

· A secondary objective is to progress work that we believe would end into Release 8.  
Preliminary schedule of the meeting:

· SA2 has asked us to reply to the LS S2-070590 already from the first day of our meeting (to have it available for the joint SA2/RAN meeting on SAE/LTE). Therefore, it is best to begin with SAE/LTE security in agenda item 6.

· Then, the planned milestones for each day of the meeting are as follows:

· Tuesday: completion of items 1-5 and technical items in 6.14-6.17;

· Wednesday: Technical items 6.1 – 6.6, hopefully most of 6.7; 

· Thursday: rest of 6.7 and items 6.8 – 6.13;

· Friday: handling of output documents and agenda items 7-10.

- 
Additional break-out sessions are probably arranged in some evenings.

