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3GPP SA2 thanks SA3 for their LS S2-061461/ S3-060335. SA2 would like to align with SA3, to determine if a further clarification towards IEEE 802.11u is necessary. The following text is cited out of previous LSs S2‑053034 sent by SA2 and S3‑050845 sent by SA3 to IEEE 802.11u.

The LS from SA2 stated: "Regarding R3A1, 3GPP SA2 sees a potential security threat when enabling a device to simultaneously connect to networks under the control of different, unrelated service providers. 3GPP also has a concept of a Home Network for a user and the user is not considered to have multiple home networks”

The LS from SA3 stated:  “...if a user had other subscriptions with different home providers, SA3 would see no threat when the user gained simultaneous access to his multiple home providers simultaneously.”
IEEE 802.11u stated: “We would like to have more detail on the threats you see associated with this scenario and feels that it has received conflicting statements from 3GPP SA2 and SA3 on this issue, and we would kindly request clarification of this.”
SA3 stated: SA3 agrees that the statements by SA2 and SA3 appear to be conflicting. SA3 still believes that there is no threat when the user gains simultaneous access to multiple home providers simultaneously, assuming that different subscriptions (with different SIMs or USIMs) are used with different home providers.
SA2 would like to further clarify the concerns regarding allowing a device to simultaneously connect to networks under the control of different, unrelated service providers. SA2 thinks that in such a case the device could act as a router, directly routing traffic coming out of the network of one service provider into the network of the other service provider.

2. Actions:

To TSG SA3 group

ACTION: 
SA2 kindly requests to clarify, if above scenario, where a device could act as a router, directly routing traffic coming out of the network of one service provider into the network of the other service provider can be seen as potential security threat.
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