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---- First Change ---- 

6.2.3.1
Procedures at the UE

On sending a REGISTER request in order to indicate support for early IMS security procedures, the UE shall not include an Authorization header field and not include header fields or header field values as required by RFC3329. The From header, To header, Contact header, Expires header, Request URI and Supported header shall be set according clause 5.1.1.2 of TS 24.229 [7]. 

Else, the UE has to be intended as “Fully compliant IMS” and, then, the network shall behave according to TS 33.203 [2] and TS 24.229 [7].  

On receiving the 200 (OK) response to the REGISTER request, the UE shall handle the expiration time, the P-Associated-URI header field, and the Service-Route header field according clause 5.1.1.2 of TS 24.229 [7].

The UE shall support SIP compression as described in TS 24.229 [7] subclause 8.1.1 with the exception that no security association exists between the UE and the P-CSCF. Therefore, when the UE creates the compartment is implementation specific.

NOTE 1:
Early IMS security does not allow SIP requests to be protected using an IPsec security association because it does not perform a key agreement procedure.

NOTE 2:
The UE shall not use the temporary public user identity used for registration in any subsequent SIP requests.

6.2.3.2
Procedures at the P-CSCF

NOTE:
As specified in RFC 3261 [6], when  the P-CSCF receives a SIP request from an early IMS UE, the P-CSCF checks the IP address in the "sent-by" parameter of the Via header field provided by the UE. If the "sent-by" parameter contains a domain name, or if it contains an IP address that differs from the packet source IP address, the P-CSCF adds a "received" parameter to that Via header field value. This parameter contains the source IP address from which the packet was received.

6.2.3.2.1
Registration

When the P-CSCF receives a REGISTER request from the UE that does not contain an Authorization header and does not contain a Security-Client header, the P-CSCF shall handle the Path header, the Require header, the P-Charging-Vector header and the P-Visited-Network-ID header as described in clause 5.2.2 of TS 24.229 [7]. Afterwards the P-CSCF shall determine the I-CSCF of the home network and forward the request to that I-CSCF.

If the P-CSCF supports both Early IMS and the IMS security solution specified in TS 33.203 [2], the P-CSCF shall handle the Path header, the Require header, the P-Charging-Vector header and the P-Visited-Network-ID header as described in clause 5.2.2 of TS 24.229 [7]. 
When the P-CSCF receives a 200 (OK) response to a REGISTER request, the P-CSCF shall check the value of the Expires header field and/or Expires parameter in the Contact header. When the value of the Expires header field and/or expires parameter in the Contact header is different than zero, then the P-CSCF shall:

1)
handle the Service-Route header, the public user identities, the P-Associated-URI header, the P-Charging-Function-Address header as described in clause 5.2.2 of TS 24.229 [7] for the reception of a 200 (OK) response; and

2)
forward the 200 (OK) response to the UE.

The P-CSCF shall support SIP compression as described in TS 24.229[7] subclause 8.2.1 with the exception that no security association exists between the UE and the P-CSCF. Therefore, when the P-CSCF creates the compartment is implementation specific. 
---- Next Change ---- 

6.2.3.3
Procedures at the I-CSCF

If the I-CSCF receives an initial REGISTER request with no Authorization header included, the I-CSCF shall not reject the message. Instead, it shall behave as described in section 6.2.5.1. 

If the I-CSCF supports both Early IMS and the IMS security solution specified in TS 33.203 [2], the I-CSCF shall not reject the REGISTER request, regardless of the Authorization header being included or not. Instead, it shall behave as described in section 6.2.5.1. 

Early IMS security requires that the I-CSCF between a P-CSCF and S-CSCF does not alter the Via header for requests and responses sent in the direction from the UE to the S-CSCF. An I-CSCF between an S-CSCF and another S-CSCF is unaffected by early IMS security. 

The S-CSCF reselection procedure described in clause 5.3.1.3 of TS 24.229 [7] shall not be applied.
6.2.3.4
Procedures at the S-CSCF

6.2.3.4.1
Registration

Upon receipt of a REGISTER request without an Authorization header, the S-CSCF shall:

1)
identify the user by the public user identity as received in the To header of the REGISTER request;

2)
check if the P-Visited-Network header is included in the REGISTER request, and if it is included identify the visited network by the value of this header;

3)
if no IP address is stored for the UE, query the  HSS, as described in clause 6.2.5 with the public user ID as input and store the received IP address of the UE;

NOTE:
At this point the S-CSCF informs the HSS, that the user currently registering will be served by the S-CSCF by passing its SIP URI to the HSS. This will be indicated by the HSS for all further incoming requests to this user, in order to direct all these requests directly to this S-CSCF.

4)
check whether a "received" parameter exists in the Via header field provided by the UE. If a "received" parameter exists, S-CSCF shall compare the IP address recorded in the “received” parameter against the UE's IP address stored during registration. If no "received" parameter exists in the Via header field provided by the UE, then S-CSCF shall compare IP address recorded in the "sent-by" parameter against the stored UE IP address. In both cases, if stored IP address and the IP address recorded in the Via header provided by the UE do not match, the S-CSCF shall query the HSS, as described in clause 6.2.5 with the public user ID as input and store the received IP address of the UE. If the stored IP address and the IP address recorded in the Via header provided by the UE still do not match the S-CSCF shall reject the registration with a 403 (Forbidden) response and skip the following steps.

5)
handle the Cx Server Assignment procedure, the ICID, each non-barred registered public user identity, the Path header, the registration duration as described in clause 5.4.1.2.2 of TS 24.229 [7]; and send a 200 (OK) response to the UE as described in clause 5.4.1.2.2 of TS 24.229 [7]. 
When a user de-registers, or is de-registered by the HSS (cf. section 6.2.1), the S-CSCF shall delete the IP address stored for the UE. 

Upon receipt of a REGISTER request with an Authorization header, the S-CSCF shall behave according to TS 33.203 [2] and TS 24.229 [7].  
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