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In their LS SP-060235 (= S3-060304) entitled “LS on Authentication mechanisms to IMS”, SA gave five recommendations from the perspective of consistency of IMS when used in different environments. This LS explicitly mentioned the TISPAN-defined authentication method “NASS-bundled IMS authentication” (NBA) and stated that “incompatibilities with the existing 3GPP authentication schemes shall be avoided” (Recommendation 3). 
SA3 took the recommendations into account and discussed them in their joint meeting with TISPAN WG7. This joint meeting resulted in the proposal to create a 3G TR under SA3’s responsibility entitled “Coexistence between TISPAN and 3GPP authentication schemes”. When progressing the work on the TR during SA3#44, a question regarding the scope of this work arose on which no consensus could be achieved in SA3. It relates to the fact that TISPAN specifies not only the authentication method NBA, but (in an informative Annex to ETSI TS 183033) also the use of HTTP Digest (RFC2617) in the TISPAN environment. 

A majority of companies at SA3#44 felt that it was appropriate to also take the HTTP Digest authentication method in the TISPAN environment into account when working on coexistence between TISPAN and 3GPP authentication schemes. They saw the risk that, otherwise, the TR would become obsolete if operators started using this authentication method in the future. This group of companies saw their view supported by recommendation 5 in the LS from SA, which stated: “The recommendations should also be applicable accordingly in similar environments using IMS.”

A second group of companies felt that SA had authorised SA3 to do work only on NBA. They held that dealing with any other authentication method would require explicit approval by SA. The background for the concern was that HTTP digest is a username/password based mechanism, which was viewed as weak. 
As this question regarding the scope of SA3 work on coexistence between authentication schemes appears to be of general significance, affecting the role of 3GPP in ensuring the unity of IMS specifications, SA3 decided to send this LS. 
SA3 would like to add that the question is NOT whether to allow access to IMS for 3G subscribers using authentication methods other than those specified in 3GPP specifications. This implies that access to IMS for 3G subscribers is always UICC-based.
Actions to 3GPP SA: 

3GPP SA is kindly asked to give guidance to SA3 which of the following two approaches to the work on coexistence between TISPAN and 3GPP authentication schemes is appropriate:
1. Conduct the work in such a way that it does not only solve the immediate problem of coexistence between 3GPP authentication schemes and TISPAN-defined NBA, but has the capability to be extended also to other IMS authentication schemes, which may become relevant for the use of IMS in an FMC environment. These other IMS authentication schemes would include HTTP Digest, as already defined by TISPAN.
2. Limit the work to solve the immediate problem of coexistence between 3GPP authentication schemes and TISPAN-defined NBA and, if authorized by SA, TISPAN-defined HTTP Digest.
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