3GPP TSG SA WG2 Architecture — S2#49
S2-052702

7 –11  November, 2005

Yokosuka, Japan
Source:
NTT DoCoMo, Inc
Title:
HO performance improvement

Document for:
Discussion
Agenda Item:
8.3

Work Item / Release:
VCC

1. Introduction

The handover from CS to IMS is based on the premise that a VCC enabled UE needs to connect to IMS through WLAN before it utilize VCC capability. It is desirable to clarify the procedure of connection at this stage and to investigate and discover room for improvement.

2. Discussion

IMS connection through IP-CAN requires 3 sets of security associations as follows:

1. UE – WLAN AP (WEP, etc.)

2. UE – PDG (IPsec.)
3. UE – IMS (IPsec.)
[image: image1.wmf]UE

UE

WLAN

AP

WLAN

AP

PDG

PDG

IMS

IMS

IPsec

.

IPsec

.

WEP,etc

.

UE

UE

WLAN

AP

WLAN

AP

PDG

PDG

IMS

IMS

IPsec

.

IPsec

.

WEP,etc

.

This potentially cause unnecessary long HO time or unneccesarry UE processor power, due to the necessity of 3 sets of security associations establishment after the decision of execution of handover from CS to IMS.

These associations are considered necessary to address the case of missing security in the distant part from UE, i.e. between AP, PDG and IMS. However, in the case of effectively secured link between PDG and IMS (e.g within the same operator), the security association 3 ( between UE and IMS ) is redundant and possibly lengthen HO time.

3. Proposal

Based on the discussion above, proposed texts to TS are as follows. In addition, detailed descriptions should be investigated and put to the Annex of the TS and other related TS should be revised.

7
Security
7.1 Security Assumption

- In certain secure situation, the security association between PDG and IMS is not required in order to improve handover performance from CS to IMS.
Editor's note: 
- Necessary changes are to be made to the related TS.


















Figure � SEQ Figure \* ARABIC �1�.  3 sets of security associations








