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1. Introduction
SA3 thanks CT1 for the received LS. The response is sent also to SA as SA3 believe that guidance from SA is required regarding the proper handling of the ETSI TISPAN authentication method “NASS bundled authentication” in 3GPP.

The LS from CT1 stated:

“As part of the work item System enhancements for fixed broadband access to IMS (FBI) 3GPP WG CT1 has been studying the alignment between 3GPP TS 24.229 and DES/TISPAN-03019. 

Two issues have been identified where there is a requirement for convergence of ETSI TISPAN WG7 and 3GPP SA3 before progress can be made in the stage 3 SIP protocol. These are:

· Mechanism for the provision of the public user identity and private user identity in the absence of USIM and ISIM. ETSI TISPAN wish to support terminals that do not contain a UICC (...)
· NASS bundled authentication (...).”

“3GPP WG CT1 would like to understand what common agreements are going to be achieved in these areas. Because of the impact of 3GPP TS 24.229, and the complex interaction that can exist between this functionality and other features that may be added in the future, 3GPP CT1 consider it important that a single harmonised text is contained in 3GPP TS 24.229. For security procedures, this implies a single harmonised agreement within 3GPP TS 33.203. This convergence relates both to the text itself, and to the status of the requirements (i.e. normative or informative).”
The LS from CT1 asked SA3 “to advise 3GPP CT1 on the current status of convergence with ETSI TISPAN, and to take account of the two areas stated above in the convergence discussions.”
SA3 agreed to respond as follows: 

Re “Mechanism for the provision of the public user identity and private user identity in the absence of USIM and ISIM”:

It is SA3’s understanding that solutions not involving a UICC should not be prevented by 3GPP specifications, but should be specified in ETSI TISPAN documents. This is in accordance with CR0089 (SP-050844) to 33.203 accepted at SA#30. 

Re “NASS bundled authentication”:

NASS bundled authentication is an authentication method, which is very similar in nature to the “Early IMS” authentication method, specified in TR 33.978, in that both methods rely for IMS authentication on a foregoing access network authentication. This access network is ETSI TISPAN’s Network Access Subsystem (NASS) in the case of NASS bundled authentication, and GPRS and UMTS PS domain respectively in the case of Early IMS. The procedures in the core network are somewhat different, however, due to different architectural requirements. 
At the joint meeting between 3GPP SA3 and TISPAN WG7, which took place on 14 September 2005, it was agreed (cf. meeting report in S3-050806, D-WG7-3) that “TISPAN WG7 drives forward the specification work on bundled NASS-IMS authentication and makes available the results to SA3 for further consideration and a decision then. A close co-operation between WG7 and SA3 is required to meet the stringent time constraints.” So far, SA3 has not received any communication from ETSI TISPAN on the matter of NASS bundled authentication after the aforementioned joint meeting.

But during SA3#42, SA3 performed a preliminary analysis of specification text provided in DES/TISPAN-03019 (made available as C1-060024, which was attached to the LS from CT1). This analysis showed that there may be interoperability problems caused by NASS bundled authentication, as DES/TISPAN-03019 would seem to make the use of Early IMS impossible. This clearly shows the need for further analysis and harmonisation. 

Explanation: According to DES/TISPAN-03019, section 5.4.1.2, the S-CSCF distinguishes only between two authentication methods, IMS-AKA (as specified in the main body of 3G TS 33.203) and NASS bundled authentication. Even worse, a SIP REGISTER request from an Early IMS UE would appear to the S-CSCF to be a request from a UE using NASS bundled authentication. This is clearly undesirable in any case, and unacceptable if DES/TISPAN-03019 became normative 3GPP specification text. 
SA3 suggests two alternative ways forward for 3GPP to deal with NASS bundled authentication:

1) specify NASS bundled authentication in a 3G TR, covering both stage 2 and stage 3 aspects. This approach is suggested by the similarity of the NASS bundled authentication feature with Early IMS, which was also handled in this way. The TR would be under the prime responsibility of SA3, and would be reviewed by relevant 3GPP working groups (at least including SA2 and CT1) and TISPAN working groups. Decisions on the TR would have to be handled jointly. 
2) specify NASS bundled authentication in TISPAN documents only, but ensure the compatibility of these documents with 3G specifications through a joint review process of the relevant 3GPP and TISPAN working groups.
SA3 prefers approach 1) as it seems best suited to ensure the harmonisation of different uses of IMS in various contexts.

SA3 would also like to point out that uses of IMS over access networks other than UMTS or TISPAN NASS, e.g. cable networks, may be expected, which may make a general approach to handling similar requests from other standardisation bodies advisable.

2. Actions:

To CT1:

SA3 kindly asks CT1 to take note of the above and send any comments to SA3 and SA, as appropriate.
To SA:

SA3 kindly asks SA to decide on the way forward to handle NASS bundled authentication within 3GPP and then inform TISPAN and the relevant 3GPP working groups of the decision.
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