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1. Overall Description:

ETSI SCP TEC thanks 3GPP TSG SA3 for the LS on "Key establishment between a UICC and a terminal". 

In this LS it was asked if SCP TEC identified special needs or features for the key establishment mechanism (e.g. mechanism to invalidate a key).

As a technical working group we believe that mechanisms for key renewability and key invalidation make sense and should be specified. 

2. Actions required to 3GPP SA3:

SA3 is kindly asked to keep ETSI SCP TEC informed about their work on this topic.

2.  Date of Next ETSI SCP TEC Meeting:
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