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Abstract of document:

This document has been prepared by 3GPP SA WG3 together with ETSI SAGE, and contains an example A8_V algorithm which may be used as key generation function to generate the key VSTK for VGCS and VBS ciphering. (It is not mandatory that the particular algorithm specified in this document is used - the A8_V key generation function is operator-specifiable rather than being fully standardised). The example A8_V algorithm is called A8_V MILENAGE as it is based on the f3 function of MILENAGE.
For VGCS and VBS ciphering in the GSM system (See TS 43.020 Rel-6) the security function A8_V has been specified. The operation of this function falls completely within the domain of an individual operator, and the function is therefore to be specified by each operator rather than being fully standardised. The algorithm specified in this document is an example that may be used by an operator who does not wish to design his own.
Changes since last presentation:

This document has not been presented to TSG SA for information. SA WG3 request approval of this algorithm specification directly on first presentation.

Outstanding Issues:

Distribution rights and procedures need to be set up by 3GPP and GSMA.
Contentious Issues:

None.
