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1. Overall Description:
In order to minimize synchronization failures, the AuC in the HLR may allocate different SQN index values according to the domains where the authentication vectors are going to be used. This implies that the HLR needs to know the authentication domain when generating the authentication vectors.
According to TS 29.002, only CS and PS domains can be currently identified in the authentication vector request to the HLR on the MAP interface. However, the MAP interface could also be used internally by the HSS to request authentication vectors for IMS, GBA and WLAN domains to a pre-existing HLR.
The attached contribution, S3-050729, discusses this issue and proposes the addition of the new requesting node type values s-cscf, bsf and aaa-server corresponding respectively to IMS, GBA and WLAN authentication domains.
1- SA3 agreed on the benefit of reserving new requesting node type values corresponding to IMS, GBA and WLAN domains as they could be used internally by the HSS to indicate the authentication domain to the HLR part.
Therefore, SA3 kindly asks CT4 to consider making such an addition in TS 29.002.
2- It was also commented in SA3 that it could be further studied whether the WLAN domain should be subdivided into the following domains: 
- WLAN Direct IP access
- WLAN 3GPP IP access
- Generic Access Network
SA3 would welcome any feedback from CT4 on this point.
2. Actions:

To 3GPP CT4 group:

SA3 kindly asks CT4 to take into account the above issues.
3. Date of Next TSG-SA3 Meetings:
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Asia
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