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1. Overall Description:

ETSI SCP approved a Work Item on “Secure Channel between a UICC and an end point terminal”. In its scope: 

1) use cases have been presented to highlight the need today existing to protect data communication between a smart card and a terminal;

2) requirements to which the technical solution shall comply have been agreed;

3) the outcome of this work is going to be included in next release of ETSI TS 102 412. 

However, some notable aspects do not fall into the scope of this work item: for example the definition of a key establishment mechanism between the UICC and the terminal end point. 

Recently, SA3 has approved the work item description “Key establishment between a UICC and a terminal”. ETSI SCP would kindly ask 3GPP SA3 the following 

2. Actions required to 3GPP SA3:

ACTION1:
SA3 is kindly asked to consider ETSI SCP work on Secure Channel as a use case for the definition of the key provisioning mechanism;
ACTION2:
SA3 is asked to take into account such use cases when defining the key establishment mechanism.
ACTION3:
SA3 is kindly asked to keep ETSI-SCP Plenary and ETSI-SCP TEC informed about their work on this topic.

3. Date of Next ETSI SCP REQ Meetings:

ETSI SCP REQ #7: 12th –14th December, San Francisco, US

