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1 Introduction

During SA3#40 meeting the Work Item Description on “Key establishment between a UICC and a terminal” was agreed by SA3 with the view to present it to TSG SA plenary for approval in December pending SA1 decision. 

A liaison statement to SCP, TCG Mobile Phone WG, copy Bluetooth SIG group, was provided in TD S3-050626 and a liaison statement to SA1 was provided in TD S3-050627. 

2 Status

This section gives the status of ETSI SCP and 3GPP-SA1 decisions regarding the work on “secure channel between a UICC and an end point terminal” and “Key establishment between a UICC and a terminal”. 

· ETSI SCP 

The requirements for “secure channel between a UICC and an end point terminal” have been approved at ETSI SCP#22 meeting. 

ETSI SCP REQ

ETSI SCP REQ sent Reply LS to SA3 in SCPr050466 during SCP REQ#6 meeting.

ETSI SCP REQ informs SA3 that ETSI SCP REQ group approved a work item on “Secure Channel between a UICC and an end point terminal” and gives the scope of this WID. SCP REQ confirms that “some notable aspects do not fall into the scope of this work item: for example the definition of a key establishment mechanism between the UICC and the terminal end point.” 

The Reply LS requires three actions for SA3. 

“ACTION1:
SA3 is kindly asked to consider ETSI SCP work on Secure Channel as a use case for the definition of the key provisioning mechanism;

 ACTION2:
SA3 is asked to take into account such use cases when defining the key establishment mechanism.

 ACTION3:
SA3 is kindly asked to keep ETSI-SCP Plenary and ETSI-SCP TEC informed about their work on this topic.” 

ETSI SCP TEC

A Work Item Description was proposed during ETSI SCP TEC#06 meeting on “Secure channel between a UICC and an end-point terminal” to continue the work, which began in ETSI SCP REQ. The approval of the WID was postponed to the next ETSI SCP TEC meeting due to lack of time. 

· 3GPP-SA1

SA1 sent Reply LS to SA3 in TD S1-0501247during SA1#30 meeting. 

SA1 informs SA3 that “SA1 supports the view of SA3 on the need to start specification work in this area. The proposed WID attached to the SA3 LS is regarded appropriate to specify the required SA3 security aspects”.
There is no action for SA3.

3 Proposal

We kindly ask SA3 to present the Work Item Description on “Key establishment between a UICC and a terminal”, TD S3-050726, to TSA SA#30 for approval. 

The content of the WID, TD S3-050726, corresponds to the text agreed in TD S3-050625 during SA3#30 meeting. 













