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1 Introduction
At the last SA3 meeting in Montreal, we have given one contribution S3-050394 to introduce the method on how to Interworking between UE and S-CSCF. Our proposal is that we can judge the authentication method from service capability information coming from HSS. At that moment one question is about whether we can judge the authentication method which user choose directly from the SIP message, and by that way to select the correct S-CSCF. 
The difference between two methods is that we can only get one authentication method but in the service capability information we can get more than one authentication method information. And in the current IMS specification there some restriction that different IMPU in one IMS subscription must be in the same S-CSCF. Considering that different IMPU may use different authentication method, we think it maybe more suitable for judge the authentication method from service capability information coming from HSS.

Here we will give an analysis of reason why we can only judge the authentication method user used from HSS response. 
2 Discussion

In the TS23.228 section 4.3.3.4, we can find below description:
“4.3.3.4 Relationship of Private and Public User Identities

……………………
The IMS service profile is defined and maintained in the HSS and its scope is limited to IM CN Subsystem. A Public User Identity shall be registered at a single S- CSCF at one time. All Public User Identities of an IMS subscription shall be registered at the same S- CSCF. The service profile is downloaded from the HSS to the S- CSCF. Only one service profile shall be associated with a Public User Identity at the S- CSCF at a given time. Multiple service profiles may be defined in the HSS for a subscription. Each Public User Identity is associated with one and only one service profile. Each service profile is associated with one or more Public User Identities.

……………………..

The relationship for a shared Public User Identity with Private User Identities, and the resulting relationship with service profiles and IMS subscription, is depicted in Figure 4.6.

An IMS subscription may support multiple IMS users.

……
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Figure 4.6: The relation of a shared Public User Identity (Public-ID-2) and Private User Identities.”

It clearly defines two requirements:
1) One IMS subscription can include more than one Private User Identity (IMPI). It does not require that different IMPI in one IMS subscription must share with at least one IMPU. It maybe happen that IMPU in one IMS subscription is not shared between different IMPI. That maybe look like as below figure (IMPU2 is not shared with IMPI1/IMPI2),
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Figure 1
2) All IMPU in one IMS subscription must be registered in one S-CSCF. 
If we want to judge the authentication method using the receiving SIP message, it may lead to two problems.

One problem is whether we can register a subscriber to one S-CSCF for early IMS and to another one for full S-CSCF, given that one IMPU would then be registered at only one S-CSCF. We think that proposal can not be accepted. For some current existing IMS specifications (such as TS29.228) are based on that requirement. If we violate that requirement, that also means we need modify some existing IMS specifications. As those specifications have been frozen, it is impossible to modify those specifications now. 
Another problem is whether we can require that one IMS subscription can only cover one authentication method. Now in the TR 33.978, our restriction is “one IMPU is associated with only one IMPI”. So the relationships between IMPI/IMPU/IMS Subscription as figure 1 also comply with TR33.978 restriction. Then it is also possible that different IMPU use different authentication method in one IMS subscription. We also think this requirement does exist. 
This requirement maybe that operator hopes to manage the subscriber’s data easily. 
Case 1: User may have same USIM but using different UE to register to IMS network. 
Case 2: User may also have two UE, one is GSM handset, and the other is 3G handset. 

Because it is same user, user may want to have same service profile. They hope the difference between two scenarios just on registration. After user registration, they can get same service from S-CSCF. So they hope that there are common service profiles. If we divide the same user into two different IMS subscription because of the authentication method, we have to duplicate those service profiles and other data such as charging information. That also means operator may not easily to manage those data especially in the service profile modification situation. For example if operator wants to delete one user data due to charge reason, now it may need check and delete it twice. 
By the way from our view, if operator feels it maybe difficult to support both authentications from beginning, they can choose divides the user to two different IMS subscription temporary. And later they can combine the two IMS subscription into one. But now if we select the method judging the authentication method only by SIP message, then we always need that the user be divided into two IMS subscription. That is not we would like. 

3 Proposal
From our above analysis we still think that the method judging the authentication method using the service capability information from HSS was a more suitable method. Attached CR is also provided.
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