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1 Introduction
At the last SA3 meeting in Montreal, we have given one contribution S3-050395 to solve the issue about S-CSCF re-selection. Our method is based on “Cseq” header. No decision was made at that moment. Before this meeting we have got some other possible solutions which based on “Contact header”. In this contribution we analyze these solutions, and hope that can help us to find the best one to solve the issue mentioned in S3-050395. 
2 Discussion

2.1 Method A—Based on the Cseq header
In last meeting we have ever given the reason why we can select Cseq header to solve that problem. It can be summarized as below:
1) As the RFC3261 guide the UE should only increase the Cseq number with same CallID value between different periodic registrations in one reboot cycle. In can help the network to distinguish the newer message. 
2) In the early IMS, the registration can be done in one transaction. It only needs one number in Cseq header to distinguish the initial register message from non-initial one. 

3) Different initial registration can be distinguished by different CallID value. 
We suggest that the initial registration must always have one same special Cseq which can not be used by non-initial registration. If UE want to originate a new initial registration, it can use different Call-ID but with same Cseq number.
The advantage of this method:
A) For the Cseq header normally is out of user’s control, if UE is compliance with this method, then we only need test it one time. The result of registration will not be changed as user preference.

B) We do not change the basic meaning of the Cseq header. It will not block the Interworking function between different network entities.

C) Most of UE compliance with RFC3261 may have one special value. We only need change that special value to Early IMS required. The requirement to the UE is little
In the Vodafone contribution S3-050495, it gives some disadvantages. Our comment is as below,

“1.
It is difficult to test. If, for example, you mandate that CSeq=1 means initial registration and you test a terminal and it uses CSeq=1 for an initial registration, it is not clear whether this CSeq value was chosen because the terminal complies with the standard or because the terminal happened to choose this value.”
[Huawei] Early IMS UE also need comply with some 3GPP standard, such as it need support some special 3GPP P-Header (RFC3455). It does not means that any UE can access to 3GPP system using the Early IMS authentication method. If we have clearly defined the initial registration and select one special value, the UE complying with Early IMS standard will not faulty use that Cseq.
On the other way if we think some UE may not fully comply with Early IMS standard and faulty use that special Cseq number, the same question may also happen when we select the “display name” method. For user maybe also define his display name as that special display name as he liked. 
“2.
If a terminal is not compliant, it can choose the special CSeq value for a non-initial registration. This might cause I-CSCF to re-select an S-CSCF for the terminal when it should not. “
[Huawei] That is what we said that an UE can access to the 3GPP using the Early IMS method, it should also obey to some standards. If you do not obey the standard, just as we in the non initial register message using the special display name, it will also cause same error.
“3.
The implementation of choosing the CSeq value in the terminal must be able to test whether the request is a REGISTER request, and also test whether the request is an initial REGISTER request. These tests must be performed for every request that is sent to determine the CSeq value. Therefore the function to allocate CSeq becomes a little more complex.”
[Huawei] That special Cseq only have extra meaning in the register message. When user originate non-register message, it can do as current behaviour, not need any extra behaviour. UE only need to check whether it is the initial register message in the registration procedure. And normally the UE will do some special behaviour on the initial registration, such as release the existing dialog. The procedures of initial and non-initial registration are different. Here we only require when UE originate the initial register message, it must using that special Cseq number. We do not think it will add some more complex work to UE.
2.2 Method B—Based on the Display name in Contact header
In contribution S3-050495, one method maybe uses the special “display name”. Here our concern is that the “display name” has special meaning. If we change that meaning, it maybe has following disadvantages:
A) Block some service 

The “display name” in the contact header should not be used by any other sip register message except the initial register message following the Vodafone suggestion. If not, the “display name” may be changed as user liked. Then we can not assure that user do not use that special display name. If that, it will cause the network not to know whether the register message was the initial register message or just the user’s name is that special display name. Then it may also happened that we have ever firstly test the UE correctly using that special display name but at the next time user change his display name and incorrectly use that special display name. 
In summary, user can not use the “display name” parameter in the register message (the special display name in the initial register message is added by UE but not by user). As we recheck the RFC 3261, it is clearly described that the “display name” can be included in the contact parameter.

“20.10 Contact
       A Contact header field value provides a URI whose meaning depends on the type of request or response it is in. 

       A Contact header field value can contain a display name, a URI with URI parameters, and header parameters”
It also means that any SIP register message should be able to include the “display name” parameter in the contact header. Here we will give one service example to show that the display name parameter in the contact header maybe useful for some service.

Now in the internet there exist one IM/Presence service, that user can hide his really identity and freely use any name as he liked to chat with other person. If we want introduce that service to mobile network, we think the “display name” parameter in the contact header maybe the most suitable place. 

Normally “From/To” header value in the register message can only be derived from operator assigned parameter (such as derived from ISIM/USIM or SIM), this can be used to identify who the user is. User should not be able to change the “To” header parameter without operator permission. AS user maybe not want to display his really identity to others, but want to use another display name even in anonymous form to show to others. And he also hope he can freely change his display name as he liked, such as he can freely changed the terminal and register his terminal capability to network in the contact header. We think that the “To” header normally used to identify user and recognized by operator, that header should only be controlled by operator. The “Contact” header normally will include some user's special parameter such as terminal capability. For that reason we think it maybe more suitable to let user register his display name in the “Contact” header not in the “To” header for the IM/Presence service we given.
For we can not use “display name” in contact header in the register message if we select the method based on Vodafone suggestion , then the above service maybe be blocked. That also means some service need do some change when UE use the Early IMS method based on Vodafone suggestion. 

RFC3261 has given the possibility of using the "display name" parameter in the “Contact” header. We think that possibility should not be forbidden only for using the Early IMS authentication method.
B) Block Interworking function
 As above example if we changed the meaning of the “display name”, we also need investigate whether it will block the Interworking function between different network entities and do some extra behavior for the existing network entities. If it does affect some of the existing network entities, it is not we liked. 
2.3 Method C—Based on the new parameter in the Contact header
In contribution S3-050495, it also gives another method using a new parameter “initial-registration”. Our concern is as below:
A) The standard procedure of this new parameter.

As Vodafone also point out that all new parameter must be documented in an RFC and registered with IANA. It maybe almost certainly rules out this solution.
3 Proposal
From our analysis we still think that the method based on the “Cseq” header maybe the most acceptable method. Attached CR is also provided. 


























































































