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1. Reply to SA1’s questions
SA3 thanks SA1 for their liaison statement.
SA1 requested that SA3 reviewed the initial high level requirements in S1-050581 (CR to TS 22.101) and determined if there were any impacts to security and authentication requirements.
The security-related requirements stated in S1-050581 are: 

 - Voice call continuity shall not adversely impact the security of the 3GPP system.

 - Security mechanisms of the 3GPP system shall be reused for voice call continuity.
SA3 agreed that these requirements sound fine, but that further study of the solution proposed for stage 2 was needed, before SA3 could confirm that it was feasible to satisfy these requirements.

Furthermore, the following question was raised during SA3#39, which could not be answered in the meeting:

Does VCC include handover of GSM subscribers with SIM cards to IMS? 
If so then this would allow access to IMS based on SIM cards. Currently, only access based on USIMs or ISIMs is allowed, according to TS 33.203. The only exception to this is the so-called “early IMS” (TR 33.978), which, however, relies on GPRS or UMTS PS security and is not applicable to IMS access over WLAN. 
2. Actions:

To SA1 group
ACTION: 
SA3 kindly asks SA1 to answer the following question:
Is VCC intended to include handover of GSM subscribers with SIM cards to IMS? 
3. Date of Next TSG-SA3 Meetings:

SA3#40
12 – 16 Sept 2005
Portoroz, Slovenia
ETSI or EF3
SA3#41
15  – 18 Nov 2005
(tbc)
Qualcomm (tbc)
