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Action/Decision Requested: 

TISPAN WG7 thanks 3GPP SA3 for their Liaison (S3-050303) on IMS security extensions for 3GPP release 7 and the proposal for a joint meeting in Portorose, Slovenia, in the week 12th to 16th September 2005.

TISPAN WG7 can confirm that the date of the joint meeting will be Wednesday 14th September 2005 at

GRAND HOTEL BERNARDIN 
Obala 2
6320 Portorož

Slovenia
TISPAN can also confirm that 3GPP SA3 would be able to hold their SA3#40 meeting during the rest of the week at the same venue. However, the proposed conference room for the SA3 meeting will not be available on Friday 16th so SA3 may wish to consider starting their meeting on the Monday instead of the Tuesday of that week. The block bookings at the recommended hotels will be arranged for the expected number of SA3 delegates.

During the TISPAN WG7 meeting held 9th – 13th May the SA3 work item on IMS extensions was reviewed by WG7 and noted that SA3 has recognised that TISPAN cannot exclusively rely on having a physical UICC to implement the security mechanisms, but note the statement that for 3GPP operators running IMS, the authentication of the IMS subscriber must be based on access to physical UICC. 

WG7 also note the intention to study requirements and solutions for IMS security in conjunction with solutions for secure access to the core network, which are independent of access networks and applications.

WG7 would also like to suggest the following draft agenda for the joint meeting:

1. Presentation by TISPAN on their security Architecture and the list of 3GPP SA3 specifications that WG7 intend to endorse for NGN Release 1.

2. Presentation by SA3 on their view on IMS security enhancements for R7

3. Handing contributions

IMS signalling protection solution that traverse NA(P)T and firewall devices in the customer environment.

Pseudo CR, to 33.203

4. Overview presentation by SA3 on other work that may be relevant to TISPAN e.g. WLAN interworking, GAA, Trust requirements for open platforms, MBMS

5. Plans for follow up etc.

TISPAN WG7 continues to study possible solutions for IMS signalling protection. TISPAN WG7 will make the NGN Release 1 security deliverables available to SA3 at least 4 weeks prior to the joint meeting. WG7 is looking forward to the joint meeting with SA3 on September 14th in Portorose, Slovenia.

