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1 Introduction

This contribution provides comments on S3-050361 and S3-050334 contributions, which are both referring to Soft-ISIM mechanism.  

2 Comments to S3-0500361 on Development of ISIM usage for broadband environment

The S3-050361 contribution from Nokia and BT proposed in the “conclusion” section that “3GPP SA3 should include Soft-ISIM in their studies for a solution with special considerations to operators deploying both fixed and mobile access to their IMS system and easy way to migrate to smart card ISIM”. 

This proposal is based on the fact that the WID on IMS Security Extensions approved during SA3#38 meeting (S3-050320) indicates that TISPAN “cannot necessarily rely on having a smart card ISIM to implement the security mechanism”. But, the WID also clarifies that “However, for 3GPP operators running IMS, the authentication of the IMS subscriber must be based on access to physical UICC”. Furthermore, SA plenary updated the "objective" section of this WID by introducing the following statement: "3GPP security level shall not be compromised"  (see SP-050395, which contains the final WID).

Therefore the usage of software-based mechanism is forbidden in 3GPP networks (including inter-working scenarios), the studies on Soft-ISIM or other software-based mechanisms should not be proposed in any 3GPP specification since they are not within 3GPP scope. 

It is a decision of TISPAN to authorize security mechanisms not relying on a smart card for accessing IMS systems. The required studies on software-based methods for a solution, which has to address the resulting issues in terms of deployment, migration and security, should be performed within the scope of TISPAN only. 

Remark: The deployment, migration and security issues could be avoided by mandating the presence of the smart card in the NGN equipment since all PCs or Laptops can be connected to a smart card by means of smart card readers or secure dongles (e.g. USB keys). 

Conclusion

The studies on Soft-ISIM or other software-based mechanisms for a TISPAN solution should not be included within 3GPP scope. 

3 Comments on S3-050334 on Access security for Non-ISIM capable SIP UE

ZTE presented contribution S3-050334 on “Access security for non-ISIM capable SIP UE”, which refers to solutions based on soft-ISIM.

As explained above, studies related to software-based mechanism should not be addressed by 3GPP. 













