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1 Introduction
The interworking between UE and IMS network can be divided into UE to P-CSCF, UE to I-CSCF, UE to S-CSCF, and UE to HSS. 

Normally the amount of I-CSCF was less than P-CSCF/ S-CSCF and not too much. It can be easily upgrade to support both authentication methods. And the HSS always knows the authentication method user used from subscription data. Then the interworking question maybe also easily solved between UE and HSS. Now the difficulty in interworking question is the UE to P-CSCF and UE to S-CSCF.

In the present TR 33.978 V6.1.0 it assumes as bellows,

“For the purposes of the interworking considerations in this clause, it is assumed that the IMS entities P-CSCF, I-CSCF, S-CSCF and HSS reside in the home network and all support the same variants of IMS, i.e. all support either only early IMS security, or only fully compliant IMS security, or both.
NOTE:
It is compatible with the considerations in this document that the UE uses different APNs to indicate the IMS variant currently used by the UE, in case the P-CSCF functionality is split over several physical entities.”
As the IMS network can be enlarged and the network element upgrade process may be in different step, it maybe difficult to always get above assumption.  

Here it also gives one method that UE can use different APN to find correct P-CSCF. But it did not tell how the network can select the correct S-CSCF on behalf of UE. In the S3-040973 we have ever given some description of how to select a correct S-CSCF. We will give more detail in this contribution. 

2 Discussion
When the P-CSCF receive a register message, based on the IMPU it will query the DNS to get the entrance point to the home network. Then I-CSCF receive that message, it will send a Cx-UAR message to query the assigned S-CSCF. After user has registered, the register/session message will always route to that special S-CSCF. So if we can select the correct S-CSCF at the initial registration, then the interworking question between UE and S-CSCF is solved. 

At the initial registration procedure, the HSS will return the Server-Capabilities in the Cx-UAA message if the user is an initial registration and not have related IMPU has been registered or in unregistered state. The returned capabilities shall satisfy the most restrictive service profile of the user. These Server-Capabilities will help I-CSCF to select S-CSCF.
From the description in TS29.229, we can find that the Server-Capabilities will include mandatory and optional capability element. And each capability represents a single determined mandatory (optional) capability of an S-CSCF. Each mandatory (optional) capability available in an individual operator’s network shall be allocated a unique value. The allocation of these values to individual capabilities is an operator issue. The I-CSCF does not need to know the semantic of the capabilities received from the HSS. This semantic is exclusively an operator issue.
Besides the capability such as Authentication method supported by each S-CSCF can be pre-configured at I-CSCF. The description of this can be found on TS23.228 V6.9.0 section 5.1.2.1 

“3.
Capabilities of individual S-CSCFs in the home network

This is internal information within the operator’s network. This information may be used in the S-CSCF selection. This information is obtained by the I-CSCF by methods not standardized in this release.”

If we define the authentication method as one mandatory server-capability, we can store the authentication method required by user in HSS and supported authentication method of S-CSCF in I-CSCF. Then I-CSCF receives the register message and queries the HSS. From the server-capability information I-CSCF can select the correct S-CSCF.

It is the responsibility of the operator to ensure that there are S-CSCFs which have mandatory capabilities indicated by the HSS for any given user. However abnormal case such as configuration errors may occur, I-CSCF can not select the related S-CSCF, it shall inform the HSS via the O&M subsystem. I-CSCF can returns the 600(Busy everywhere) to UE and may set the Retry-After header as operator required. After receiving the 600 responses, the UE will try to register to this network as the Retry-After header suggestion. 

3 Conclusion

Using the above method, it will help the network correctly select the S-CSCF on behalf of UE. It will greatly help operator enlarge the IMS network using different authentication method in different network element. 

A related CR for above method is also given.


























































































