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	Proposed CR to 33.220: Key derivation function: character encoding (Rel-6)
	Nokia
	Approval
	6.9.2
	Revised in S3-050168
	37

	S3-050141
	WITHDRAWN
	 
	 
	 
	WITHDRAWN
	37

	S3-050142
	Proposed WID:  Liberty Alliance and 3GPP Security Interworking
	Nokia
	Approval
	6.9.2
	Revised in S3-050169
	37

	S3-050143
	Bootstrapping timestamp
	Nokia, Siemens, Vodafone
	Discussion / Decision
	6.9.2
	Approved
	37

	S3-050144
	Proposed CR to 33.222: Clarification to TS 33.222 (Rel-6)
	Ericsson
	Approval
	6.9.4
	Approved
	37

	S3-050145
	Proposed CR to 33.222: Keeping PSK TLS in 3GPP Rel-6 (Rel-6)
	Nokia
	Approval
	6.9.2
	Approved
	37

	S3-050146
	Proposed CR to 33.222: Clarify the GBA requirements for https supporting applications at Ua reference point (Rel-6)
	Siemens, Nokia
	Approval
	6.9.4
	Revised in S3-050175
	37

	S3-050147
	Comments to S3-050069: Use-case of Ks_int_NAF for HTTPS
	Gemplus, Axalto
	Information
	6.9.4
	Presented and discussed with CRs
	37

	S3-050148
	Proposed CR to 33.234: Removal of editors' notes (Rel-6)
	Nokia, BT
	Approval
	6.10
	Revised in S3-050160
	37

	S3-050149
	Proposed CR to 33.234: Fallback to full authentication (Rel-6)
	NOKIA, Ericsson
	Approval
	6.10
	Withdrawn after off-line check
	37

	S3-050150
	Proposed CR to 33.919: (Rel-6)
	CN WG5 (OSA)
	 
	 
	Approved
	37

	S3-050151
	Proposed CR to 33.234: Clarification on the handling of simultaneous sessions (Rel-6)
	Ericsson
	Approval
	6.10
	Approved
	37

	S3-050152
	Draft Reply LS on Control of simultaneous accesses for WLAN 3GPP IP access
	SA WG3
	Approval
	6.10
	Revised in S3-050179
	37

	S3-050153
	Reply LS on alignment of specifications between CN1 and SA3 with respect to fallback to full authentication
	SA WG3
	Approval
	6.10
	Approved
	37

	S3-050154
	Proposed CR to 33.246: MBMS download protection details
	Nokia
	Approval
	6.20
	Approved
	37

	S3-050155
	Proposed CR to 33.234: Using OCSP to Check Validity of PDG Certificate in 3GPP IP Access (Rel-6)
	ZTE Corporation
	Approval
	6.10
	Revised in S3-050177
	37

	S3-050156
	Proposed CR to 33.234: Threat of users accessing each other in link layer and corresponding security requirements of user traffic segregation (Rel-6)
	ZTE Corporation
	Approval
	6.10
	Revised in S3-050178
	37

	S3-050157
	Proposed CR to 33.234: WLAN AN providing protection against IP address spoofing (Rel-6)
	Nokia, ZTE Corporation
	Approval
	6.10
	Revised in S3-050180
	37

	S3-050158
	Proposed CR to 33.234: Clarification on EAP-AKA(SIM) description in 3GPP IP access authentication and authorization (Rel-6)
	ZTE Corporation
	Approval
	6.10
	Approved
	37

	S3-050159
	Proposed CR to 33.234: Clarifyng the status that can’t be changed in the security requirement of WLAN-UE split (Rel-6)
	NOKIA, Ericsson
	Approval
	6.10
	Approved
	37

	S3-050160
	Proposed CR to 33.234: Removal of editors' notes (Rel-6)
	Nokia, BT
	Approval
	6.10
	Approved
	37

	S3-050161
	Proposed CR to 33.234: Replacing PDGW with PDG (Rel-6)
	ZTE Corporation
	Approval
	6.10
	Approved
	37

	S3-050162
	Proposed CR to 33.246: ME based MBMS key derivation for ME based MBMS key management (Rel-6)
	Nokia, Siemens
	Approval
	6.20
	Approved
	37

	S3-050163
	Proposed CR to 33.246: MGV-F functionality related to MTK-ID upper limit (Rel-6)
	Samsung
	Approval
	6.20
	Approved
	37

	S3-050164
	Proposed CR to 33.246: Stop the usage of one MSK  (Rel-6)
	Samsung
	Approval
	6.20
	Withdrawn: Covered by S3-050133
	37

	S3-050165
	Reply LS to GERAN WG2: Ciphering of access bursts on VGCS channel
	Marc
	Approval
	6.21
	Approved
	37

	S3-050166
	Proposed CR to 33.246: Storing SP payload after MSK message is verified (Rel-6)
	ZTE Corporation
	Approval
	6.20
	Approved
	37

	S3-050167
	DRAFT LS on next steps for MAPsec
	SA WG3
	Approval
	6.2
	Revised in S3-050174
	37

	S3-050168
	Proposed CR to 33.220: Key derivation function: character encoding (Rel-6)
	Nokia
	Approval
	6.9.2
	Approved
	37

	S3-050169
	Proposed WID:  Liberty Alliance and 3GPP Security Interworking
	Nokia
	Approval
	6.9.2
	Approved
	37

	S3-050170
	LS from OMA BAC DLDRM: Answer to LS on Adapting OMA DRM v2.0 DCF for MBMS download protection
	OMA BAC DLDRM
	Action
	6.20
	CR produced in S3-050154. Same as attachment to S3-050104
	37

	S3-050171
	Reply LS to ‘Status of OMA Mobile Broadcast Services’
	SA WG3
	Approval
	6.20
	Approved
	37

	S3-050172
	Draft Reply to Liaison Statement on MBMS User Service architecture
	SA WG3
	Approval
	6.20
	Revised in S3-050182
	37

	S3-050173
	Updated TR 33.978: Early IMS Security
	Editor
	Approval
	6.1.2
	Approved for presentation to SA for approval
	37

	S3-050174
	LS to CN4: Next steps for MAPsec
	Peter / Stefan
	Approval
	6.2
	Approved
	37

	S3-050175
	Proposed CR to 33.222: Clarify the GBA requirements for https supporting applications at Ua reference point (Rel-6)
	SA WG3
	Approval
	6.9.4
	Approved
	37

	S3-050176
	LS (to TSG SA) on HTTPS connection between an UICC and a network application function
	SA WG3
	Approval
	6.9.4
	Approved
	37

	S3-050177
	Proposed CR to 33.234: Using OCSP to Check Validity of PDG Certificate in 3GPP IP Access (Rel-6)
	ZTE Corporation
	Approval
	6.10
	Approved
	37

	S3-050178
	Proposed CR to 33.234: Threat of users accessing each other in link layer and corresponding security requirements of user traffic segregation (Rel-6)
	ZTE Corporation
	Approval
	6.10
	Approved
	37

	S3-050179
	Reply LS on Control of simultaneous accesses for WLAN 3GPP IP access
	SA WG3
	Approval
	6.10
	Approved
	37

	S3-050180
	Proposed CR to 33.234: WLAN AN providing protection against IP address spoofing (Rel-6)
	Nokia, ZTE Corporation
	Approval
	6.10
	Approved
	37

	S3-050181
	Proposed CR to 33.234: Detecting the start of a WLAN Direct IP Access session based on Wa/Wd Accounting Messages (Rel-6)
	Nokia
	Discussion / Decision
	6.10
	Approved
	37

	S3-050182
	Reply to Liaison Statement on MBMS User Service architecture
	SA WG3
	Approval
	6.20
	Approved
	37

	S3-050183
	Issue list to complete MBMS Security (updated with status at SA3#37)
	SA WG3
	Information
	7
	Agreed to report status of MBMS to TSG SA
	37

	S3-050184
	Draft Agenda for SA WG3 meeting #37
	SA WG3 Chairman
	Approval
	2
	Approved as provided.
	38

	S3-050185
	Draft Report of SA WG3 meeting #36
	SA WG3 Secretary
	Approval
	4.1
	New version 1.0.0 provided on line from comments given.
	38

	S3-050186
	Report from SA#26 plenary
	SA WG3 Chairman
	Information
	4.2
	Noted
	38

	S3-050187
	Draft report of SA WG3 -LI Group meeting (Barcelona)
	SA WG3-LI Group
	Approval
	4.3
	Withdrawn; see 196
	38

	S3-050188
	HTTPS connection between an UICC and a NAF
	Axalto, Gemplus
	Discussion / Decision
	6.9.4
	See comments in 275
	38

	S3-050189
	LS on providing IMSI and IMEI to the SMLC in positioning procedures
	GERAN [WG2
	Action
	6.6
	See proposed response in 226
	38

	S3-050190
	LS on Mobile Broadcast Services from OMA BCAST to 3GPP SA4
	BAC BCAST
	Information
	6.20
	It was copied to SA3 and it was noted.
	38

	S3-050191
	Reply on stream bundling for MBMS
	RAN2
	Action
	6.20
	See response in 299
	38

	S3-050192
	Liaison statement MBMS User Service finalization
	SA4
	Action
	6.20
	Response in 300
	38

	S3-050193
	Liaison statement on a new basis for the 3GP file format
	SA4
	Information
	6.20
	It was copied to SA3 and it was noted.
	38

	S3-050194
	Reply to Liaison Statement on Status of OMA Mobile Broadcast Services
	SA4
	Information
	6.20
	It was copied to SA3 and it was noted. A reply was provided in 190
	38

	S3-050195
	Liaison Statement on stream bundling for MBMS
	SA4
	Action
	6.20
	See 191 and 225.; Response in 299
	38

	S3-050196
	Draft Meeting Report for Sophia Antipolis
	LI Chairman
	Approval
	4.3
	Noted
	38

	S3-050197
	Clarification for the usage of the Notion of a Service in Distributed IP Networks 
	LI SWG
	Approval
	4.3
	Revised to 316
	38

	S3-050198
	Clarification to the Timing Issue 
	LI SWG
	Approval
	4.3
	Revised to 317
	38

	S3-050199
	Correction on the Use of Identities for I_WLAN lawful interception
	LI SWG
	Approval
	4.3
	Agreed to be sent to SA for approval
	38

	S3-050200
	Clarification Pertaining to the Filtering of SDP for IRI Only Cases
	LI SWG
	Approval
	4.3
	Agreed to be sent to SA for approval
	38

	S3-050201
	CR 33.107 IMS Correclation
	LI SWG
	Approval
	4.3
	Agreed to be sent to SA for approval
	38

	S3-050202
	Correction on IMS Correlation
	LI SWG
	Approval
	4.3
	Agreed to be sent to SA for approval
	38

	S3-050203
	CR 33.108 IMS Correlation
	LI SWG
	Approval
	4.3
	Rejected; section 7.3 should be in an informative annex.
	38

	S3-050204
	WI on Lawful Interception in the 3GPP Rel-7  architecture
	LI SWG
	Approval
	4.3
	Revised to 315
	38

	S3-050205
	Inconsistency in Annex B.5
	LI SWG
	Approval
	4.3
	Agreed to be sent to SA for approval
	38

	S3-050206
	Inconsistency in Annex B.5
	LI SWG
	Approval
	4.3
	Agreed to be sent to SA for approval
	38

	S3-050207
	Obsolete Import Statement in Annex B.6
	LI SWG
	Approval
	4.3
	Agreed to be sent to SA for approval
	38

	S3-050208
	Comments to 33.246 with changes marked from Siemens
	Siemens
	Approval
	6.20
	Withdrawn since comments are included in 272
	38

	S3-050209
	Open issues with applying TS 33.222 to https on the UICC
	Siemens
	Discussion / Decision
	6.9.4
	Noted in conjuction with the discussion on S3-050276
	38

	S3-050210
	HTTPS terminated on UICC: possible impacts
	Telecom Italia
	Discussion / Decision
	6.9.4
	Noted in conjuction with the discussion on S3-050276
	38

	S3-050211
	Feedback from joint workshop between TISPAN and 3GPP
	Nokia, Gemplus
	Discussion
	4.4
	Noted
	38

	S3-050212
	Open issues and solution approaches to applications other than MBMS using Ks_int_NAF
	Nokia
	Discussion / Decision
	6.9.4
	Noted in conjuction with the discussion on S3-050276
	38

	S3-050213
	Access Security Review TR v 0.0.1
	Ericsson
	Discussion
	6.6
	Noted as the status of the TR into the meeting and out of last meeting. See comments in 221
	38

	S3-050214
	Progress of Access Security Review
	Ericsson
	Approval
	6.6
	It was agreed to be included in the next version of the TR
	38

	S3-050215
	Update on Liberty Alliance Activities
	Nokia
	Information
	6.25
	Noted
	38

	S3-050216
	Comments on S3-050209 - Open issues with applying TS 33.222 to https on the UICC
	Axalto, Gemplus
	Discussion / Decision
	6.9.4
	Noted in conjuction with the discussion on S3-050276
	38

	S3-050217
	Comments on S3-050212 - Open issues and solution approaches to applications other than MBMS using Ks_int_NAF
	Axalto, Gemplus
	Discussion / Decision
	6.9.4
	Noted in conjuction with the discussion on S3-050276
	38

	S3-050218
	Comments on S3-050210 - HTTPS terminated on UICC: possible impacts
	Axalto, Gemplus
	Discussion / Decision
	6.9.4
	Noted in conjuction with the discussion on S3-050276
	38

	S3-050219
	CR to 33.222 rel-6: HTTPS connection between a UICC and a NAF
	Axalto, Gemplus
	Approval
	6.9.4
	Noted in conjuction with the discussion on S3-050276
	38

	S3-050220
	HTTPS connection between a UICC and a NAF: impacts on CT groups
	Axalto, Gemplus
	Discussion / Decision
	6.9.4
	Noted in conjuction with the discussion on S3-050276
	38

	S3-050221
	Comments on S3-050213: Access Security Review TR v 0.0.1
	Siemens
	Discussion / Decision
	6.6
	Noted, comments to be included in new version of TR
	38

	S3-050222
	Feature dependencies evaluation
	Siemens
	Discussion / Decision
	6.6
	It was agreed to be included in the next version of the TR but the priorities are left open for the moment.
	38

	S3-050223
	CR to 33.246: Clarification on CSB ID and SP payload use
	Siemens
	Approval
	6.20
	Revised to 297
	38

	S3-050224
	CR to 33.246: Using MTK within an RTP session and relation to FEC streams
	Siemens
	Approval
	6.20
	To be merged with 261.
	38

	S3-050225
	Stream bundling for MBMS
	Siemens
	Discussion / Decision
	6.20
	To be attached to response in 299
	38

	S3-050226
	Sending Mobile Identity to SMLC
	Nortel Networks
	Discussion / Decision
	6.6
	See revision of LS in 309
	38

	S3-050227
	Reply LS to ITU on general security policy
	ZTE Corporation
	Discussion / Decision
	5.8
	Same as 231.; Revised to 285
	38

	S3-050228
	Gateway: Evaluation of ‘Fallback to unprotected mode’-parameter.
	Siemens
	
	6.2
	The conclusion was agreed
	38

	S3-050229
	Progress and information on UEA2 and UIA2 development
	ETSI SAGE
	Information
	5.3
	Same as 233. See AP 38.01 and 38.02
	38

	S3-050230
	Solution for (U)SIM Security Ruse by Peripheral on Wireless Local Interface
	Toshiba, Telcordia
	Discussion
	6.15
	Noted, search function is rejected, but whatever is left should be brought to next meeting as CRs
	38

	S3-050231
	Proposed Reply LS on General Security Policy for Secure Mobile End-to-End Data

Communication
	ZTE Corporation
	Discussion / Decision
	5.8
	Same as 227. Withdrawn
	38

	S3-050232
	cooperation related to IMS security extensions for fixed broadband access
	ETSI TISPAN WG7
	Action
	6.1.1
	Response in 303
	38

	S3-050233
	Progress and information on UEA2 and UIA2 development
	ETSI SAGE
	Information
	5.3
	Same as 229; noted
	38

	S3-050234
	GBA User Security Settings (GUSS) transfer optimisation
	Nokia, Siemens
	Discussion / Decision
	6.9.2
	Noted; See CR in 235.
	38

	S3-050235
	CR to 33.220 on GBA User Security Settings (GUSS) transfer optimisation
	Nokia, Siemens
	Approval
	6.9.2
	Revised to 286
	38

	S3-050236
	Cover sheet to draft LS to GSMA SG on recommendations resulting from a review of recently published papers on GSM and UMTS security
	Vodafone, Siemens
	Discussion / Decision
	6.5
	Revised to 306
	38

	S3-050237
	Comments on use of 401 Unauthorized and 399 Warning in Early IMS
	Siemens
	Discussion / Decision
	6.1.2
	Noted; see CR in 238
	38

	S3-050238
	CR to 33.978 on   Correction of use of 401 Unauthorized and 399 Warning headers
	Siemens
	Approval
	6.1.2
	Revised to 305
	38

	S3-050239
	Scalability of IMS/TLS server certificate deployment
	Ericsson
	Discussion
	6.1.1
	Further comments are invited to the author
	38

	S3-050240
	Draft contribution for ITU-R WP8F on current 3GPP activities toward IP applications over mobile systems
	Telecomitalia
	Discussion / Decision
	5.8
	SA3 indicated that there is sufficient information already in annex 2. It was noted.
	38

	S3-050241
	A proposal to improve efficiency in setting up UE-initiated tunnels (Scenario 3) in WLAN interworking
	Motorola Inc.
	Discussion / Decision
	6.10
	Noted; some concerns and some checking needs to be done.
	38

	S3-050242
	Proposal for SA3 working assumptions on IMS security extensions
	Ericsson
	Discussion / Decision
	6.1.1
	This document was noted in light of the revision of the WI in S3-050304.
	38

	S3-050243
	Analysis of GBA based IMS signalling protection proposals
	Ericsson
	Discussion / Decision
	6.1.1
	This document was noted in light of the revision of the WI in S3-050304.
	38

	S3-050244
	Nokia comments on Ericsson contributions: "Analysis of GBA based IMS signalling protection proposals" (S3-050243) and to "Proposal for SA3 working assumptions on IMS security extensions" (S3-050242)
	Nokia
	Discussion / Decision
	6.1.1
	This document was noted in light of the revision of the WI in S3-050304.
	38

	S3-050245
	CR to 33.102 on Keystatus sent by CN node in Security Mode Command (Rel-5)
	Ericsson
	Approval
	6.5
	Revised  to 307
	38

	S3-050246
	CR to 33.102 on Keystatus sent by CN node in Security Mode Command (Rel-6)
	Ericsson
	Approval
	6.5
	With the decision to send this to RAN3 and CT1, this document was noted
	38

	S3-050247
	Discussion document on Usage of USS
	Ericsson
	Discussion / Decision
	6.9.2
	Noted; See CR in 248 and comments in 254 and 281
	38

	S3-050248
	CR to 33.220 on Specifying USS per GAA application (or Usage of USS)
	Ericsson
	Action
	6.9.2
	Revised to 288
	38

	S3-050249
	Comments on Usage of USS in S3-050247
	Siemens
	Discussion / Decision
	6.9.2
	Revised to 281
	38

	S3-050250
	Comments to S4-50245, S4-AHP210 and S4-AHP245
	Ericsson
	Discussion / Decision
	6.20
	Makes no difference to SA3; see 299
	38

	S3-050251
	Globally unique MSKs and MKIs
	Ericsson
	Discussion / Decision
	6.20
	Noted, see CR in 252
	38

	S3-050252
	CR to 33.246 on Clarification of MSK ID in anouncement (or Globally unique MSKs and MKIs)
	Ericsson
	Approval
	6.20
	Revised to 295
	38

	S3-050253
	Draft LS out on on the usage of 2G SIM cards in GBA
	Vodafone
	Approval
	6.9.1
	Noted, resulted in AP to rephrase the LS to ask SA1 a different question on access to 3G services with 2G SIMs
	38

	S3-050254
	Commenting paper to the "Usage of USS” of Ericsson (S3-050247)
	Nokia
	Discussion / Decision
	6.9.2
	See the end result of offline discussion in 288
	38

	S3-050255
	Comments on two IMS-related contributions (Working assumptions and WID)
	Siemens
	Discussion / Decision
	6.1.1
	This document was noted in light of the revision of the WI in S3-050304.
	38

	S3-050256
	CR to 33.234 on Specify the number of the IPsec SAs under the same IKE SA in WLAN 3GPP IP access
	NOKIA, T-mobile
	Approval
	6.10
	Revised to 310
	38

	S3-050257
	MSK identification in SRTP streams
	Ericsson
	Discussion / Decision
	6.20
	Noted, see CR in 258
	38

	S3-050258
	CR to 33.246 on MKI and authentication tag length in User Service Description (SK identification in SRTP streams)
	Ericsson
	Approval
	6.20
	Revised to 296
	38

	S3-050259
	Status of MIKEY related IETF work
	Ericsson
	Discussion / Decision
	6.20
	Noted
	38

	S3-050260
	Usage of Key Group in MBMS security
	Ericsson
	Discussion / Decision
	6.20
	Noted, see CR in 261
	38

	S3-050261
	CR to 33.246 on Clarification of key management overview (Usage of Key Group in MBMS security)
	Ericsson
	Approval
	6.20
	Revised to 298
	38

	S3-050262
	Comments to HTTPS terminated on UICC: possible impacts (210)
	Nokia
	Discussion / Decision
	6.9.4
	Noted in conjuction with the discussion on S3-050276
	38

	S3-050263
	Status of evolvement of GAA Enhancement WID
	Nokia, Vodafone
	Discussion
	6.9.1
	Decided to continue on the items independantly with a view to creating a WI in September
	38

	S3-050264
	Terminating WLAN session by AAA server
	Nokia
	Discussion / Decision
	6.10
	Noted; See CR in 265
	38

	S3-050265
	CR to 33.234 on Terminate WLAN session by AAA server
	Nokia
	Approval
	6.10
	Revised to 312
	38

	S3-050266
	CR to 33.234 on Correction to the definition of the Wn Reference Point
	Nokia
	Approval
	6.10
	Agreed to be sent to SA for approval
	38

	S3-050267
	CR to 33.203 on Description of 2xx Auth_Ok message
	Samsung
	Approval
	6.1.1
	Revised to 302
	38

	S3-050268
	CR to 33.246 on Omitted MTK Update Error Message
	Nokia
	Approval
	6.20
	Revised to 292
	38

	S3-050269
	Consistency check: requirements->functions and mechanisms
	Nokia
	Discussion
	6.20
	Revised to 291
	38

	S3-050270
	CR to 33.220 on Correcting figure 4.4
	Ericsson
	Approval
	6.9.2
	Revised to 287
	38

	S3-050271
	Updated WID proposal: IMS security extensions
	Ericsson, Nokia, Nortel, Huawei
	Discussion / Decision
	6.1.1
	Revised to 283
	38

	S3-050272
	CR to 33.246 on Editorial corrections to TS 33.246
	Ericsson, Siemens
	Approval
	6.20
	Agreed to be sent to SA for approval; Revised to 318
	38

	S3-050273
	CR to 33.246 on Clarifications on MBMS key management
	Ericsson
	Approval
	6.20
	Revised to 294
	38

	S3-050274
	CR to 33.246 on Use of IMPI in MBMS
	Ericsson
	Approval
	6.20
	Revised to 293
	38

	S3-050275
	Comments to HTTPS connection between an UICC and a NAF
	Nokia
	Discussion / Decision
	6.9.4
	Noted: It was agreed that essentially there should be CRs for 24.109, 29.109 and 33.222
	38

	S3-050276
	Open issues with applying TS 33.222 to https on the UICC
	Siemens
	Discussion / Decision
	6.9.4
	Noted, It was agreed to finish all the work at the next meeting in June and try to propose this as a candidate for early implementation
	38

	S3-050277
	Reply LS on Control of simultaneous accesses for WLAN 3GPP IP access
	SA2
	Action
	6.10
	Noted; SA2 is happy with the CR in 151 that went to SA #27 and was approved.
	38

	S3-050278
	Reply LS on Mandating functionality in WLAN Ans
	SA2
	Action
	6.10
	Response in 313
	38

	S3-050279
	Reply LS on MBMS User Service finalization from SA4
	SA2
	Information
	6.20
	It was copied to SA3 and it was noted
	38

	S3-050280
	Work Item Description for Defining Solution/Architecture for (U)SIM Security Ruse by Multiple Peripheral Devices on Wireless Local Interface to Access Multiple Networks
	Toshiba, Telcordia
	Information
	6.15
	Supporting document to previously submitted contribution No. S3-050230; Noted
	38

	S3-050281
	Comments on Usage of USS in S3-050247
	Siemens
	Discussion / Decision
	6.9.2
	See the end result of offline discussion in 288
	38

	S3-050282
	LS on the usage of 2G SIM cards in GBA Commented on by Vodafone
	Vodafone
	Discussion / Decision
	6.9.1
	Withdrawn; Same as 253
	38

	S3-050283
	Updated WID proposal: IMS security extensions
	Ericsson, Nokia, Nortel, Huawei
	Discussion / Decision
	6.1.1
	See comments in 243,; Revised to 304
	38

	S3-050284
	Interworking of Liberty ID-FF, ID-WSF and Generic Authentication Architecture TR v 0.0.1
	Nokia, Siemens
	Discussion / Decision
	6.25
	Approved as a good start for pseudo CRs
	38

	S3-050285
	Reply LS to ITU on general security policy
	ZTE Corporation
	Discussion / Decision
	5.8
	Agreed to be sent
	38

	S3-050286
	CR to 33.220 on GBA User Security Settings (GUSS) transfer optimisation
	Nokia, Siemens
	Approval
	6.9.2
	Agreed to be sent to SA for approval
	38

	S3-050287
	CR to 33.220 on Correcting figure 4.4
	Ericsson
	Approval
	6.9.2
	Agreed to be sent to SA for approval
	38

	S3-050288
	CR to 33.220 on Specifying USS per GAA application (or Usage of USS)
	Ericsson
	Approval
	6.9.2
	Agreed to be sent to SA for approval
	38

	S3-050289
	LS to CT1 on Alignment between 33.220 and 34.109
	Orange
	Discussion / Decision
	6.9.4
	Agreed to be sent
	38

	S3-050290
	CR to 33.246 to Correct parameters in the examples
	Ericsson
	Approval
	6.20
	Agreed to be sent to SA for approval
	38

	S3-050291
	Consistency check: requirements->functions and mechanisms
	Nokia
	Discussion
	6.20
	Revised to 319
	38

	S3-050292
	CR to 33.246 on Omitted MTK Update Error Message
	Nokia
	Approval
	6.20
	Agreed to be sent to SA for approval
	38

	S3-050293
	CR to 33.246 on Use of IMPI in MBMS
	Ericsson
	Approval
	6.20
	Agreed to be sent to SA for approval
	38

	S3-050294
	CR to 33.246 on Clarifications on MBMS key management
	Ericsson
	Approval
	6.20
	Agreed to be sent to SA for approval
	38

	S3-050295
	CR to 33.246 on Clarification of MSK ID in anouncement (or Globally unique MSKs and MKIs)
	Ericsson
	Approval
	6.20
	Agreed to be sent to SA for approval
	38

	S3-050296
	CR to 33.246 on MKI and authentication tag length in User Service Description (SK identification in SRTP streams)
	Ericsson
	Approval
	6.20
	Agreed to be sent to SA for approval
	38

	S3-050297
	CR to 33.246: Clarification on CSB ID and SP payload use
	Siemens
	Approval
	6.20
	Agreed to be sent to SA for approval
	38

	S3-050298
	CR to 33.246 on Clarification of key management overview (Usage of Key Group in MBMS security)
	Ericsson
	Approval
	6.20
	Agreed to be sent to SA for approval
	38

	S3-050299
	Liaison Statement on stream bundling for MBMS
	SA3
	Approval
	6.20
	Agreed to be sent
	38

	S3-050300
	Liaison statement MBMS User Service finalization
	SA3
	Approval
	6.20
	Agreed to be sent
	38

	S3-050301
	CR to 33.222 on Removal of editor's note
	Nokia & Ericsson
	Approval
	6.9.4
	Agreed to be sent to SA for approval
	38

	S3-050302
	CR to 33.203 on Description of 2xx Auth_Ok message
	SA3 (Samsung)
	Approval
	6.1.1
	Agreed to be sent to SA for approval
	38

	S3-050303
	Reply to Cooperation related to IMS security extensions for fixed broadband access
	SA3
	Action
	6.1.1
	Agreed to be sent
	38

	S3-050304
	Updated WID proposal: IMS security extensions
	Ericsson, Nokia, Nortel, Huawei
	Discussion / Decision
	6.1.1
	Revised to 320
	38

	S3-050305
	CR to 33.978 on   Correction of use of 401 Unauthorized and 399 Warning headers
	Siemens
	Approval
	6.1.2
	Agreed to be sent to SA for approval
	38

	S3-050306
	Cover sheet to draft LS to GSMA SG on recommendations resulting from a review of recently published papers on GSM and UMTS security
	Vodafone, Siemens
	Approval
	6.5
	Agreed to be sent
	38

	S3-050307
	CR to 33.102 on Keystatus sent by CN node in Security Mode Command (Rel-5)
	Ericsson
	Approval
	6.5
	Agreed in principle. To be attached to 308 and not to be sent to SA #28 for approval.
	38

	S3-050308
	LS on Keystatus sent by CN node in Security Mode Command (Rel-5)
	Ericsson
	
	6.5
	Agreed to be sent
	38

	S3-050309
	Reply LS on providing IMSI and IMEI to the SMLC in positioning procedures
	Nortel Networks
	Approval
	6.6
	Agreed to be sent
	38

	S3-050310
	CR to 33.234 on Specify the number of the IPsec SAs under the same IKE SA in WLAN 3GPP IP access
	NOKIA, T-mobile
	Approval
	6.10
	Revised to 314
	38

	S3-050311
	Detecting the start of a WLAN Direct IP Access session based on Wa/Wd Accounting Messages
	NOKIA
	Approval
	6.10
	Withdrawn: Replaced by 313
	38

	S3-050312
	CR to 33.234 on Terminate WLAN session by AAA server
	Nokia
	Approval
	6.10
	Agreed to be sent to SA for approval
	38

	S3-050313
	Reply LS on Mandating functionality in WLAN Ans
	SA3
	Approval
	6.10
	Agreed to be sent
	38

	S3-050314
	CR to 33.234 on Specify the number of the IPsec SAs under the same IKE SA in WLAN 3GPP IP access
	NOKIA, T-mobile
	Approval
	6.10
	Agreed to be sent to SA for approval
	38

	S3-050315
	WI on Lawful Interception in the 3GPP Rel-7  architecture
	LI SWG
	Approval
	4.3
	Agreed to be sent to SA for approval
	38

	S3-050316
	Clarification for the usage of the Notion of a Service in Distributed IP Networks 
	LI SWG
	Approval
	4.3
	Agreed to be sent to SA for approval
	38

	S3-050317
	Clarification to the Timing Issue 
	LI SWG
	Approval
	4.3
	Agreed to be sent to SA for approval
	38

	S3-050318
	CR to 33.246 on Editorial corrections to TS 33.246
	Ericsson, Siemens
	Approval
	6.20
	Agreed to be sent to SA for approval
	38

	S3-050319
	Consistency check: requirements->functions and mechanisms
	MCC
	Discussion
	6.20
	Agreed to be sent to SA for approval
	38

	S3-050320
	Updated WID proposal: IMS security extensions
	Ericsson, Nokia, Nortel, Huawei
	Discussion / Decision
	6.1.1
	Agreed to be sent to SA for approval
	38


