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A new version of TR 33.878 “Security aspects of early IMS” has been produced. A revision-marked and a clean version are attached.

The proposed changes indicated in the following documents were agreed at SA3#36 and have been incorporated into the attached version of TR:

S3-040921, S3-040974, S3-040998, S3-040999, S3-041000, S3-041006, S3-041007, S3-041031, S3-040939, S3-041052, S3-041062, S3-041063, S3-041069, S3-041074.

In addition, the following changes have been incorporated as agreed:

1. The change in S3-040974 was modified so that all instances of “top via header” as changed as indicated.
2. The change in S3-041007 was modified to indicate that the condition is best fulfilled if all IMS network entities reside in the home network. The change in S3-041007 was also modified to include a note to indicate that different APNs may be used to indicate the IMS security variant currently used by the UE, in the case that separate P-CSCFs supporting different IMS security variants are supported in the network (based on rule 1 in S3-040973).
3. The change in S3-041031 was modified so that the word  “assumes” is replaced with “adds a restriction”.
4. IMSI is added to the message from the GGSN to the HSS in the figure in section 6.2.7.3.
Some editorial changes were also made:

1. Updated version, date, document history and table of contents.
2. Various editorial changes and improvements throughout the TR.












 page 1

