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1. Overall Description:

T2 thanks SA3 for the LS in S3-040876 (T2-040388) providing additional information about the WLAN authentication concepts.  The actions placed on T2 in the SA3 LS are copied below
ACTION1: SA3 kindly asks T2 to consider options A) and B) above, and possibly other solutions, and implement the required functionality within Rel-6 time frame. It would also be appreciated if T2 could indicate that a unified solution was seen as possible, but not in the Rel-6 timeframe.

ACTION2: SA3 kindly asks T2 to address SA3's concerns pointed out in section 1.2, e.g. by mandating a secure lock mechanism on the "Generic access" command
T2’s interpretation of the LS were that there were additional requirements as follows:
1. SA3 desires a generic AT command to run EAP authentication with the MT. This generic command shall be used by the TE regardless the functional split applied between the MT and the UICC.
2. SA3 has identified security risks with the 2G/3G authentication data leakage into an open platform like a PC-based TE via the UICC generic access commands.
T2 have studied and debated the content of the SA3 LS and came to the following conclusions:
T2 outcome for Action 1 above

For the provision of the generic AT command to run EAP authentication from the TE, T2 has implemented option B and has satisfied the common interface requirements as proposed by SA3, i.e. to define new AT commands for this purpose of EAP authentication independent of Implementations 1 and 2 in the SA3 LS. T2 have approved a corresponding CR against 27.007 introducing these commands which will be presented for approval by TSG T at TSG T#26. The CR is provided in T2-040468, attached for information only.
T2 outcome for Action 2 above

1. The T2 solution is to forbid the transmission of the authenticate command by the MT in 2G context to the SIM/UICC, but enable the transmission of the authenticate command by the MT in other contexts. T2 have approved a corresponding CR against 27.007 to improve the security in the usage of the UICC generic access command which will be presented for approval by TSG T at TSG T#26. The CR is provided in T2-040453, attached for information only.
2. Actions:

To SA3 group.

ACTION: 
T2 suggests that SA3 considers updating TS 33.234 to modify the EAP authentication procedure description by utilising the AT commands introduced in TS 27.007
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